F. No. 1-12024/2/2023-CGA/e-14519/% 8 9
Government of India
Ministry of Finance
Department of Expenditure
O/o Controller General of Accounts
GIFMIS- PFMS
Dated-01.10.2025

Office Memorandum

Subject: Roll out of new GIFMIS Portal (https://www.gifmis.cga.gov.in) for Treasury Users of
PFMS

This is with reference to this office Corrigendum OM of even No. 371 dated 20.08.2025
(copy enclosed) wherein the universal roll out of New GIFMIS
URL https://www.gifmis.cga.gov.in was put on hold till further orders.

2. In line with the efforts to enhance system performance, manage increased user load, and
improve the overall user experience on PFMS and based on the user experience and feedback_it
has been decided to roll out the new GIFMIS URL https://www.gifmis.cga.qgov.in universally for
the Treasury Users of all the PAOs in Ministries/ Departments w.e.f. 06/10/2025.

3. The new URL https://www.gifmis.cga.gov.in will be activated w.e.f. 06/10/2025 and all
the treasury users will be migrated onto the new GIFMIS URL. The treasury users (PD, PD Maker,
PD Checker, DDO, DDO Maker, DDO Checker, Bill Distributor, Dealing Hand, AAO, PAO, Pr. AO
Dealing hand, PrAO -AAQ, PrAO) will no longer be able to log in to https://www.pfms.nic.in.

4. It may also be noted that after migration to the new GIFMIS URL
I.e. https://www.gifmis.cga.gov.in, users already registered for FIDO, require to re-register for
FIDO. User Manual of the FIDO registration is enclosed for reference.

5 All Pr. CCAs/CCAs/CAs with independent charge are requested to widely disseminate this
information to all concerned field offices, thereby facilitating seamless migration of treasury users
to new GIFMIS URL (https://www.gifmis.cga.gov.in) for performing treasury functions.

6. In this regard, for any issues during the migration process, please contact: -

a) Shri Anil Mahendru, email: pao2000@nic.in, Phone 011 — 24665410/411
b) Ms. Surekha Kumari, email: itd-pfms@gov.in, Phone 011 — 246654 14/650

This issues with the approval of the competent authority.

Encl.: As above.

Assistant Controller General of Accounts
GIFMIS-PFMS

To:
All Pr. CCAs/CCAs/CAs (with independent charge)
Copy for information to-

1. PSto Addl. CGA, PFMS

2. Jt. CGA (TRBR)/ Jt. CGA (Roll Out)/ Jt. CGA (DBT)

3. All Sr. AOs/AAOs, GIFMIS, O/o CGA

4. Sr. Accounts Officer, GIFMIS, O/o CGA for uploading on the website of CGA
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Government of India
Ministry of Finance
Department of Expenditure
Olo Controller General of Accounts

GIFMIS- PFMS
3rd floor, MLN Bhawan,

New Delhi
Dated- 12.09.2025

Corrigendum- Office Memorandum

Sub- Roll out of new GIFMIS portal (https://www.gifmis.cga.gov.in) for Sanction
users of selected PAOs- req.

Reference is invited to the O/o CGA OM No. 1-12024/2/2023-CGA/e-14519/368
dated 12.09.2025 (copy enclosed) wherein it has been informed that a new GIFMIS
portal viz. www.gifmis.cga.gov.in is to be rolled out for Treasury Users of all the PAOs
from 15" September, 2025.

2. In this context, it is stated that the universal roll out of new GIFMIS URL from
15/09/2025 has been put on hold until further orders.

< It may also be noted that there is no change in the contents of the earlier OM
dated 20.08.2025 (copy enclosed) and the 7 PAOs which were shortlisted for the pilot
roll out shall continue to work in the new GIFMIS URL only.

4. This issues with the approval of the competent authority.

Encl.: As above.

Assistant Controller General of Accounts
GIFMIS-PFMS

To:
All Pr. CCAs/CCAs/CAs (with independent charge)

Copy for information to-

1. PS to Addl. CGA, PFMS
- 2. Jt. CGA (TRBR)/ Jt. CGA (Roll Out)/ Jt. CGA (DBT)
3. All Sr. AOs/AAOs, GIFMIS, O/o CGA
4. Sr. Accounts Officer, GIFMIS, O/o CGA for uploading on the website of CGA
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F. No. 1-12024/2/2023-CGA/e-14519/36 &
Government of India
Ministry of Finance
Department of Expenditure
Ol/o Controller General of Accounts

GIFMIS- PFMS
Dated- 12.09.2025

Office Memorandum

Subject: Roll out of new GIFMIS Portal (https://www.gifmis.cga.gov.in) for Treasury
Users of PFMS

In continuation of this office OM of even No. 345 dated 20.08.2025 (copy enclosed)
wherein it was decided to migrate the treasury users (Claimants, Employees, PD, PD Maker,
PD Checker, DDO, DDO Maker, DDO Checker, Bill Distributor, Dealing Hand, AAO, PAO,
Pr. AO Dealing hand, Pr. AO-AAQ, Pr. AO, CCA etc.) of some selected PAOs to a new
dedicated URL https://www.gifmis.cga.gov.in on pilot basis w.e.f. 22.08.2025.

2. Further, in line with the efforts to enhance system performance, manage increased
user load, and improve the overall user experience on PFMS and based on the user

experience and feedback_it has been decided to roll out the new GIFMIS URL universally
for the Treasury Users of all the PAOs in Ministries/ Departments w.e.f. 15/09/2025.

3. The new URL https://www.gifmis.cga.gov.in will be activated w.e.f. 15/09/2025
and all the treasury users will be migrated onto the new GIFMIS URL. The treasury users
(PD, PD Maker, PD Checker, DDO, DDO Maker, DDO Checker, Bill Distributor, Dealing
Hand, AAO, PAO, Pr. AO Dealing hand, Pr AO -AAO, Pr AO) will no longer be able to log in
to https://www.pfms.nic.in.

4. It may also be noted that after migration to the new GIFMIS URL
i.e. https:/lwww.gifmis.cga.gov.in, users already registered for FIDO, require to re-
register for FIDO. User Manual of the FIDO registration is enclosed for reference.

5. All Pr. CCAs/CCAs/CAs with independent charge are requested to widely
disseminate this information to all concerned field offices, thereby facilitating seamless
migration of treasury users to new GIFMIS URL (https://iwww.gifmis.cga.gov.in) for
performing treasury functions.

6. In this regard, for any issues during the migration process, please contact: -

a) Shri Anil Mahendru, email: pa02000@nic.in, Phone 011 — 24665410/411
b) Ms. Surekha Kumari, email: itd-pfms@gov.in, Phone 011 — 24665414/650

This issues with the approval of the competent authority.

Encl.: As above. !

Assistant Controller General of Accounts
GIFMIS-PFMS

To:
All Pr. CCAs/CCAs/CAs (with independent charge)



Copy for information to-

1. PSto Addl. CGA, PFMS

2. Jt. CGA (TRBR)/ Jt. CGA (Roll Out)/ Jt. CGA (DBT)

3. All Sr. AOs/AAOs, GIFMIS, O/o CGA

4. Sr. Accounts Officer, GIFMIS, O/o CGA for uploading on the website of CGA
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Government of India
Ministry of Finance
Department of Expenditure
O/o Controller General of Accounts
GIFMIS- PFMS

Dated-20.08.2025

Office Memorandum

Subject: Roll out of new GIFMIS Portal (https://www.gifmis.cga.gov.in) for Treasury Users of
PFMS

As part of ongoing efforts to enhance system performance, manage increased user load, and
improve the overall user experience on PFMS, it has been decided to migrate all treasury users
(Claimants, Employees, PD, PD Maker, PD Checker, DDO, DDO Maker, DDO Checker, Bill

Distributor, Dealing Hand, AAO, PAO, Pr. AO Dealing hand, PrAO-AAO, PrAO, CCA etc.) to a
new dedicated URL https://www.gifmis.cga.gov.in.

2. The new URL https://www.gifmis.cga.gov.in will be activated w.e.f. 22.08.2025. Once the
new URL is activated, all treasury users will be migrated onto the new GIFMIS URL. The treasury
users (PD, PD Maker, PD Checker, DDO, DDO Maker, DDO Checker, Bill Distributor, Dealing

Hand, AAO, PAO, Pr. AO Dealing hand, PrAO -AAO, PrAO) will no longer be able to log in to
https://www.pfms.nic.in.

3 As part of a phased implementation, it has been decided to migrate the users of the selected
PAOs (list annexed) to the new GIFMIS URL on pilot basis starting from 22.08.2025. The
timeline for the full-scale rollout of the new URL to all users will be announced separately. Until

then, all users other than those in the selected PAOs should continue accessing the system via the
existing URL: https://www.pfms.nic.in.

4. It may also be noted that after migration to the new GIFMIS URL
i.e. https://www.gifmis.cga.gov.in, users already registered for FIDO, require to re-register for
FIDO. User Manual of the FIDO registration is enclosed for reference.

5 All Pr. CCAs/CCAs/CAs with independent charge are requested to widely disseminate this
information to all concerned field offices, thereby facilitating seamless migration of treasury users to
new GIFMIS URL (https://www.gifmis.cga.gov.in) for performing treasury functions.

6. In this regard, for any issues during the migration process, please contact:-

a) Shri Anil Mahendru, email: pa02000@nic.in, Phone 011 —24665410/411
b) Ms. Surekha Kumari, email: itd-pfms@gov.in, Phone 011 —24665414/650

This issues with the approval of the competent authority.

Encl.: As above.

Assistant Controller General of Accounts
GIFMIS-PFMS

To:
All Pr. CCAs/CCAs/CAs (with independent charge)



Copy for information to-

1. PSto Addl. CGA, PFMS

2. Jt. CGA (TRBRY Jt. CGA (Roll Out)/ Jt. CGA (DBT)
3. All Sr. AOs/AAOs, GIFMIS, O/o CGA

4. Sr. Accounts Officer, GIF MIS, O/o CGA for uploading on the website of CGA



Annexure

List of PAOQs selected for Pilot project of migration to new URL-

SI. No. | Controller Code & Name PAO Code & Name

() 005- Fertilizer 005942- Pr. AO - (Fert-1), New Delhi

(i) 010- Power 013455- PAO (Sectt.), M/o Power, New Delhi

(iii) 013- Expenditure 005825- PAO, State Loan, D/o Exp, M/o
Finance, New Delhi

(iv) 013- Expenditure 016001- PAO, O/o CGA, New Delhi

) 013- Expenditure 016100- PAO, INGAF, New Delhi

(vi) 013- Expenditure 008391- PAO, PFMS, New Delhi

(vii) 117- Ministry of Skill 005949- Pr. cum- PAO, M/o Skill

Development &
Entrepreneurship

Development & Entrepreneurship, New Delhi
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INTRODUCTION

Purpose

The purpose of this document is to help the user to understand all the functionality required in
FIDO in PFMS. This document will help user to understand step by step for FIDO device
registration in the PFMS.

Abbreviations:

S. Abbreviations Definitions

No.

1 PD Program Division

2 DDO Drawing & Disbursing Officer

3 PAO Pay & Account Officer

4 PrAO Principal Account Officer

5 CCA Chief Controller of Accounts

6 PFMS Public Financial Management System
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Scope:
FIDO as second factor authentication in PFMS is being rolled out for the dual signatory users at PAO
office.
Requirement:

For the FIDO registration purpose, it is required to display the menu at the approving authority
level. Each user will register his/her fingerprints on the device by physical presence at the office
of the respective approving authority except PAO. PAO need not visit their higher authority, they
can use the self-registration functionality.

FIDO Implementation in PFMS
PAO Onboarding process:-

There is no need for any outstation PAO to register in presence of an approving authority at the
PRAO office. They can understand how to register themselves by following the steps below. This
article will assist in understanding how PRAO grants PAO approval for the FIDO device
registration process, PAO FIDO device self-registration, PAO FIDO device exemption, and PAO
FIDO device un-mapping.

PRAO Approve PAO for Self-registration:-

Under this process, PRAO will come to understand how PRAO will give approval to PAO for self-
registration step by step.

Navigation: - PRAO Login -> Master -> FIDO Self-registration approval

& EEEIE AT 1i00:41 An L B

AdhocRepurts FIDO Self Registration Approval

Bharathosh Reports

Pansian
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Public Financial Management System-PFMS

] 0/ Cantroller Ganeral of Accounts, Ministry of Finance. ™ :
-2 12:51,30 PR

Adhocsiaparts FIDO Sclf Registration Approval

User Typer*| PO v
Schememisecontactontaits | Login 14—

o

Mobile Number

Account Cads Directory
Agancy

Sanctions

Prasanction

Sancticn Custom Fields

Review Sanclions

Meathiy Accounts Processing |
Reports

Maztars

Hy Schemes

Agancies

Public Financial Management Syslcm-PFM?

: = = -4 ,

W [|0/0 Comroller Beneral of Accounts. Miistry of Finance

AdhocReports FIDO Self Registration Approval

Sharstiush Reports |_(ﬁ|1-n=§\5'?\s‘.| successfully! |

SchemawissContactbatads | User Typer®| Select

oma
[ oo

Scholarship Management |

Bharstrosh [
| [ ——— [ |

Budget I

cam Raparts
Finance Accounts
rE—

T4 Happing
Appropeiation Accounts
Sanctions

Mastees

Wsers

[
I
D
b
Actount Code Dirsetary D
0
0
l
I

Sanction Custom Fields

PRAO needs to select the user type PAO from drop down and in login ID drop down PRAO need to
select the ID of PAO whom they want to give approval for self-registration. After selecting theuser
type and Login ID PRAO need to click on the search button. After clicking on the search button the
complete details of the selected PAO will display in the Grid view to the PRAO. The PRAO may see
that in order to give the PAOs permission to self-register FIDO devices, PRAO needs to click the
approval buttons. The PAO may now register FIDO devices.

When PRAO chooses the PAO LOGIN again, it will display that the PAO has already beenapproved
if it has already been approved.
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Public Financial Management System-PFMS|
iy 01/ Controller General of Accounts, Ministry of Finance. ™"~ 033-3034
& o101 o

nalish v
docRapocts FIDO Self Registration Approval

Usar Typar® | PAD

SchameWissContactDstails | Login Tdi* | All

Home

R e I r—:—
A !

Budgel. L

Account Code Dirsctary [
Agency

Sanctions L
Prasanction L
Sanction Custom Fields

Raview Sanctions

Monthly Accounts Processing |
Reports

Masters [
Hy Sehemes

Agencine

Bank

If PRAO wants to figure out the number of PAO who register independently after approval. For
that, PRAO must choose the User type PAO and "ALL" in the login ID fields before pressing the

Search button. After hitting the search button, a Grid-like list of all PAOs will appear below the
search button. How many PAQ’s are linked with a FIDO device is visible under the "Action" field
to PRAO.

Public Financial Management Sys!cm-l‘FN[S'

o 01/0 Cantraller Beneral of Accounts, Minlstry of Finance !

BRAD
st 20132024

& & 12:31:20 M
dhocreports FIDO Self Registration Approval

o User Type:™ RO
SchemaWiseContactDetails | Login d:* ANl ~
Home e

Scholarship Hanagsment

Bharatiash

Budget

cAM Reports

Financa Accounts

User Manusls

EEEE‘

TS Mapping

Appropristion Aczounts

|

=Sanctions

Adaaan EEEEEEE

;i
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Revoke Self Registration Approval :-

If the Approving Authority accidentally or by mistake gives approval to the User for self registration,
then the Approving Authority (PRAO) has the right to revoke such permission.

Navigation: - PRAO Login -> Master -> FIDO Self-registration approval

DSC Management D>
FIDO Registration

FIDO Log Info User Report
FIDO User Exemption

FIDO Device Unmapping

FIDO Multi Role Registration

FIDO Self Registration

FIDO PAOUser Report |’|

Public Financial Management System-PFMS

i (formerty CPSMS) Welcome: CT————
*&' 0/a Controller General of Accounts, Ministry of Finance User Type: eumem
&

Financial Year: 2023-2024 Login Histo
03:03:03 PM

AdhocReports FIDO Self Registration Approval
BharatKosh Reports e o,

SchemeWiseContactDetails [ Login Id:* v

= [searen

T I—m_

BharatKosh D

Budget D
‘ CAM Reports

Finance Accounts

User Manuals

TSA-Mapping

Appropriation Accounts
eSanctions

Masters

Pension

Account Code Directory

L

[

[
Users D
L

Agency [
L

Sanctions

When the "FIDO Self-registration Approval" page appears after pressing the FIDO Self-registration
menu button, PRAO must choose PAO from the user type drop-down menu. PRAO must choose the
login ID of the user for whom they want to revoke permission for self-registration after choosing the
user type. In order to view the information about that user, PRAO must click the search button.
PRAO may now see the button labeled "Revoke Approve" along with the user's details. To revoke
authorization, PRAO must click the "Revoke Approve" button.
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Public Financial Management System-PFMS

emmmemn e, ~0GOUT
Change Password)

welcome: I

Home
Scholarship Management
BharatKosh

Budget

CAM Reports

Finance Accounts

User Manuals

TSA-Mapping

| Appropriation Accounts

eSanctions

Masters

Pension

Users.

Account Code Directory
Agency

| sanctions

2 = : (formerty CPSMS),
o 0/0 Controller General of Accounts, Ministry of Finance User Type (S
"y Financial Year: 2023-2024
&_, 03:05:18 PM
AdhocReports FIDO Self Registration Approval
BharatKosh Reports e 3
SchemeWiseContactDetails [ Login 1d:* v

Records

Designation | Email Id

Revoke Approve

After clicking on the “Revoke Approve” button a new message will display on the page “ User self
registered revoke successfully”.

SchemeWiseContactDetails
Home

Scholarship Management
BharatKosh

Budget

CAM Reports

Finance Accounts

User Manuals
TSA-Mapping
Appropriation Accounts
eSanctions

Masters

D

e - Public Financial Management System"PE‘M\E Welcome: SFUSNSRENENND Change Password
. /0 Controller General of Accounts, Ministry of Finance BEsCvpa —
i Financial Year: 2023-2024 Login Histor
d‘y 03:02:51 PM
AdhocReports FIDO Self Registration Approval
BharatKosh Reports

I omw— sclf-registered revoke successfully!.l

User Type:* —Select-- =~

Login Id:* v

Records

| No Record Found |

PAO self-Registration:-

While PAO tries to log in on the first attempt before registering the FIDO device. The PAO is
already exempt from first-time login. PAO needs to visit the FIDO device registration Page.
Navigation: - PAO Login -> Master -> FIDO Registration
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DSC Management

EIDD istration

FIDOD Log Info User Report
FIDO User Exemplion

FIDO Device Unmapping

Public Financial Management System-PFMS|
T 00 Controller General of Arcounts, Ministry of Finance. ™™™ |
4

AdhocRsports
Bharatiosh Beports
‘SchemeWiseContactDetails |
Homa

Scholarship Mansgement
Bharatioss

Budget

User Types®
User Status:®
Login Td:*

Login 1d:*

Seles

et

~-gelect —

OR

10:40:32 AM

FIDO Finger Enrollment And User Registration

Download FIDO Based Fingarprint Enrolimant Application | Download FIDO User Manual

CAM Raports “

Finance Accounts.
User Manuals
TEA Mapping
[re———y—
eSanctions [
Masters [
Pension
users
Account Code Dirsctory
Agancy
Sanctions
PreSanction
Sanction Custom Fields.
Raview Sanctions

Honthly Accounts Processing [/

Sy W [ Coes

PAO need to select PAO in the user type dropdown. After choosing the user type from the drop-

down. The User Status unregistered must be chosen by PAO from the drop-down menu.

Following that, PAO must choose their Login ID from the drop-down menu. Now PAO must click

the search button.
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Public Financial Management System-PFMS|

e (tormmerty .
W 1|0/ Controller General of Accounts, Ministry of Finance User Type: e
ol Fnanial aat: 2023-2024 Lo
02:44:47 P10 o
AdhocReports FIDO Finger Enrollment And User Registration

Download FIDO Based Fingerprint Enroliment Application | Download FIDO User Manual

SchemeWiseContactDetails [+ ot v
— 1+ UnRegistere

ogin 1d: * N ———— v
Schalarship Management  [» OR

Bharatkosh > Login 1d:*

Budget >

PAO self-details record shows in a grid view as shown in the below screen.
PAO After clicking on the register button two buttons will appear on the screen lower to the

table. Named Step 1 Register Finger in device and Step 2 FIDO Registration with PFMS.

Public Financial Management System-PFMS

0/o Controller Beneral of Accounts, Ministry of Finance

Financial Year
02:44:52 M
AdhocRaports FIDO Finger Enroliment And User Registration
Download FIDO Based Fingerprint Enrollment Application | Download FIDO User Manual
Bhara

: 24
Pension >
Users b
ccount Code Directory 5
Agency >
Sanctior >
nnnnnnnnn (>3
Sanction Custom Fields >
Review Sanctions >

Reports
Masters b

My Schemes. b

By clicking on the Register Finger in device button the PAO will self-register the Finger onto the
device. At one time, the PAO can enroll a maximum of 5 fingers and without the registration of
at least one finger in the device, the FIDO registration with PFMS can’t be done. Once the finger
is registered in the device, the PAO clicks on the FIDO registration with PFMS button, PAO needs
to self-register into the FIDO device and PFMS portal. Then PAO can log in to PFMS with FIDO.
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The following screens will come when PAO clicks on the FIDO Register with PFMS.
PAO needs to click on the ok button for the next step.

Step 1:- Register Fingerprint in device

As seen in the screen below, the user must download the FIDO EXE from the portal once they
have clicked the "Register Finger in Device" button. The "Click Here" hyperlink must be clicked
by the user in order to start the download. Once the file has been downloaded, the user must
run the exe file in order to begin the installation process. The user must "Restart" the machine
when the installation process is finished. The user must go through this process only once.

,.‘ [Public Financial Management Svstem-PFMS] L — ‘-ﬂ

Please download and install software
Click Here To Download Software

After the system has restarted, the user must log in to the PFMS portal once more and visit the
FIDO Registration page, where they must once more choose their "User Type," "User Status,"
and "Login ID" before pressing the search button. A new grid view will appear after hitting the
search button, requiring the user to select the Register button. Subsequently, a new grid with
two buttons (Step 1:- Register Finger in device and Step 2 FIDO Registration with PFMS) will
appear below the information grid.

PAO need to click on the Step 1:- Register Finger in device Button to register their biometric with
the portal, below screen will appear where PAO can scan his finger with the FIDO device. User
need to click on the FIDO device icon to start the registration process.
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Connected Device List
Select the device to continue

HIT

I

After clicking on the FIDO device icon security key pin window will open where user need to set
the device's pin? The pin needs to be minimum 4 digits long.

ThinC-AUTH = @ w2
H\ oo Set up security key PIN
89 My cregentias

@ worerrore

O Settings ﬂ
[f'_j How-To-Videos

® s

A new window will open once you click the save button to scan your finger. PAO must repeatedly
touch the sensor of the devices as just 20 percent of the biometrics will be scanned at a time.
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ThinC-AUTH
mE.
&1 My Creventias Place your same finger over the fingerprint sensor s much a3 possibl, then bt fter the increase in progress
"
e
@ worertore f‘-\\\\
0 s %
A
@ How-To-Videos Fingerpeint Encoll Progress - 80 %
@ FAQS Cancel

The message "Use your finger to unlock the device" will appear on the screen following a
successful 100% scan. By pressing the “Add another fingerprint” button, the user can either
utilize the same procedure to scan another finger or choose to close the pop-up window.

Step 2 FIDO Registration with PFMS: - For self-registration in the PFMS, PAO must click the FIDO
Registration with PFMS button. A pop-up notification containing the security key will appear.

T windows Secury

Security key setup
Set up your security key to sign in to pfms.gov.in as CEABANG.

This request comes from Msedge, published by Microsoft
Corporation.

Cancel

©PFMS 2022, All Rights Reserved with PFMS, O/o Controller Gendr3l of Accounts, Min. of Finance, GOI Page

File No. V-12019/1/2020-PFMS-Part(1) (Computer No. 11565)
Generated from eOffice by KULDEEP UPADHYAY, AAO(K.U)PFMS, ASSISTANT ACCOUNT OFFICER, CGA on 08/08/2025 05:07 pm



123810/2023/PFMS_Andaman

PFMS Confidential

The user must touch their registered finger to the FIDO device sensor after clicking the OK
button on the popup in order to register with PFMS. It will display the popup message
"Registration Completed" when the procedure is finished.

Now the PAO is registered with PFMS portal.

Registration
Successful!

Another process for FIDO Fingerprint Registration by Windows Hello:-

® The user must have machine with Windows 10 and above.
® The user must select Window > Search then enter “sign in options”.
® The user must select the "Sign-in options" as displayed in the image given below

Best match

q Sign-in options

Settings

o B2

Set up PIN sign-in

]

Change your password

£

Set up fingerprint sign-in

L p

Set up face sign-in

2

Set up security key

@, Set up a picture password sign-in
Search the web

£ signin -

signing

signing off meaning
signing authority

signing off email

signir4
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® A new window labelled “Settings" will appear after selecting "Sign-in options".

® The security Key option, which is displayed in the screen below, must be selected by users.

Settings .
@ Home Sign-in options
F : O 2 Lock your PC i d
Find a setting g | Manage how you sign in to your device DERRpUEEL A eeon
To protec private info and help
Accounts Select a sign-in option to add, change, or remove it. keep you

logo key + L before yor
from your PC.

s o Windows Hello Face

This option is currently unavailable—click to learn more
A= Yourinfo
2% Windows Hello Fingerprint
= Email & accounts @ This optien is currently unavailable—click to learn more Related settings

Lock screen

Windows Hello PIN
Sign in with a PIN (Recommended}

I 28 Sign-in options

B Access work or school ﬂ Security Key Help from the web

SRS Al C e Ry koY Satting up a PC automatically after an
A Family & other users Manage a physical security key that can log you into et

applications, Changing your Microsoft account
e Sync your settings password

Learn more R
Resetting local aceount password

Manage Creating a password reset disk

e The message "Insert your security key into the USB port" will appear in a new popup window

after clicking “Manage” inside "Security Key". The user must connect the FIDO device to a USB
port.

Insert your security key into the USB port.

Close

e Once the FIDO device has been inserted into the USB port, a new screen will appear, prompting
the user to touch the FIDO device's biometric sensor.
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i Touch your security key.

Close

e A new popup with the options "Security Key Fingerprint," "Security Key PIN," and "Reset Secu-
rity Key" will appear after touching the sensor.
e The user can choose desired option.

@ Security Key Fingerprint

Personalize your security key

e .
<+ Security Key PIN
.
Creating a PIN for your security key helps keep you secure

Add

Reset Security Key

Remove everything from this security key and reset to
factory settings

Reset

Close

How to reset a device or a use a new device via "Windows HELLO" is explained in the steps below

1) Security Key PIN: - When device is completely reset or new user need to generate security key
PIN first
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’((‘(-{\:\\ Security Key Fingerprint

Personalize your security key

::: Security Key PIN

Creating a PIN for your security key helps keep you secure

Add

Reset Security Key

Remove everything from this security key and reset to
factory settings

Reset

Close

e User Need to click on the “ADD” Button under the Security Key Pin.

e After Clicking on the “ADD” button a new window popup will populate user need to enter secu-
rity Pin and again need to enter same security pin for confirmation. Minimum length of the pin
will be 4 digits.

Set up a security key PIN

-
. MNew security key PIN
L]

Confirm security key PIN

Cancel

® The user must click the OK button after entering the security pin in order to save the modifica-
tions.

e When the OK button is pressed, the pin is saved, and a redirect to the "Windows Hello Setup"
home screen is initiated.
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Windows Hello setup

’((E\\ Security Key Fingerprint

Personalize your security key

Setup

LN .
::: Security Key PIN
.
Creating a PIN for your security key helps keep you secure

Change

Reset Security Key

Remove everything from this security key and reset to
factory settings

Reset

Close

® Auser can see the "Set up" button becoming active under "Security Key Fingerprint" after sav-
ing the security pin.

2) Security Key Fingerprint:-

’(F(@ Security Key Fingerprint

Personalize your security key

Set up

LR -
+++ Security Key PIN
.
Creating a PIN for your security key helps keep you secure

Change

Reset Security Key

Remove everything from this security key and reset to
factory settings

Reset

Close

® The user must click the Setup button in order to register their finger.
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e The user will need to input their security pin in a new window that pops up after pressing the

setup button. It is purely for verification.

Making sure it's you

se e ~ X
. Security key PIN

Cancel

® The user must then click the OK button after inputting the pin. When a new window pops up,

the user must touch the device's fingerprint sensor.

Touch the fingerprint sensor

Repeatedly lift and rest your finger on the sensor on the top of
your device until setup is complete.

Cancel

e For your accurate biometric to be saved, the user needs touch it several times.
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® A new popup with a message will appear after saving the biometric “All set Use your fingerprint
the next time you wants to unlock your device”. And their will a hyper link also “Add another

Finger”.
All set!
Use your fingerprint the next time you want to unlock your

device.

Add another finger

Done

e For adding another finger biometric user need to repeat same steps. They can scan minimum 1
finger to maximum 5 finger.

After registering finger on windows Hello. User need to login to the PFMS portal. After login to the PFMS
portal user need to follow Navigation.

Navigation: - PAO Login -> Master -> FIDO Registration

Step 2 FIDO Registration with PFMS: - For FIDO device registration with PFMS, PAO must click
the FIDO Registration with PFMS button. A pop-up notification containing the security key will
appear.

©PFMS 2022, All Rights Reserved with PFMS, O/o Controller Gen&®@I of Accounts, Min. of Finance, GOI Page

File No. V-12019/1/2020-PFMS-Part(1) (Computer No. 11565)
Generated from eOffice by KULDEEP UPADHYAY, AAO(K.U)PFMS, ASSISTANT ACCOUNT OFFICER, CGA on 08/08/2025 05:07 pm



123810/2023/PFMS_Andaman

PFMS Confidential

[Public Financial Management System-PFMS

|0/a Controller General of Accounts, Ministry of Finance i)

——
e cm—
imancial Year; 2023-2024

02:44:52 PN

AdhocReports. FIDO Finger Enrollment And User Registration

Download FIDO Based Fingerprint Enrallment Application | Download FIDO User Manual

ShemeviiseContactoetats [ User Typet RO v

User Status:* UnRegistered

5 Login 1d:" —————
e ek OR

BharatKosh b Login 1d:*

SNo |Login Id Last Name Designation i Phone Number Mobile Number DDO Name PAO Name

L | e— e Chand P Pr— — [E— PAO(Sacts), Ministy of Povier New Dalhy [eower]

T ©

¥ windows Secury

Security key setup
Set up your security key to sign in to pfms.gov.in as IENEEEE.

This request comes from Msedge, published by Microsoft
Corporation.

Cancel

The user must touch their registered finger to the FIDO device sensor after clicking the OK button
on the popup in order to register with PFMS. It will display the popup message "Registration
Completed" when the procedure is finished.
Now the PAO is registered with PFMS portal.
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Successful!

Veuive regitimea rssoasshill

PAO Exception FIDO device process:-
Navigation: - PRAO login -> Menu -> Masters -> FIDO User Exemption

The PRAO (higher authority) can grant a PAO an exemption if the PAO requests to log into PFMS
without using a FIDO device. It can be accomplished through configuration for the specific time
frame, and PRAO must enter the information in the Exemption date. However, before entering
the date, PRAO must uncheck the box in the "Is for Mandatory" column. Only then can PAO log
in to PFMS without a FIDO device. The same procedure can be used to remap the device, but this
time the "Is for Mandatory" button must be checked. At the PRAO level, the following screen will
show. While exempting the device PRAO need to enter the reason why they want to exempt the
device. After entering the reason PRAO need to click on the Ok Button.

FIDO Registration
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B

Public Financial Management System-PFMS

(1/a Contraller General of Accounts, Ministry of Finance

Welcom : RE—
(s CPSNIS) Usar Type Em—
Financial Year: 2023-2024

02:49:08 PM

4

Rala FIDO User Exemption/Remapping
Bharatkosh Reports
User Typest PAO v
e Login Td:* A —— >
- em
Scholarship Management {2 Reconds
et b Designation Email Id Phone Number Mobile Number IsFidoMandatory Exemption Date
> 1 e— Vineeta Verma StAO. uat-pfms@nic.in 01126176615 8010545168 (m] 06/10/2023
06/10/2023
1sA-tapping
Appropriation Accounts
Sanctions b
Hl b
Pansion b
e b
Account CodeDirectory D
Agency D
mr b
Eresanction b
Sanction Custom Fields b
Review Sanctions b
Manthly Accounts processing
Reports
Masters b
vy Schemas b
Agencies. b
Financial Management Sy slcm-Pl:x\'l‘S & ff.-erm“.s\'

CAN Reprarts

Accouines

Hanthly Accoints Procassing

Reports

s

Loain 1 v
I G Records
| T e e P

FIDO User Exemption/Remapping

userType:t | PAO

‘ ‘ ‘ 06/10/2023

| o |

06/10/2023

Please enter reason for Exemption/Remap (Maximum Length:100)

o] corce]
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PAO FIDO Device UN-Mapping:-
Navigation: - PRAO Login -> Menu -> Master -> FIDO Device UNMapping

DSC Management [
FIDMD Registration

FIDO Log Info User Report

FIDD User Exemption
fre———————————————————————————)

FIDD Device Unmapping

] FIDO Multi Role Registration

The PRAO must de-register the device from the PFMS and reset it before issuing or changing it
for a PAO who is leaving the department, being transferred, or whose device has been lost or
isn't functioning properly. The PRAO level will display on the next screen.

@ Public Financial Management System-PFMS Welcome | E——
& | |0/n Controller Beneral of Accounts, Miristry of Finance ™" ™) e
02:52:02 P1
e
Bharatkosh Reports
User Type:* PAO v

By e Login Id:* SN v
Home OR
Scholarship Management b Device Serial No.

Budget

While unmapping the device PRAO need to enter the reason why they want to unmap the device.
After entering the reason PRAO need to click on the Ok Button. After clicking the ok Button the
device will unmap.
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W@ | [Public Financial Management System-PFMS|
& ||0/o Cotraler Genersl of Accaunts, Ministey of Finsnce ™™ ™)
y

—
I Year: 2023-2024

02:53:58 PM

o] e

Important Note: - If PAO wants to surrender their credential along with FIDO Device due to any
reason like transfer posting, retirement, etc. the FIDO device that is mapped to that user ID will
immediately be unmapped automatically when the user id deactivated.

Reset FIDO Device after Unmapping :-

® The user must have machine with Windows 10 and above.
® The user must select Windows > Search then enter “sign in options”.
® The user must select the "Sign-in options" as displayed in the image given below

All  Apps Documents Web  More v

Best match

Q Sign-in options

System settings
Settings fo <
Sign-in options
Set up PIN sign-in settings

Change your password

=%

o

&, Set up fingerprint sign-in
€ Set up face sign-in

€ Set up security key

€ Set up a picture password sign-in
Search the web

£ signin - See web results

2 signing

signing off meaning

yel
£ signing authority
ge

signing off email

s'\gninl
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® A new window labelled “Settings" will appear after selecting "Sign-in options".

® The security Key option, which is displayed in the screen below, must be selected by users.

Settings
G Home Sign-in options
r : G ; Lock your PC i d
Find asetting P | Manage how you sign in to your device OERYPUETL T A sench
To prot ur private info and help
Accounts Select a sign-in option to add. change, or remove it. keep your

logo key + L before you wal

s s Windows Hello Face from your PC.
' This aption is currently unavaiiable—click to learn more

A= Yourinfo

Windows Hello Fingerprint

)

E Email & accounts This option is currently unavailable—click to learn more Related settings
Lock screen

I a T i Windows Hello PIN

®  Sign'in with a PIN (Recommended)
B Access work or school ﬂ Security Key Help from the web
Sign in with a physical security key

Setting up 2 PC automatically after an
A, Family & other users Manage a physical security key that can log you into e

applications, Changing your Microsoft account

Sync your settings password
Learn more

Q

Resetting lacal account password

Manage Creating a password reset disk

e The message "Insert your security key into the USB port" will appear in a new popup window
after clicking “Manage” inside "Security Key". The user must connect the FIDO device to a USB
port.

Insert your security key into the USB port.

Close

e Once the FIDO device has been inserted into the USB port, a new screen will appear, prompting
the user to touch the FIDO device's biometric sensor.
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| Touch your security key.

Close

e A new popup with the options "Security Key Fingerprint," "Security Key PIN," and "Reset Secu-
rity Key" will appear after touching the sensor.
e The user can choose desired option.

Windows Hello setup X

’(Fd\‘ Security Key Fingerprint
¢ Personalize your security key

Add another Remove

s .
+++ Security Key PIN
g Creating a PIN for your security key helps keep you secure

Change

Reset Security Key

Remove everything from this security key and reset to

Reset

Close
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For resetting the device user need to click on the Reset security Key Button.

A new pop-up warning message stating that "Reset Security Key: The security key will be reset
to factory setting. All data and credentials on this key will be cleared" will appear after select-
ing the Reset security key option. To reset the Device, the user must click the Proceed button.

Reset Security Key

The security key will be reset to factory settings. All data and
credentials on this key will be cleared.

Proceed Cancel

® The system will ask the user to remove and then re-insert the device after selecting Proceed.

Reinsert your security key.

Learn more

Cancel
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e A new window will appear after re-inserting the FIDO device into the USB port asking the user to
touch the device multiple time with the message "Touch your security key twice within 10 second".

Touch your security key twice within 10 seconds

Learn more

Cancel

e Your device has now been reset and is ready for usage.

Reset Complete.

Done
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Multiple Role Registration:

Menu->Masters—>FIDO Multi Role Registration

D5C Management [
FIDD Registration

FIDD Log Info User Report
FIDOD User Exemption

FIDD Device Unmapping

FIDD Multi Role Registration

In PFMS user can be assigned with multiple roles, so new screen has been implemented for the
multiple roles tagging in PEMS system. Multiple role tagging will be applicable for only those who
has been already registered with FIDO. For multiple roles tagging user must approach his/her
respective approving authority. Screenshots are attached for the reference.

Public Financial Management System-PFMS
o 0/n Cantroller General of Accounts, Ministry of Finnce ™™™

@ 132345 a0 &
prr—
S ey Please enter laginld or serial no
SchumaWiseCostactietats | Logi 181t
sl OR
[ ——

BharatKosh I Device Serial No:*
sadget i =n
AN Raports

PSS

i

Yoy

N Nenints

esancsons )

Mastacs I

Fension !

sers i

e e

Agency I

Sanctions {

[ I

Sancion Custom Fiekds I

rE—— |

[T —

Reports

Mastars b

prereum s

i |

wane ;

Fe——

_ bout Us TP | o us 0 =

As shown in above screen user will enter the login id or device serial number for multiple roles tagging.
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Public Financial Management System-PFMS

i 0/ 0 Controller Genersl of Accounts, Ministry of Finance
&

o 20232024

11523:45 AN

Adhacksparts FIDO User’s Multirole Registration

Bharatiosh Repartz Please enter loginid or serial no.
SchemeWiseComactDetails | Login Id:*

Home

Schalarship Management !
Device Serial Nat'
Bharatash i

Budget L
CAM Reparts

Finance Accounts SNo Login Td First Name: it il PAO Name Finger Registered

sar Mamssis

TSA-Mapping.

Appropristion Accounts
=Sanctions

Hastars

Pension

Users

Aceount Code Directary

Agency

[
[
[
L
[
[
Sanctions ¥
BeoSanction |
Sanction Custom Fiekds |
Review Ssnctions i
Manttily Accounts Procassing |

Reports

Mastars

Agencies

I
By Schemas [
i
Bank i

Bagicter/ Track Icus

Hiag | Prvacy Puliey | Cancact Us | £2008 Publie raras

As shown in above screen, details will come in the grid form and user need click on the ‘Add Role’
button.

Public Financial Management System-PFMS)| weora
@ | |0/ Contraller General of Accounts, Ministry of Finance ™) e T

Financial Year: 2023-2024

02:56:52 PM

‘AdhocReports. FIDO User's Multirole Registration

BharatKosh Reports

Login Id:* SEm—
SchemeWiseContactDetails  [»

OR
Home
Scholarship Management [ Devica Sasial Nos*
Bharatkosh >
Records
Budget i
AR A Designation Phone Number Mobile Number Finger Registered

User Type:* —Select- =
Login 1d:* v

Appropriation Accounts OR

r Login 1d:*

esanctions

e Record Found

Hasters

Pension

Users

Account Code Directory.

Agency

Sanctions

PreSanction

Sanction Custom Fields

Review Sanctions

i ] ] e ] ] ] ] ]

As shown in above screen, a pop-up will come on the screen and user need to select the details of user
for which he/she is doing the multiple roles tagging.
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Public Financial Management System-PFMS e
g 0/ Controller General of Accounts, Ministry of Finance it teoe e
e - i et Financial Yaar: 2023-2024 et i
—
‘Bharatkosh Reports

Login 1d:" emm—

o OR

Scholarship Management [ Device Serial Nos*

St b
‘Budget g

SNo |[LoginId |First Name Last Name Designation Email 1d Phone Number Mobile Number PAO Name Finger Registered Action

CAM Reports. e et e —

v ol e e el el vl ol e

5

As shown in above screen, again pop up will come mentioning the details and user needs to click on the
’Register’ button so that the user can be tagged to the multiple roles. After clicking on the register button,
a pop will come on the screen mentioning registration successful and after receiving this pop-up user will
be successfully registered for another role.

Registering...

T T T S —

P 2
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Registration

Successful!

R —TY

Note: Relaxation with respect to no. of users registered with FIDO device should be 4 users within
PAO and 3 more users across PAO, as currently PFMS is allowing users to create 4 login ids with the
same mobile no. and email within PAO and 3 more across PAO.

FIDO User Reports:-
FIDO PAO User Reports:-

Navigation: - PFMS Login -> FIDO -> FIDO PAO USER REPORT

FIDO Multi Role Registration

FIDO Self Registration Approval _
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L Public Financial Management System-PFMS
& | |0/nController General of Accounts, Miistry of Finance ™" "™

023-2024
03:02:20 P1
PAO User Report

PAOOffice : —All— - Status | —All- v

S . 5 Date : Ooate Range @il oste

From Date

After clicking on the FIDO PAO USER REPORT Sub menu button a new screen will open PAO User report
screen. Below are the functionality mentioned on the page.

1) PAO Office: PAO office features the list of PAO offices, PRAO must select the PAO code from the
Dropdown to check the status.

2) User Status: - PRAO need to click on the dropdown values which reports they want to check “All or
Registered User or Unregistered User or Exempt User or Unmapped User”.

3) User Type: - PRAO needs to select the user type from the dropdown. List of user types are: - All, PAO,
DH, AAO.

4) Date Range: - It will help Approving authority to search the reports between the dates. If the user clicks
on the Date range option a new option from date and to date will open under the option.

5) Till Date: - It will help the approving authority to give the complete record from beginning till date. It
should automatically show last three month data.

6) From Date and To-Date: - It will appear only after the user selects the Date range option. If they want
to check the report in a certain date range then they can select the date from date to To-date. Users
can select the date between the last three month periods.

Now the user needs to click on the “Search” Button to get the complete Report.
Users can see the complete report under the search button in the form of the grid view.

Case 1 :- FIDO “Registered” User
When approving authorities want to check how many users have registered their FIDO device after approval
they need to select “Registered” in the Status dropdown.
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L Public Financial Management System-PFMS
€ | |/a Controler Genersl of Accounts, Ministry of Finance "™

‘aart 2023-2024

11:42:47 AM

‘AdhocReports. PAO User Report

Bharatiosh Reports
PAOC Office : —All-- v Status : | Registered =
SchemeWiseContactDetails [
UserType © —All-- v Date : (Joste Range ©ill pate
foe
From Date o Date
Scholarship Management [ ==
Bharatiosh b
b 4o ofo b b ) Find | Next b= @
User Status = |Registered User Type Id: Al
PAO Code :  |Al Login User Id:
FromDate:  |05-1ul-2023 To Date : 06-0ct-2023
st.No. UseriD  UserName UserType Email ID Mobile No.  Date of Registration
1 Vineeta Verma PAD uat-pims(@nicin 8010545168 06-0ct-2023

! 2 ! !Kam\kumar ! PAO !tester?—vfmsTZ@suE’pumgovm! 9599066402 ! 05-0ct-2023 !

Account Code Directory

Agency.

Sanctions

PreSanction

Sanction Custom Fields

Review Sanctions

szl =l =l =] =l =] =] =] =] S

Honthly Accounts Processing

Reports

Masters

After selecting Registered User in the Status dropdown menu the authorizing authority must select dropdown
values in PAO office, User type, Date Range, and till date from the dropdown menu before clicking the search
button. The full list of registered users will appear after selecting the search option. It will show PAO, AAO, and
dealing hand associated with that PAO Code are “Registered”. Along with the information about the User,
PRAO can also obtain information about the date of registration here.

Case 2:- FOR Unregistered User

When approving authorities want to check an unregistered user list they need to select “Unregistered” in the
Status dropdown.

Before clicking the search button, the authorizing authority must select the unregistered from the User Status
selection option. Additionally, they must choose from the dropdown menu for PAO Office, user type, and Date
Range/till date type. The full list of unregistered users will appear after clicking the search option. It will show
every PAO, AAO, and dealing hand associated with that PAO Code are “Unregistered”. PRAO can check the
date of approval information here in addition to the user information, allowing them to ask users to register
themselves.
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W Public Financial Management System-PFMS
4,3__5 /0 Controller General of Accounts, Ministry of Finance Lo . 11:44:32 AM 3
po—
Bharaticosh Reports
R userType : —-All- ~ pate :  (Joate Range @il pate
e From Date : To Date
Scholarship Management [ =
Bharatiosh D
Budget D 4 4 0 of0 b Pl < Find | Next B @)
User Status: | Un-Registered User Type Id: Al
PAO Code : |l Login User Id:
T From Date :  |05-ul-2023 To Date 06-0ct-2023
T5A-Happing st.No. UserID  UserName  User Type Email ID Mobile No.  Date of Approval
e A i Revathy D PAO uat-pims@ric.in 8010545168 01-Aug-2023

§ 2 SACHIN SARWAR PAO uat-pims@ric.in 8010545165 24-0ul-2023
il L 3 ABHINAY SAH PAO uat-pims@ric.in 8010645168 27-Sep-2023
e & 4 Raj Kumar Arora PAO uat-pims@nic.in 8010545168 01-Aug-2023
Pension D 5 asha dudeja PAO uat-pims@ric in 8010545168 06-0ct-2023
Users D
Account Code Directory [
Agency S
Sanctions D
Presanction D
Sanction Custom Fields >
Review Sanctions DS
Monthly Accounts Processing [»
Reports
Hasters D
Hy Schemes D
Agencies s

Case 3:- FOR FIDO “Exempt” User:-

When approving authorities wants to check how many users have taken exemption for use of their FIDO device
need to select “Exempt” in the User Status dropdown.

After selecting Exempt user in User status dropdown the authorizing authority must select the PAO Office, user
type, Date Range, till date from the dropdown menu before clicking the search button. The full list of Exempt
users will appear. It will show every PAO, AAO, and dealing hand associated with that PAO Code are “Exempt”.
With user details PRAO can check the reason of Exempt of user also.

L7 Public Financial Management System-PFMS
i ; (s CESNS)
&_« 0/0 Controller General of Accounts, Ministry of Finance
! 11:46:42 AN
AdhocReports PAO User Report
Bharatkosh Reports
PAO Office : —-All-- v Status : Exempted >
SchemeWiseContactDetails >
tiaiayeatel AR = Date + O oate range ® o
Home
From Date : ToDate
Scholarship Management [ e
BharatKosh b
Budget b i 41 of1 b bl & find | Next B @
SAltReperts User Status:  |Exempted User Type Id: Al
Fin PAO Code :  |al Login User Id: ccapowier
S— From Date:  |05-uul-2023 To Date : 06-0ct-2023
TSA-tapping St.No. UserID  UserName UserType Email ID Mobile No.  Period of Exempted Reason
e 1 === |vineeta verma PAO uat-pims@nic.in 8010545168 06-Oct-2023 to 06-  |adsad
0ct-2023
Sl i 2 Vineeta verma PAO uat-pfms@nic in 8010545168 06-0ct-2023 to 06-  |dsadasdsad
— » 0ct-2023
— 3 Vineeta Verma PAD uatpms@nic.in 8010545168 06-0ct-202310 06- | dsadasdsadsadas
ansion b e
users b 4 Kapil kumar PAO tester2-pims12@supportgovin 9599066402 06-0ct-202310 06- |dsadasdsad
s ey O 20
5 Kapil kumar PAO tester2-pims12@supportgovin | 9599066402 06-0ct-202310 06 |sdad
Agency. b Oct-2023
e b
Pratanction s
‘Sanction Custom Fields D
e o b
Monthly Accounts Processing [»
Reports
s
Hy Schemes b
Agencies s
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Case 4:- FOR FIDO “Unmapped” User:-

When approving authorities want to check how many users have unmapped their FIDO device approving
authority they need to select “Unmapped” in the User Status dropdown.

After selecting Unmapped in the User status the authorizing authority must select the PAO Office, user type,
Date Range type from the dropdown menu before clicking the search button. The complete list of unmapped
users will appear after selecting the search option. It will show every PAO, AAO, and dealing hand associated
with that PAO Code are “Unmapped”. With user details PRAO can check the reason of Unmapped of user also.

& Public Financial Management System-PFM.
) (rmaty CPSS) ;
& /o Contraller Beneral of Accounts, Ministry of Finan ears 2023-2024
/0 Controller General of Accounts, Ministry of Finance Ao W
‘AdhocReports PAO User Report
Bharatkosh Reparts
PAC Office + Il “ [ et vaman -
SchemeiiseContactDetails [ -
UserType : --All-- v Date O pste Range @il pate
Home
From Date ToDate
Schalarship Management [
Bharatkosh b
Budget b W4 [ of22 b b & Find | Next B @
CAM Raghorts: User Status : Unmap User Type ld: All
Finance Accounts PAO Code :  [al Login User Id:
S FromDate:  |05-Jul-2023 To Date : 06-0c-2023
TsA-Happing SrNo. User ID User Name User Type Email ID Mobile No.  Date of Unmapped Reason
S— 1 Mahesh Chand PAO. ust-pims@ric.in 8010545168 25-Sep2023 dsadsad
. 2 Mahesh Chand PAQ uat-pims@nic.in 8010545168 03-0ct-2023 dsadsad
esanctions
3 Mahesh Chand PAO uat-pims@nic.in 8010545168 06-0ct-2023 dsadsad
] 5 4 Revathy D PAO uat-pfms@nic.in 8010545168 03-0ct-2023 Ichgkhik
Pension s 5 BHUPINDER SINGH DO uat-pms@ric.in 8010545168 12-80p-2023 Test
o b 3 Anand Mishra DealingHand uat-pfms@nic.in 8010545168 12-Sep-2023 123
= 7 Anand Mishra Off o in 8010545168 12-5ep2023 123456
3 Anand Mishra Offcer tpf in 8010545168 12-5ep-2023 test
= i o Anand Mishra Offcer s in 3010545168 12.8ep2023  |wwww
SR b 10 KAPIL KUMAR DDO uat-pfms@nic.in 8010545168 12-8ep-2023 unmapBYme
PreSanctior b SHARMA
1 KAPIL KUMAR PD uat-pims@nic.in 8010545168 12-8ep2023 GIHGGjdkhdjhsfs
Sanction Cuistom Field B
SHARMA
Review Sanctions D 12 I | P/RMINDER DDO uat-pfms@nic.in 8010545168 12-56p-2023 1233
Honthly Account its Processing g [ SN
Reports
Hastars s
1y Schemes b
Agsncies >

Case 5:- FOR FIDO “ALL” User

When approving authorities wants to check ALL users Data like registered, unmapped Exempt and unregistered
the approving authority needs to select “ALL” in the User Status dropdown.

After selecting ALL in the User status the authorizing authority must select the ALL values in the PAO Office,
user type, Date Range should be till date before clicking the search button. The complete list of users will
appear after selecting the search option. It will show every PAO, AAO, and dealing hand associated with that
PAO Code. Field Name for the table grid view are “S.No”, “User ID”, “User Name”, “User Type”, “Email ID”,
“Mobile No.”, "Status ","Reason for Exempt/Unmapped”.
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FIDO User Log Report:-

Navigation: - PFMS Login -> FIDO-> FIDO Log Info User Report

DSC Management [

FIDO Registration
e e—————————————— e el

FIDO Log Info User Report

FIDD User Exemption

FIDO Device Unmapping

{ FIDO Multi Role Registration

FIDO Self Registration Approval
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. 2 Kapilkumar PAO tester2pims12@supporigovin 9599066402 Registered
i
3 RevathyD PAO uat-pims@nic.in 8010545168 Un-Registered NA
it b 4 ashadudeja PAO uat-pfms@nic.in 8010545168 Un-Registered NA
pension D 5 SACHINSARWAR PAO uat-pms@ric in 8010545168 Un-Registered NA
o b 6 Raj KumarArora PAO uat-pms@nic.in 8010545168 Un-Registered NA
T 7 ABHINAYSAH PAO uat-phms@nic.in 3010545168 Un-Registersd NA
8 PAQ uat-pims@nic.n 8010545168 Exempted adsad
Agency D
9 Vineetaverma PAO uat-pms@ric.in 8010545168 Exempted dsadasdsad
e b 10 Vineetaverma PAO uat-pims@nic in 8010545168 Exempted dsadasdsadsadas
PresSanction b 1 Kapilkumar PAO tester2-pl 0664 Exempted dsadasdsad
T —— > 2 Kapilkumar PAO. 2-pf in 664( Exempted sdad
PAO T
m—— % 3 Maheshchand uat-pms@nic.in 8010545168 Unmap dsadsad
u RevathyD PAO uat-pms@nic.in 8010545168 Unmap Khgkhjic
T AR
Reports
Hasters D
Ty S s
o b
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) -
AdhocReports. PAO User Log Info Report
Bharat o

PAO Office : —-All-- ~ UserType © —-All-- v

aViseContactDatai
FromDate +  From dd /MM /yyyy To Date

Home =
View Report

Unable

sssss

When PRAO wants to review the FIDO User Log info report. PRAO must click on the FIDO device Log
Report menu in the menu bar. After doing so, a new window will emerge, in which PRAO must enter the
information listed below.
1) PAO Office: - To verify the device status, PRAO must click the appropriate PAO office Code from the drop-
down menu.
2) User Type: - If PRAO wants to filter the log report they can choose the user type. In user type they can
choose PAO, AAO, and DH.
3) From Date and To-date PRAO: - when they wish to check the status of their FIDO device, they must
choose the From date and To date. Users can view the last three month data only.
4) To retrieve the information, PRAO must pick each of these drop-down menus and then click the "Search"
button.

A grid view will appear under the search button.

Field names of the grid view are “S.No” ,”Name of PAOs with code”, “User ID”, “User Name” “User Type”,
“FIDO Enrolment Date” , “Log count of user” . Please find the screen below. Users can examine the total
number of logged-in users under each PAO here.
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AdhocReports. PAO User Log Info Report

Bharatkosh Reparts

PAQ Office : -
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Masters. 23
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