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CHAPTER I 

1.0 Structure and Management of Internal Audit Wings (IAWs) 

 

 

 

 

 

 

 

 

 

 

 

 

 

1.1       Introduction 

1.1.1   This chapter provides guidance for managing the Internal Audit Wings at the 

Ministry. It identifies the mission of internal audit, role of the Pr. CCA/ CCA/ CA as 

Chief Audit Executive (CAE), lays down the minimum requirements for 

management of the Internal Audit Wing (IAW) as well as the different stages of the 

internal audit process. 

 

1.2       Mission of Internal Audit 

1.2.1   The IAWs in Central Civil Ministries are expected to articulate their Mission for 

Internal Audit which states what Internal Audit Wings aspire to accomplish within 

their Ministry. An example of the same is provided below: 

“To enhance and protect organizational value at the Ministry by providing risk-

based and objective assurance, advice and insight.” 

 

1.3       Role of CAE 

1.3.1   The Pr. CCA/CCA/CA in their capacity as CAE perform all the activities as Head of 

the Internal Audit Wing (IAW) at the Ministry. Their functions include planning the 

internal audit, communication and approval of the plans, resource management, 

laying down the policies and procedures for the IAW, Co-ordination and Reporting 

to the Senior Management and Audit Committee and Quality Assurance. 

 

Contents 

 Internal Audit Mission Statement 

 Roles and Responsibilities of CAE 

 Composition of Internal Audit Team 

 Role of Internal Audit Team 

Guidelines References 

Guideline on Annual Audit plan and 3-year Audit Programme. 
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1.3.2    The CAE has the following reporting responsibilities: 

1. Reporting periodically and at least once a Quarter to the Audit Committee 

on status of internal audit at Ministry/Department, including: 

a. Progress against plan, 

b. Limitations to independence and objectivity, 

c. Challenges faced by team. 

 

2. Report actual performance against Key Performance Indicators (KPIs)1 on a 

Quarterly basis. (Measures of progress of audit strategy are laid down 

through KPIs). 

 

3. Give written assessment on Key Risk Indicators (KRIs) to Audit Committee 

on a Quarterly basis. (CAE assists Ministry/Department in framing KRIs for 

each significant risk in program/scheme/Ministry activity). 

 

4. Submit Risk based Annual Audit Plan2 by 15th Jan to Audit Committee. Plan 

should be consistent with Ministry goals.   

 

1.4       Composition of Internal Audit Team 

Figure 1 

 

1.4.1     The Internal Audit Team headed by the CAE should comprise of at least five officials 

including 1 A.O./ Sr. A.O., 2 A.A.O. and 2 Accountants/ Sr. Accountants. The Pr. CCA 

/ CCA/ CA in their capacity as CAE must effectively manage the Internal Audit Wing to 

ensure it adds value to the organization.3 

 

                                                           
1  Refer  Para  3.10,  Chapter  III  of  Handbook on Internal Audit in Central Civil Ministries/ Departments of 

Government of India 
2  Refer  Guideline  No.  16,  Para  1.6,  Chapter I of Handbook on Internal Audit in Central Civil Ministries/ 

Departments of Government of India  
3   Refer  Guidelines  No.  14  and  15,  Para  1.6,  Chapter  I  of  Handbook  on  Internal  Audit  in  Central  Civil  

Ministries/ Departments of Government of India 

INTERNAL AUDIT TEAM

1 A.O./Sr. A.O.

2 A.A.O.

2 Accountants/Sr. Accountants
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1.4.2    The number of officials in an Internal Audit Team may vary for different Audit 

assignments considering various factors of the entity such as : 

1. Organizational structure; 

2. Functional activities; 

3. Financial data (budget, expenditure, funding, receipts, assets etc.);  

4. Staffing (actual staffing); 

5. Inherent risks in functioning of the audit unit; 

6. Scope of the Internal Audit. 

 

1.5       Role of Internal Audit Team (Job description and responsibilities of CAE and Team) 

1.5.1.  Responsibilities of the Chief Audit Executive 

1. The Internal Audit Wing functioning under direct control of the Chief Audit 

Executive should develop and document an audit plan including Risk Based 

Internal Audit plan for each engagement including the engagement 

objective, scope, quantum of audit, timing and resource allocation. 

 

2. IAW should ensure that individual audit assignments are initiated in line 

with the approved audit plan and in accordance with the established audit 

Notification, standards, policies and procedures.  

 

3. IAW should   ensure that the audit team obtains all the relevant information 

it requires to assist it in determining the audit’s objective, scope and 

methodology and the resources required to conduct the audit. 

 

4. IAW should obtain a good understanding of the entity’s mandates and risks 

that threaten their achievement, the entity’s organization structure, 

internal control and on-going issues and provide brief of the same to the 

audit team before start of the audit assignment.  

 

5. The IAW should maintain the Risk Registers for all audit units, schemes, 

programmes and projects and the same are to be reviewed and updated 

based on audit findings and receiving feedback from the Programme 

Division/Implementing agencies.  

 

6. The IAW should continuously review the performance of the Audit Teams 

based on the audit reports. The auditors should also be provided 

opportunities for developing audit knowledge, skills and training on 

schemes, programmes and audit tools. 
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7. The IAW should finalize the standard templates to prepare audit reports. 

The templates ensure audit reports present a professional image of Internal 

Audit. 

 

8. The IAW should maintain record of the audit reports/findings and ensure 

that timely action is taken by the audit units on audit findings and audit 

recommendations. 

 

9. The IAW should share the important audit findings/reports with other Audit 

Teams as well as the Internal Audit Division of the Office of the Controller 

General of Accounts so that the same may be shared across the IAWs of the 

Ministries/Departments. 

 

10. At the end of the financial year, the performance of the Internal Audit Wing 

should be compiled and an annual review report should be prepared and 

submitted before Chief Accounting Authority/Audit Committee and 

thereafter the Review report should be submitted to Office of the CGA for 

compiling Annual Review on the performance of the IAWs of the 

Ministries/Departments. 

 

11. Each audit assignment should start by issuance of a Memorandum- Audit 

Memorandum as drafted by the Internal Audit Wing functioning under the 

CAE.  

1.5.2.  Responsibilities and Job description of Head of the Internal Audit Team 

1. The Head of the Audit Team should ensure that the audit memorandum 

should be issued at least one month prior to the planned audit to give the 

audit entity sufficient time to make proper arrangements to ensure smooth 

conduct of the audit.  

 

2. The Team Head should discuss the audit plan with team members and 

should finalize the audit strategy considering the audit objectives, scope, 

and quantum of audit. 

 

3. On the first day of the audit, the Team Head should attend the entry 

conference with senior officers which should be used to introduce the team 

members and to discuss the specific issues relating to audit and to obtain 

the entity’s views and also to develop an understanding of entity’s 

functions, status of previous audit findings/recommendations and areas of 

higher risks.  
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4. Team Head should guide the audit staff for various activities relating to 

developing of audit plan and programme. A list of questions/checklists 

should be finalized to obtain information relating to audit objective. 

 

5. The Head of Audit Team should ensure that the audit team understands the 

audit objectives, scope and methodology and each team member is 

assigned specific audit responsibilities in writing. Team Head should himself 

conduct audit on key activities/ risks areas.  

 

6. Team Head should supervise each phase and activity of the audit. He should 

review and approve the working papers and primary observations to 

develop the final audit observations and recommendations. He should 

ensure that the sufficient evidence is collected by the team members in 

support of   audit observations/ findings. 

 

7. A formal exit conference concludes the audit field work. After all 

procedures on the audit programme have been executed and the audit file 

reviewed, the Head of Audit Team should develop a brief on the main audit 

objectives, findings and recommendations from the audit and share the 

same with the Head of the audit unit/entity. The views of the officials of the 

entity on the audit observations including additional facts provided by the 

entity may be considered for finalizing the audit finding. 

 

8. The Head of the Audit Team should be satisfied with the quality and 

contents of the report and ensure that the draft audit report is prepared in 

the prescribed Report Template and is presented to CAE with working 

papers and audit evidence within the prescribed time line. 

 

9. The Head of Audit Team should ensure that the approved Audit Report is 

issued within the prescribed timeline.   

1.5.3.  Responsibilities and Job description of the Internal Audit Team Members 

1. The Team Members of the audit team should be assigned specific audit 
responsibilities in writing. Each Team Member should ensure that the 
duties/jobs assigned are completely verified/checked as per audit 
procedure/methodology.   
 

2. Team members should verify that all the prescribed records, books, ledgers 
are accurately maintained, compiled and reconciled correctly.  The job 
responsibility also includes scrutiny of the sanctioning and purchase 
procedures in the office inspected, so as to ensure that they are free from 
any defect or lacunae;  



6 
 

3. Team Members should verify that payments are correctly made in 

accordance with the rules and orders governing the same, all the payments 

and the due deductions and recoveries are timely accounted for.  

 

4. Team Members also verify the general office management procedures 

adopted by the heads of entity in areas having financial and accounting 

implications, so as to suggest measures for tightening up administrative and 

financial control, and streamlining of accounting. 

 

5. Team Members should review the implementation of the programmes, 

schemes, projects etc. based on the schemes guidelines as notified by the 

Programme Implementation Division/Agency and record their observations 

as per audit scope.   

 

6. Team Members should maintain records of the working papers and also 

collect relevant evidence related to observations. 

 

7. Team Members should develop their audit observations under the 

guidance of the Head of Team so that the quality and contents of the audit 

observations present a fair representation before the Management/Chief 

Audit Executive. 
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CHAPTER II 

2.0 Internal Audit Process 

 

 

 

 

 

 

 

 

 

2.1       Introduction 

2.1.1    The internal audit process comprises four main phases: 

 Planning and Preparing for Audit; 

 Performing the audit engagement;  

 Reporting upon the audit engagement; and 

 Follow-up Action 

 

2.2       Planning for Audit 

2.2.1    Audit and Engagement Planning4 

2.2.1.1. The given Checklist addresses issues to be covered by the Audit team during the 

audit and engagement planning stage. 

Checklist 1: Checklist for Audit and Engagement Planning 

S.No. Particulars Response 

1 Have different categories of Audit Units been identified? Yes/No 

2 Have Audit Plans been prepared for each category? Yes/No 

3 a. Has a risk rating/register been prepared by the 
Auditee Unit? If not, has the IAW prepared one? 

Yes/No 

                                                           
4   Refer  Guidelines  No.  16  and  25,  Para  1.6,  Chapter  I  of  Handbook  on  Internal  Audit  in  Central  Civil 

Ministries/ Departments of Government of India  

Contents 

 Audit and Engagement Planning 

 Planning for Risk Based Internal Audit 

 Preparing for Audit 

Guidelines References 

Guidelines on Annual Audit Plan and 3 Year Audit Programme, 

Communication and Approval of Internal Audit Plan and Engagement 

Planning 
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 b. Is the selection of Audit Units/Processes and Areas 
based on their risk rating? 

Yes/No 

4 In order to ensure that, the IAW has adequately planned the 
audit engagement, the following shall be considered:   

 

 a. Whether there is a well-developed and documented 
individual plan for each engagement? 

Yes/No 

 b. Whether engagement plan includes objectives, 
scope, timing and resource allocations for the 
engagement? 

Yes/No 

 c. Planning considerations- Whether the following 
have been considered while planning the audit: 

 

 i. Objectives of program/activity under audit Yes/No 

 ii. Controls to ensure performance/achievement of 
these program objectives 

Yes/No 

 iii. Assessment of significant risks relating to:  

  The activity under audit, Yes/No 

  Its objectives, Yes/No 

  Resources and operations, and  Yes/No 

  How potential impact is kept to acceptable 
levels 

Yes/No 

 iv. Understanding whether the Governance, Risk 
Management and Control process at the 
program/activity under audit are adequate and 
working effectively? 

Yes/No 

 d. Whether Preliminary Survey was conducted? Yes/No 

 If yes, whether results of the Preliminary Survey 
were considered to identify areas of emphasis of the 
program/activity under audit?  

Yes/No 

 e. Whether a Preliminary Risk Assessment of 
scheme/program was conducted during the 
planning stage?  

Yes/No 

 f. Has the CAE considered the following for 
successfully completing Preliminary Risk 
Assessment: 

 

 i. Reliability of scheme/program management’s 
assessment of risks, 

Yes/No 

 ii. The scheme’s/program’s process for monitoring, 
reporting and resolving risk and control issues, 

Yes/No 

 iii. Scheme/program management’s reporting of 
events that exceed the limit of the ministry’s risk 
appetite for the scheme/program and the 
ministry’s response to those reports, and 

Yes/No 

 iv. Risks in activity related to the activity under 
review. 

Yes/No 
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 g. Whether engagement objective includes all the 
significant risks identified in Preliminary Risk 
Assessment? 

Yes/No 

5 Have the following been considered in the preparation of 
the Annual Audit Plan and 3-Year Audit Programme: 

 

 a. Has the CAE obtained an understanding of 
strategies, objectives, associated risks and risk 
management framework of the auditable unit?  

Yes/No 

 b. Has the CAE prepared a risk based Annual Audit Plan 
based on this understanding?  

Yes/No 

 c. Has the CAE submitted the risk based annual plan, 
consistent with Ministry’s goals, to the Audit 
Committee by January 15? 

Yes/No 

 d. Is the Annual Audit Plan supplemented by a 3-Year 
Rolling Audit Programme? 

Yes/No 

 e. Has the CAE made a comprehensive list of Auditable 
unit/activities under the Audit Universe? 

Yes/No 

 f. Are risks in the Audit Universe adequately visible in 
the Annual Audit Plan and 3-Year Audit Programme? 

Yes/No 

 g. Has the Ministry prepared and documented its risk 
assessment process?  

Yes/No 

 i. If yes, has this been updated on a yearly basis? Yes/No 

 ii. If not, has the IAW prepared the same? Yes/No 

 h. Is engagement plan been prepared on the basis of 
the risk assessment exercise conducted by the 
Ministry or IAW? 

Yes/No 

 i. Does the list of Auditable units include departmental 
units, cost centres, schemes, programs, policies and 
procedures, processes and systems, Public Sector 
Undertakings under the Ministry, financial 
statements, regulatory compliance, etc.? 

Yes/No 

 j. Do the Annual Audit Plan and 3-Year Audit 
Programme reflect the risk significance and 
prioritisation of Ministry’s Audit Committee?  
(e.g. Frequency of coverage of audit areas on high 
risk may be 1 or more times per annum whereas a 
low risk may be covered only once in 2 or 3 years.) 

Yes/No 

 k. Has the CAE given due consideration to both 
assurance and advisory activities, while preparing 
the Annual Audit Plan? 

Yes/No 

 l. Are all audit areas and risks adequately covered in 
the Audit Universe and visibly included as a part of 
the 3-Year Audit Programme?  

Yes/No 

 m. Are there any revisions in risk ratings, Ministry’s 
outcome budget and strategic plan documents? 
Have the Annual Audit Plan and 3-Year Rolling Audit 
Programme been updated to account for the same?  

Yes/No 
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 n. Are any significant changes anticipated in the 
upcoming 3 year period? Have the Annual Audit Plan 
and 3-Year Rolling Audit Programme been updated 
accordingly? 

Yes/No 

 o. Is the CAE aware of the impact of Finance Bill on the 
Ministry outlay and/or its operations? Has his 
Annual Audit Plan been accordingly revised by 15th 
of February?  

Yes/No 

 p. Are there any significant changes or new directives 
issued by the Government, impacting Ministry’s 
objectives? Has the Annual Audit Plan been revised 
as and when such changes arise? 

Yes/No 

6 Before Commencement of field work, ensure whether, the 
engagement working paper file consists of the following 
documents: 

 

 a. Audit Planning Memo (APM) Yes/No 

 b. Preliminary Survey findings report (including 
Auditor’s Risk Assessment Report (RAR)) 

Yes/No 

 c. Engagement Terms of Reference (TOR) Yes/No 

 d. Engagement Program Yes/No 
 

2.2.1.2 By 1st of March, every year the Pr. CCA/CCA/CA in their capacity as CAE should 

present the Annual Internal Audit plan and 3-year rolling audit programme to the 

Audit Committee, along with the impact of resource limitations.5 

 

2.2.2    Planning for Risk Based Internal Audit 

2.2.2.1 Factors considered by the CAE at the time of developing the internal audit plan 

include: 

1. Inherent risks — Are they identified and assessed?  

2. Residual risks — Are they identified and assessed?  

3. Mitigating controls, contingency plans and monitoring activities — Are they 

linked to the individual events and/or risks?  

4. Risk registers — Are they systematic, complete and accurate?  

5. Documentation — Are the risks and activities documented?  

                                                           
5  Refer  Guideline  No.  17,  Para 1.6, Chapter I of Handbook on Internal Audit in Central Civil Ministries/ 

Departments of Government of India 
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6. Has the  internal audit activity identified areas of high inherent risk, high 

residual risks and the key control systems upon which the Civil Ministry/ 

Department is most reliant? Where the internal audit activity identifies 

areas of unacceptable residual risk, has the management been notified so 

that the risk can be addressed?  

                   Figure 2 

7. Control reviews/assurance activities 

 Is the internal control system  adequate and efficient? 

 Does the internal control system provide assurance that the controls 

are working and the risks are effectively managed? 

8. Are any procedures performed by the IAW to gain a better understanding 

of the residual risk, in case any Department has an unacceptable level of 

uncertainty about the controls related to any programme/scheme/activity 

or identified risk areas? 

Sample Risk Registers prepared by the Ministry of Agriculture for Rashtriya Krishi 

Vikas Yojana (RKVY) are given in EXHIBIT I. 
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2.3       Preparing for Audit 

2.3.1    Engagement Work Program 

Checklist 2 : Checklist on Audit Work Program 

S.No. Particulars Response 

1 Is there a documented work programme that includes:  

 a. Audit Objectives Yes/No 

 b. Risks, processes and transactions that are to be examined Yes/No 

 c. Procedures for identifying, analysing, evaluating and 
documenting information during the engagement 

Yes/No 

 d. Nature of testing required Yes/No 

 

Tentative schedule for all phases of the audit should be decided and it should be in 

line with the Audit Calendar of the respective Ministry/ Department.  
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CHAPTER III 

3.0 Audit Tools and Techniques for Performing Engagements 

 

 

 

 

 

 

3.1       Internal Control Evaluation 

3.1.1    A sound  internal  control  framework  is  essential to help a Ministry/Department 

to attain its compliance, financial reporting and operational goals,  minimize 

surprises and risks and allow it to successfully deal with change. 

3.1.2    Objectives of Sound Internal Controls  

3.1.2.1 While conducting internal control evaluation, the internal audit activity needs to 

ensure that following objectives of sound internal control are being met i.e. they  

 Promote operational efficiency and effectiveness, 

 Provide reliable financial information, 

 Safeguard assets and records, 

 Encourage adherence to prescribed policies, 

 Comply with regulatory agencies, and 

 Correctly identified and measure liabilities. 

3.1.3    To achieve success, Ministry officials needs to  

 be knowledgeable about and support, entity level controls, and  

 implement practical and effective internal controls specific to the particular 

Departmental needs. 

3.1.4    Application of Controls to Internal Audit 

3.1.4.1 The IAW’s role is to audit a Ministry’s/Department’s internal control policies, 

practices and procedures to ensure that controls are adequate to achieve the 

organization’s mission.   

 

Contents 

 Internal Control Framework and Objectives 

 Evaluating the effectiveness of Internal Controls 

 Conducting Risk Based Internal Audit 

 Use of Tools such as Audit Sampling and CAATs 
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3.1.5    Process of Evaluation of Internal Controls 

3.1.5.1 Means of Internal Control Evaluation 

 Questionnaires/Checklists, 

 Flow Charts/Narratives, 

 Facilitated Workshops, and 

 Control Self-Assessment. 

3.1.5.2 In  the  course  of  their evaluation  of Internal controls in Central Civil Ministries 
/Departments and schemes and programmes thereof, the IAWs can use the given 
checklist: 

Checklist 3 : Checklist on Internal Control Evaluation 

S.No. Particulars Response 

1 Are internal control practices designed to comply with 
internal control standards developed by the Ministry? 

Yes/No 

2 Is the Ministry’s workforce effectively trained and managed 
to achieve results? 

Yes/No 

3 Are performance indicators developed and monitored? Yes/No 

4 Are key duties and responsibilities segregated among people 
to reduce the risk of error or fraud? 

Yes/No 

5 Is the comparison of actual performance with budgeted 
results conducted by the Ministry officials and differences 
therein analysed by them? 

Yes/No 

6 Whether control over information processing is exercised 
through techniques such as edit checks of data entered? 

Yes/No 

7 Whether physical control is established to secure and 
safeguard all vulnerable assets? 

Yes/No 

8 Is the access to resources and records limited to authorized 
individuals only and accountability for their custody and use?  

Yes/No 

9 Have transactions and sanctions been processed and 
authorized by the authorized officials with the approval 
of the Competent Authority? 

Yes/No 
or 
Comment 

10 Are the transactions and departmental accounts 
maintained in accordance with the requirements under 
Financial Rules and financial controls existing for 
monitoring budgeting and funding for implementation 
of various schemes, programmes and projects under 
the Ministry/ Department? 

Yes/No 
or 
Comment 

11 Whether the records of internal controls and transactions 
are clearly documented and reviewed? Whether 
reconciliation of the financial transactions is timely 
reconciled? 

Yes/No 
or 
Comment 

A sample Internal Control Self-Assessment Checklist is given in EXHIBIT II. 
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3.1.6    Reviewing the effectiveness of Internal Controls – The Process 

3.1.6.1 While reviewing the effectiveness of internal controls, the auditor may use the 

given Checklist 

Checklist 4 : Checklist for reviewing the effectiveness of Internal Controls  

S.No. Particulars Response 

1 Has the Ministry/Department identified its business 
objectives? 

Yes/No 

2 Has the Ministry/Department identified and assessed the 
risks which threaten the achievement of those objectives? 

Yes/No 

3 Has the Ministry/Department designed internal controls to 
manage those risks? 

Yes/No 

4 Has the Ministry/Department operated the internal controls 
in accordance with their design specification? 

Yes/No 

5 Has the Ministry/Department monitored the controls to 
ensure they are operating correctly? 

Yes/No 

 

3.2       Risk Based Internal Audit 

3.2.1    Conducting Risk based Internal Audit6 

3.2.1.1 In order to conduct RBIA, IAWs should be able to answer the following questions: 

 What is the ‘risk maturity’ of the Ministry/Department?  

 Whether risk profiling has been undertaken by the Ministry/Department 

and to what extent this may be relied upon for audit planning?  

 Whether individual audits are conducted to provide assurance that all 

inherent risks above the risk appetite are being properly managed and 

controlled to reduce them to within the risk appetite?  

 

3.2.1.2 The implementation and ongoing operation of RBIA has three stages wherein the 

IAW shall: 

1. Assess the risk maturity of the Ministry. 

2. Assign the risks to an audit and set up the Risk and Audit Universe (RAU) 

and draw up a plan for carrying out audits, usually annual. 

3. Carry out individual risk based audits and feedback the audit results into 

the RAU.  

 

                                                           
6  Refer  ‘EXHIBIT  IV  :  Stages of Risk Based Internal Audit’ of Handbook on Internal Audit of Central Civil 

Ministries/Departments of Government of India 
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3.2.1.3 The checklist for conducting risk based internal audit covers the IAW providing 

assurance on following areas: 

1. Whether processes used by management to identify all significant risks are 

effective. 

2. Whether risks are correctly assessed (scored) by management, in order to 

prioritise them. 

3. Whether responses to risks are appropriate and conform to organisation’s 

policies. 

4. Whether reporting of key risks, to senior management is accurate, timely 

and effective. 

5. Whether controls used to manage key risks have been put into operation 

and are being monitored. 

 

3.3       Use of other Tools and Techniques 

Given below are the other tools and techniques for conducting internal audit 

through which IAWs can add value to risk management process. This presupposes 

an onerous responsibility on CAEs to ensure that IAWs are sufficiently 

knowledgeable on the subject of using these tools and techniques for risk 

management and consequently in risk based internal auditing.  

3.3.1   Audit Sampling 

3.3.1.1 'Audit sampling' means the application of audit procedures to less than 100% of 
the items within a class of transactions. This enables the auditor to obtain and 
evaluate audit evidence about some characteristic of the items selected, in order 
to form or assist in forming a conclusion concerning the population. 

3.3.1.2 One way of selecting audit areas could be internal auditors' assessment of risk of 
deviation from the norms. Areas where discretion is exercised by the Department 
are normally considered more risky than where the rule is clear and permits no 
deviation. Further, while higher value transactions need not necessarily be more 
risky, internal auditors normally choose to examine many such transactions, given 
the material impact of such transactions. Materiality, however, is not a 
consideration where compliance is required by law. Past audit reports provide a 
good guide to control environment of an organization and internal auditors are 
invariably guided by these too when selecting audit areas. Also, vouchers relating 
to the month of March are invariably selected based on past experience relating to 
the nature of “March rush” expenditures. 

3.3.1.3 Often, transactions are selected by auditors based on their experience, intuition 
and judgement. However, in the absence of a scientific basis for selection, it 
becomes difficult to extrapolate the audit findings to the entire population. 
However, the sheer simplicity of this sampling methodology makes it popular. 
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3.3.1.4 Statistical Sampling: If audit findings are to be applied to the entire population, it 

is desirable to use statistical sampling method. Since, this method ensures that all 

units of the population have an equal chance of selection, bias is eliminated. The 

theoretical underpinnings of statistical sampling also permit the auditors to assert 

their audit findings with a known “degree of confidence”. 

3.3.1.5 Sample size: Determination of the sample size and selection of the sampling 

technique are two important issues during statistical sampling. Sample size is 

influenced by various factors including the purpose of audit, population size  and 

homogeneity, required level of precision and level of confidence. 

3.3.1.6 For smaller population, the entire group can be used as a sample. However, this is 

not feasible with larger populations due to the cost considerations involved in the 

collection of the data in the form of questionnaires, etc. Past audits of the 

organisation also yield valuable information which can be used to determine the 

sample size in future audit engagements. Similarly, for homogenous population, a 

small sample size may suffice, but this would not hold good in other situations. In 

general, a sample size of 10 percent or more would be considered reasonable. 

3.3.1.7 Some statistical sampling techniques which are commonly used in audit include: 

 Random Number sampling: once all items in the population have been 

numbered, a random number generator can be used to select the sample. 

 Interval Sampling: In this method, the sample consists of all items which 

are placed at defined intervals. Hence, in an expenditure audit, using this 

method the internal auditor may select every tenth or fifteenth voucher or 

thirty fifth voucher for examination. The interval would be decided by the 

size of the population and the number of vouchers required for 

examination. 

 Stratified Sampling method: is used when the population can be divided 

into discrete homogenous groups and then a pre-decided number of items 

are selected from each group for examination.  

 Attribute  Sampling:  is  a  sampling  technique  used  to  select  items  from  

a population for audit testing purposes based on selecting all those items 

that have certain  attributes or characteristics. This type of sampling will 

help the auditor evaluate   internal controls over a large number of similarly 

characterized transactions. It is more objective in nature and depending 

upon the compliance (yes) or non-compliance (no) of the transactions with 

policy and procedures and set standards the item can be chosen. 
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3.3.2   Computer Assisted Audit Techniques (CAATs) 

3.3.2.1 With increasing  computerization  of  Government  operations, information is 

widely available in the digitised form. Thus, over a period of time, large volumes of 

electronic data and databases are present in Government Ministries and 

Departments. The large databases however, pose a formidable challenge if 

relevant data has to be manually extracted from this data.   

3.3.2.2 Manual Audit limits the amount of data that can be audited especially in the given 

time frame. CAATs are computer based tools, which can help auditors in carrying 

out various tests on Data or IT System. They are especially useful when significant 

volume of data is available electronically.  

3.3.2.3 CAATs facilitate an examination and analysis of electronic records and permit 100% 

testing of data in a short span of time, repeated tests on different files/ data and 

standardisation of audit activity. Many varieties of Tools are available for Computer 

Aided Audit. These products exist in two broad categories- Computer Aided Audit 

Tools which can be used as “Add On” to already installed programme like Excel, MS 

Access. The other category is of General Purpose Audit Software which is ready 

built and available off-the-shelf. These are developed to meet the specific 

requirements of Auditors. Commonly used General Purpose Audit Software 

includes IDEA (Interactive Data Extraction and Analysis) and ACL (Audit Command 

Language). It is desirable that Internal Audit  Wings should train the internal audit 

staff to use these tools in conduct of audit engagements.  

 

 

 

 

 

Computer Assisted Audit Techniques  

Auditors are under increasing pressure, whether internal or external, to deliver better 
quality services. In the beginning there were ‘tick and check’ audits where the auditor had 
a green pen and ticked transactions as he/she tested them. Then there was a systems-
based audit, which moved away from ‘tick and check’ and looked at the key controls 
surrounding the system. With the arrival of cheap computer hardware and the extensive 
use of computer systems we now have CAATs. What we don’t yet have is extensive use of 
CAATs by generalist auditors. In the old days we, as auditors, would take the books of 
account from the client in order to audit them. Why then because it’s in electronic format 
would we not take the data in the same way now? The principles have not changed, it’s 
the practices that should change in line with the times. Auditors must be able to improve 
the quality of the service at all times if they are to maintain and strengthen their role within 
organizations.  It is worth remembering that a strong Internal Audit Department is a strong 
control mechanism and this will enhance and improve the organization’s long-term 
standing. 
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Auditors themselves must think data. Once you have good data and you know how to 
manipulate them you can apply that skill routinely across any database. The essence of 
the ‘Big Brother’ society that we all now live in is based in principle on CAATs or its 
equivalent to conduct data matching, so whether we like it or not it’s here, and as 
auditors we had better get with it. Auditors who fail to embrace new techniques will in 
future find themselves surplus to requirements, as younger auditors who know very 
little of the past will embrace new technological skills as second nature. The quality of 
the audit product is what will provide longevity for the auditor while elevating the audit 
service within the organization in which the service operates. 

Source: THE INTERNAL AUDITING HANDBOOK (Second edition)           
              K. H. Spencer Pickett 
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CHAPTER IV 

4.0 Performing the Audit Engagement 

 

 

 

 

 

 

 

 

 

 

 

 

4.1       Introduction 

4.1.1    The next stage after planning and preparing for audit engagement is the actual 

conduct of internal audit. 

4.2        Stages in Performing the Engagement 

The various stages in performing audit engagement are : 

Figure 3 

Intimation of Audit

Opening Meeting (Entry Conference)

Performing Internal Audit Field Work

Conducting Exit Meeting

Contents 

 Stages in performing audit engagements 

 Audit Intimation 

 Opening Meeting 

 Performing Internal Audit Field Work: 
- Preliminary Audit Performance 
- Reliability and Documentation of Audit Evidence 
- Documentation and Testing of Processes, Risks and 

Controls 

 Maintenance of Working Papers 

 Development of Audit Observations 

 Conducting Exit Meeting 

Guidelines References 

Guideline on Performing Internal Audit Field Work 
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4.2.1    Intimation of Audit 

4.2.1.1 Before commencement of audit, the audit unit should be informed about the 

schedule of the audit.  

Checklist 5 : Checklist for Audit Intimation 

S.No. Particulars Response 

1 Is the Commencement Letter addressed to the highest 
individual responsible for the Ministry/ Department/ Scheme/ 
Programme? 

Yes/No 

2 Does the Commencement Letter include the following details:  

 a. Objective of audit Yes/No 

 b. Scope of the audit and period it shall cover Yes/No 

 c. Estimated duration of the audit Yes/No 

 d. Names of Auditors, especially indicating name of the 
Team Leader 

Yes/No 

 e. Information regarding entry and exit conferences Yes/No 

 f. Request for necessary information and documents Yes/No 

 

4.2.2    Opening meeting (Entry Conference) 

4.2.2.1 Internal Audit engagements normally start with an entry conference with the Head 

of Department/Head of Office of the organisation being audited.  

Checklist 6 : Checklist  for conducting Entry Conference 

S.No. Particulars Response 

1 Were the following points discussed during the Entry 
Conference: 

 

 a. Proposed objectives and scope of the audit 
engagement 

Yes/No 

 b. Understanding the risk management practices of the 
organisation 

Yes/No 

 c. Issues or areas of special concern that the 
management/ auditee would like audit to address 

Yes/No 

 d. Logistical details (nodal officer to coordinate audit 
requirements of space, records, meetings etc.) 

Yes/No 

 e. The principal risks being audited (from the risks and 
audit universe) and other significant risks that have 
been mentioned during the discussion of the draft 
scope, or obtained from documentation 

Yes/No 

 f. The processes involved and those specifically excluded Yes/No 

 g. Any special considerations, such as external auditor’s 
(C&AG’s) findings, recent frauds, major system 
changes 

Yes/No 

 h. Approach and testing plan for performing the audit Yes/No 
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 i. Communication and reporting strategy Yes/No 

 j. Auditee Unit’s representative who would be 
responsible for coordinating management action 
plans and monitoring the status of implementation of 
recommendations 

Yes/No 

 

4.2.2.4 Note: Audits with an element of surprise do not have any entry conference. 

 
4.2.3     Performing Internal Audit Field Work7 

4.2.3.1 In the initial stage of internal audit of a Ministry/Department or a Scheme or 

Program thereof, internal auditor can take help from the checklist given below: 

Checklist 7 : Checklist for  Preliminary Audit Performance 

S.No. Particulars Response 

1 Has an Audit Programme been prepared and approved? Yes/No 

2 Are standardised checklists in use, for audit of recurring key 
schemes/ programmes? 

Yes/No 

3 Whether the CAE has ensured that :   

 a. Staff Interview was conducted, in which  

 i. Detailed objectives and risks were identified using 
documentation and risk workshops 

Yes/No 

 ii. High-risk areas were identified on the basis of 
understanding of objectives and critical processes 
of the organisation 

Yes/No 

 b. Audit Scope was agreed upon and it included:  

 i. Reasons for audit Yes/No 

 ii. Objectives of processes being audited Yes/No 

 iii. Main stages of audit Yes/No 

 iv. Staff involved, with responsibilities and time to be 
spent 

Yes/No 

 v. Details about primary client contact Yes/No 

 vi. Timetable for audit, stating the expected dates of 
circulation for draft and final reports and who is to 
received them 

Yes/No 

 c. Audit Evidence collected was sufficient and 
appropriate (Refer Checklist 8 for details) 

Yes/No 

 d. There was adequate audit supervision i.e.  

 i. Adequate oversight was exercised on audit 
engagement 

Yes/No 

 ii. Updates on critical aspects was obtained from 
audit staff 

Yes/No 

                                                           
7 Refer  Guideline  No.  29,  Para  1.6, Chapter I of Handbook on Internal Audit in Central Civil Ministries/ 

Departments of Government of India  
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 iii. Extent of supervision was decided on the basis of 
level of proficiency, expertise and experience and 
complexity of engagement  

Yes/No 

 e. There was adequate and timely documentation (Refer 
Checklist 9 for details) 

Yes/No 

4 Was the sampling methodology objective? Yes/No 

5 Has the sampling methodology ensured desired confidence 
levels? 

Yes/No 

6 Are all meetings with the Auditee Unit minuted with minutes 
being retained as a part of working papers? 

Yes/No 

 
Checklists for conducting Compliance Audit of DDOs and PAOs are given in EXHIBIT 

III. 

 

Checklist 8 : Checklist on Reliability and Documentation of Audit Evidence 

 

S.No. Particulars Response 

1 Have the auditors identified criteria relevant to the audit 
objectives? 

Yes/No 

2 Have the potential sources of information been identified?  Yes/No 

3 Has the auditor selected the appropriate source? Yes/No 

4 Has the auditor confirmed that the evidence used does not:  

 a. Carry an unacceptable high risk of improper findings 
or conclusions 

Yes/No 

 b. Have significant limitations Yes/No 

 c. Provide an inadequate basis for addressing the audit 
objectives 

Yes/No 

5 In case auditors have identified limitations or uncertainties in 
evidence that is significant to the audit findings and 
conclusions, have they ensured that the IAW: 

 

 a. Has sought independent corroborating evidence Yes/No 

 b. Presents the findings and conclusions with a 
disclosure in the report describing the limitations or 
uncertainties with the validity or reliability of evidence 

Yes/No 

 c. Determines whether to report the limitations or 
uncertainties as a finding including any related 
internal control deficiencies, program deficiencies, 
etc. 

Yes/No 

6 To ensure reliability of audit evidence, has the IAW considered 
the following: 

 

 a. Audit evidence obtained from external sources is more 
reliability 

Yes/No 

 b. Whether the accounting and internal control systems 
operate effectively 

Yes/No 

 c. Audit evidence obtained directly by auditors is more 
reliable 

Yes/No 
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 d. Original documents are more reliable Yes/No 

 e. Large samples are more reliable than smaller ones Yes/No 

7 Whether the Evidence collected during the process of audit 
has been carefully documented? 

Yes/No 

8 Whether the audit evidence obtained from various sources are 
consistent with one another (Persuasive)? 

Yes/No 

9 In case of inconsistency has the auditor performed additional 
procedures to resolve the same? 

Yes/No 

 

Checklist 9 : Checklist on Documentation and Testing of processes, risks and 

controls 

S.No. Particulars Response 

1 Has relevant documentation been obtained to ensure that all 
risks have been identified and assessed (scored) correctly by 
Ministry/Department? 

Yes/No 

2 Have walkthrough tests been performed to confirm processes? Yes/No 

3 Are any new risks identified after walkthrough tests? Yes/No 

4 If yes, then:  

 a. Have the controls that should be operating to manage 
the risks been identified? 

Yes/No 

 b. Have processes which management uses to monitor 
the proper operation of controls been identified and 
listed? 

Yes/No 

 c. Have tests to check the effectiveness of controls and 
monitoring have been defined and conducted? 

Yes/No 

5 Where assessment of risks has been carried out by the 
Ministry/Department,  whether CAE emphasised on ensuring 
that monitoring is taking place? 

Yes/No 

6 Whether the CAE has reviewed evidence that controls are 
operating as expected and paid particular attention to controls 
with high control score? 

Yes/No 

7 Whether inadequacy of controls have been identified and 
reported taking into account the controls actually in 
operation?  

Yes/No 

8 Has adequate documentation been maintained for the 
following: 

 

 a. Detailed testing and sampling plan? Yes/No 

 b. Audit work performed? Yes/No 

 c. Results from assessments of operating effectiveness of 
activities, processes or systems under review? 

Yes/No 

9 Have the results of each audit test and evidence gathered been 
documented on applicable matrix? 

Yes/No 

10 If yes, does the above ensure that the following information is 
evident: 

 

 a. Engagement objective and criterion to which the test is 
linked? 

Yes/No 
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 b. Sources of information used to design the test? Yes/No 

 c. Means by which the test was conducted? Yes/No 

 d. Test results and their analysis? Yes/No 

 e. Observations and recommendations made? Yes/No 

11 Have engagement activities been documented in sufficient 
detail? 

Yes/No 

12 Whether the engagement documentation enables an 
experienced auditor with no previous connection with the 
audit to understand: 

 

 a. Nature, timing, extent and results of audit procedures 
performed 

Yes/No 

 b. Audit evidence obtained Yes/No 

 c. Source of audit evidence Yes/No 

 d. Conclusions reached Yes/No 

4.2.3.2 The working papers should be appropriately indexed and should have the requisite 

evidence to support the audit observation. There should be referencing and cross-

referencing of the working papers with the relevant audit observations to make it 

more meaningful and useful for stakeholders. The below given checklists enlist 

what all is a part of audit working paper file. 

Checklist 10 : Checklist for Working Papers : Permanent Audit File 

S.No. Particulars Response 

 Ensure whether the Permanent Audit File includes:  

1 Organizational Chart Yes/No 

2 Description of Schemes, programs, systems, procedures and 
business plans 

Yes/No 

3 Corrective action plans Yes/No 

4 Legal and regulatory issues impacting the organization Yes/No 

5 Risk assessment Yes/No 

6 Correspondence of continuing interest to future audits Yes/No 

7 Updated audit programmes Yes/No 

Checklist 11 : Checklist for Working Papers : Current Audit File 

S.No. Particulars Response 

 Ensure whether the Current Audit File includes:  

1 Copies of the Draft and Final Audit Report Yes/No 

2 Significant findings and issues identified during the audit and 
how they were resolved 

Yes/No 

3 Audit planning documentation Yes/No 

4 Administration/correspondence documents Yes/No 

5 Follow-up of previous audit reports Yes/No 

6 Updated audit programmes Yes/No 

7 Supporting documentation for the audit conclusions Yes/No 

8 Minutes of entry and exit meeting Yes/No 
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4.2.3.3 Development of Audit observations: Audit observations emerge through a process 

of comparing “what should exist” (the audit criteria) with “what exists” (the audit 

evidence or audit conclusion). When there is a difference between “what exists” 

and “what should exist,” the auditor assesses the effect, impact (consequence) and 

cause associated with the variance and documents it as an observation. The 

accumulation of observations provides the auditor with the necessary foundation 

on which to develop the audit engagement conclusions, recommendations 

(corrective action) and audit report. The below given checklist can be of use to the 

auditor performing internal audit field work. 

Checklist 12 : Checklist for Performing Internal Audit Field Work 

S.No. Particulars Response 

 Ensure whether the following steps are followed:  

1 Input is gathered from Auditee staff through surveys, 
interviews, internal control checklist, etc. 

Yes/No 

2 Are relationships amongst financial and/or non-financial 
information analysed (using analytical procedures)? 

Yes/No 

3 Have Process maps for evaluating the efficiency of processes 
and controls been reviewed? 

Yes/No 

4 Are checklists used to ensure that the auditor has diligently 
completed the audit procedures that were planned to be 
completed? 

Yes/No 

5 Whether the process of collecting, analysing, interpreting and 
documenting information has been supervised to provide 
reasonable assurance that the engagement objectives are met 
and that the internal audit’s objectivity is maintained? 

Yes/No 

6 Whether detailed testing and sampling plan, audit work 
performed and results from assessments of the operating 
effectiveness of the activities, processes or systems under 
review are documented? 

Yes/No 

7 The results of each audit test and the evidence gathered is 
documented on the applicable matrix to ensure that the 
following is evident:  

 

 a. Engagement objective and criterion to which test is 
linked 

Yes/No 

 b. Sources of information use to design the test Yes/No 

 c. Means by which test was conducted Yes/No 

 d. Test results and their analysis Yes/No 

 e. Observations and recommendations made Yes/No 

8 Have the auditors determined the overall sufficiency and 
appropriateness of the evidence to form a reasonable basis of 
the findings and/or conclusions within the context of the 
internal audit objectives? 

Yes/No 

9 In case the auditors identify limitations or uncertainties in 
evidence that is significant to the audit findings and conclusions, 
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have they applied the following additional procedures as 
appropriate: 

 a. Seek independent corroborating evidence Yes/No 

 b. Presenting the findings and conclusions with disclosure 
in the report describing the limitations or uncertainties 
with the validity or reliability of evidence 

Yes/No 

 c. Determining whether to report the limitations or 
uncertainties as a finding including any related internal 
control deficiencies, program deficiencies, etc. 

Yes/No 

10 In case the auditor’s evaluation of audit evidence suggests that 
evidence from one source is inconsistent with that from another 
source, is the auditor able to determine what additional 
procedures must be undertaken to resolve the inconsistency? 

Yes/No 

11 Does the work program include technology based audit and 
sampling techniques? 

Yes/No 

12 Have the processes of collecting, analysing, interpreting and 
documenting information been supervised to provide 
reasonable assurance that the engagement objectives are met 
and that the internal audit’s objectivity is maintained? 

Yes/No 

13 Have all engagement activities been adequately documented 
(as per documentation policy) including : 

 

 a. Nature, timing and extent of audit procedures and by 
whom have the audit procedures been undertaken 

Yes/No 

 b. Audit Evidence obtained and its source Yes/No 

 c. Conclusions reached with supporting evidence Yes/No 

 

4.2.4    Conducting Exit Meeting with the audit client 

Checklist 13 : Checklist on discussion of Draft Audit Report in Exit Meeting 

S.No. Particulars Response 

1 Has an Exit Meeting been conducted with key officials of the 
Ministry/Department to discuss the Draft Audit Report? 

Yes/No 

2 Have views of the key officials including additional facts (if any) 
been obtained on the audit observations? 

Yes/No 

3 Have any disagreements arisen between the Department and 
Internal Audit ? 

Yes/No 

4 If yes, have the reasons for disagreement been taken on record? Yes/No 

5 Has the exit conference been minuted? Yes/No 

6 Have these minutes been included in the audit working papers? Yes/No 

7 Has a copy of minutes been given to the Department for their 
information? 

Yes/No 
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CHAPTER V 

5.0 Reporting and Follow-up  

 

 

 

 

 

 

 

5.1       Communicating the Results of the Engagement8  

5.1.1    The Internal Auditor must communicate the results of the audit in a timely manner. 

Final communication of the engagement results by the internal auditor must 

contain an opinion and/or conclusions. Also, where an overall opinion is issued on 

an audit area or activity, it must take into account the expectations of the Ministry 

and must be supported by sufficient, reliable, relevant and useful information. The 

reason for an unfavourable overall opinion must be stated. 

Checklist 13 : Checklist for Audit Communication: Reporting 

 

S.No. Particulars Response 

1 After completion of audit, the Audit Supervisor must 
ensure whether he has: 

 

 a. Reviewed all working papers Yes/No 

 b. Checked supporting evidence for audit 
observations 

Yes/No 

 Before preparing his/her Draft Report  

2 Has the supervisor highlighted the following in his /her 
Report:  

 

 a. Weaknesses in design and implementation of 
internal control system 

Yes/No 

 b. Non-compliance with policies, prescribed 
procedures, rules and regulations 

Yes/No 

                                                           
8 Refer  Guideline  No.  31,  Para  1.6,  Chapter  I of Handbook on Internal Audit in Central Civil Ministries/ 

Departments of Government of India  
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 c. Transactions which do not measure up to 
standards of propriety 

Yes/No 

3 Does the Audit Report incorporate the response of the 
responsible officials of the audited entity and the 
corrective actions they plan to take? 

Yes/No 

4 In case of absence of any response, does the Report 
indicate the absence of the same? 

Yes/No 

5 Where any audit observations are so serious that delay in 
reporting may impact the achievement of 
program/scheme objectives, have these been 
communicated to the concerned authority at an early 
date and even during the course of audit? 

Yes/No 

6 In case there is a scope limitation, has this been brought 
out in the report? 

Yes/No 

7 Does the report acknowledge satisfactory performance 
and best practices being followed by the auditee? 

Yes/No 

8 Where there is an error or omission in the report, has the 
CAE circulated corrected information to all the recipients 
of the earlier communication? 

Yes/No 

9 In case there is full conformance to the Guidelines on 
Internal Audit in the Central Civil Ministries/Departments, 
during the audit engagement, has this been mentioned in 
the report? 

Yes/No 

10 Whether the CAE has disclosed any interferences faced in 
determining the scope of internal auditing, performing 
work, and communicating results to Audit Committee? 

Yes/No 

 

5.2       Report drafted using 5C framework 

5.2.1    The audit observations should be developed by using 5C framework with reference 
to engagement objectives: 

5.2.1.1 Criteria: What should exist? The benchmarks or expectations identified as the basis 
against which audit evidence is compared. (E.g. Policy, SOP, Norm etc.) 

5.2.1.2 Condition: What exists? The factual evidence found in the course of the audit. The 
condition identifies the nature and the extent of the observation. A clear and 
accurate statement of condition evolves from the auditor’s comparison of actual 
evidence with appropriate criteria.  

15.2.1.3 Consequence/ Effect/ Impact: What effect did it have? The risk or exposure to 

the institution and/or others as a result of the difference between the criteria and 

the condition should be recorded. The effect establishes the actual or potential 

impact of the condition. The significance of a condition is usually judged by its 

effect. It can be expressed in quantitative terms. To warrant reporting, an effect 

should be sufficiently serious to justify the action (and related cost) to correct the 

difference (the deficiency). 
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5.2.1.4 Cause: Why did it happen? The possible or likely reason for the difference between 

the expected and actual condition should be explored. The cause may be obvious 

or may be identified by deductive reasoning. The identification of similar causes for 

a number of observations may highlight an underlying theme to which an audit 

recommendation should be addressed. Identification of the cause of an 

unsatisfactory condition is a prerequisite to making a meaningful recommendation 

for corrective action. 

 

             Figure 4 

5.2.1.5 Corrective Action/ Recommendation: What should be done? The actions 

suggested or required to correct the situation and prevent future occurrences. The 

relationship between the audit recommendation and the underlying cause of the 

condition should be clear and logical. In developing sound recommendations, the 

internal auditor ensures that the recommended action is within the scope of the 

client, addresses the cause and not just the symptoms, and is at least intuitively 

viable. 

 

5.3        Reporting and Follow-up 

5.3.1    Audit Findings  should  be  grouped together depending upon the severity of risk. 

High risk areas would be those where absence of immediate corrective action may 

have a major negative impact on achievement of objectives. Medium risks may be 

5-C 
Framework

Criteria

Condition

ConsequenceCause

Corrective 
Action
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those areas where failure to take action could result in significant consequences. 

Low risk areas are those where suggested action would bring in greater efficiency 

or enhanced controls at minimal additional costs.  

Checklist 14 : Checklist for Audit Communication: Follow-up 

  

S.No. Particulars Response 

1 Has CAE conducted follow-up of previous audit reports and 
reported accordingly? 

Yes/No 

2 Have the findings of such follow-up been adequately 
communicated? 

Yes/No 

3 In case of current audit report, is there a defined time-
frame for submission of Action Taken Reports on the audit 
observations made by the IAW? 

Yes/No 

4 If answer to 3 above is yes, have such timelines been 
adhered to? 

Yes/No 

5 Has the CAE  established  a  follow-up  process  to  
monitor and  ensure whether management actions have 
been effectively implemented or that senior management 
has accepted the risk of not taking action9 ? 

Yes/No 

6 Have issues which could not be resolved within six months 
by the auditee been reported to the Audit Committee? 

Yes/No 

7 Have these open issues been included as part of quarterly 
reporting to the Audit Committee on risks unacceptable to 
the Ministry? 

Yes/No 

 

  

                                                           
9 Reference to IIA Standard 2500.A1 
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CHAPTER VI 

6.0 Performance Evaluation and Quality Control 

 

 

 

 

 

 

 

 

 

 

6.1       Introduction 

6.1.1    Like every other organizational function, internal audit should strive to deliver the 

best service and add value to the organization. How can this be done? The head of 

internal audit should identify the objectives of internal audit, then establish 

processes and systems to achieve them and to report the results. An Internal Audit 

Manual and a Charter for the Audit Committee help specify these along with 

responsibilities of concerned persons. 

6.2       What is a Quality Assurance and Improvement Program? 

6.2.1    A quality assurance and improvement program is designed to enable an evaluation 

of the internal audit activity’s conformance with the IPPF Standards and an 

evaluation of whether internal auditors apply the Code of Ethics. The program also 

assesses the efficiency and effectiveness of the internal audit activity and identifies 

opportunities for improvement. The Chief Audit Executive should encourage board 

oversight in the quality assurance and improvement program. 

6.2.2  The Chief Audit Executive must develop and maintain a quality assurance and 

improvement program that covers all aspects of the internal audit activity.10 

6.2.3   The quality assurance and improvement program must include both internal and 

external assessments.11 

 

                                                           
10 Reference from IIA Standard 1300  
11 Reference from IIA Standard 1310  
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6.2.4    Internal assessments must include:  

 Ongoing monitoring of the performance of the internal audit activity.  

 Periodic self-assessments or assessments by other persons within the 

organization with sufficient knowledge of internal audit practices.12 

6.2.5   Ongoing monitoring is an integral part of the day-to-day supervision, review and 

measurement of the internal audit activity. Ongoing monitoring is incorporated 

into the routine policies and practices used to manage the internal audit activity 

and uses processes, tools and information considered necessary to evaluate 

conformance with the Code of Ethics and the Standards.  

6.2.6     Periodic assessments are conducted to evaluate conformance with the Manual and 

Charter. 

6.2.7   An independent assessment means not having either an actual or a perceived 

conflict of interest and not being a part of, or under the control of, the organization 

to which the internal audit activity belongs.  

6.2.8    The Chief Audit Executive must communicate the results of the quality assurance 

and improvement program to the Audit Committee and the IAD in the O/o CGA .  

 

6.3       Documentation Policy 

6.3.1    The Pr. CCA/ CCA/ CA in their role as CAE need to approve a documentation policy 

which covers governing the custody and retention of engagement records, as well 

as their release to internal and external parties. These policies must be consistent 

with the organization’s guidelines and any pertinent regulatory or other 

requirements. The policy must cover: 

 Need for Internal Audit Wings to document sufficient, reliable and relevant 

information to support their engagement results and conclusions.13 

 Need for controlled access to engagement records. The Pr. CCA/ CCA/ CA in 

their role as Chief Audit Executive must obtain the approval of senior 

management and/or legal counsel prior to releasing such records to 

external parties, as appropriate. 

 Retention requirements for engagement records, regardless of the medium 

in which each record is stored, must be consistent with the organization’s 

guidelines and any pertinent regulatory or other requirements.  

 

                                                           
12 Reference from IIA Standard 1311  
13 Refer box in Para 4.2.3.25, Chapter IV   
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6.4       Quality Check of Audit Report 

6.4.1  Internal Audit Reports should be issued in the format prescribed by the O/o 

Controller General of Accounts (EXHIBIT II of the Internal Audit Handbook for 

Central Civil Ministries/ Departments of the Government of India). To ensure that 

these reports are effective, they should be complete, concise, accurate and 

objective and should be issued in a timely manner. The reports should be based on 

facts and be free from any personal criticism. The audit findings should be worded 

constructively and the recommendations should focus on achievement of 

objectives. 

6.4.2     CAE can refer the given checklist to enable him to do a Quality check of audit report. 

Checklist 15 : Checklist for Quality Check of Audit Report. 

S.No. Particulars Response 

1 Ensure whether the Audit Report structure includes:   

 a. Engagement’s objectives Yes/No 

 b. Scope Yes/No 

 c. Applicable conclusions Yes/No 

 d. Recommendations Yes/No 

 e. Action plans Yes/No 

2 If any scope limitation is observed? Yes/No 

 If yes, has this been brought out in the report? Yes/No 

3 Whether the internal auditor follows the practice of 
acknowledging:   

 

 a. Satisfactory performance of the auditee unit Yes/No 

 b. Best practices followed by the officials Yes/No 

4 Whether the Audit Report is:  

 a. Accurate Yes/No 

 b. Objective Yes/No 

 c. Clear Yes/No 

 d. Concise Yes/No 

 e. Complete Yes/No 

5 Whether the Audit Report was issued in a timely manner so 
as to facilitate initiation of appropriate remedial action? 

Yes/No 

6 Whether the Audit Report mentions:  

 a. “Internal Audit Report of  ____________ (name of 
organisation) for the period _____________” on the 
cover page 

Yes/No 

 b. Date of issue of the audit report Yes/No 

7 Whether the Audit Report clearly mentions that:  

 a. Establishing appropriate internal controls and 
preparation of financial statements is the 
responsibility of management. 

Yes/No 
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 b. Auditor’s responsibility is to express opinion on 
efficiency of internal controls in achieving 
management objectives 

Yes/No 

8 Whether the Audit Report is approved by competent 
authority? 

Yes/No 

9 Whether the Audit Report is signed by authority designated 
for the purpose? 

Yes/No 

10 Whether the Audit Report is addressed to the authority as 
mentioned in Internal Audit Charter? 

Yes/No 

11 Whether the Audit Report is supplemented by an Executive 
Summary?  

Yes/No 

12 If yes, whether the Executive Summary contain details of:  

 a. Objectives of audit Yes/No 

 b. Scope of audit Yes/No 

 c. Summary of audit observations Yes/No 

13 Have the significant audit observations that require 
immediate action been highlighted?  

Yes/No 

14 Does the Audit Report use colour coding (Red, Orange and 
Green) to highlight significance/risk of observations? 

Yes/No 

15 Have the audit observations been developed using 5-C 
Framework? 

Yes/No 

16 Have photographs been used, wherever useful, to highlight 
audit observations? 

Yes/No 

 

6.5        Performance Evaluation 

6.5.1   The below given checklist would enable the O/o CGA in evaluating the Internal Audit 

Wing’s performance of the audit engagement. 

Checklist 16 : Checklist for Performance Evaluation of IAW 

S.No. Particulars Response 

1 Has a ‘mission’ statement been prepared for the IAW in your 
Ministry? 

Yes/No 

2 If not, by when do you propose to finalise the mission?  ________ 
(Date) 

3 Did you formally report to the Audit Committee at least 4 
times during the Financial Year 

Yes/No 

4 If not, have you prepared a calendar targeting not less than 1 
meeting every quarter?  
(6 meetings per year is an ideal target) 

Yes/No 

5 Do reports to the Audit Committee include:  

 a. Actual Progress vs Plan (with timelines) Yes/No 

 b. Limitations to independence/objectivity Yes/No 

 c. Challenges faced by IAWs/Teams Yes/No 

 d. Where there are in-ordinate delays in resolving issues Yes/No 
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 e. Action taken on Reports and outstanding paragraphs Yes/No 

6 Does the Internal Audit Plan include the following:  

 a. Total Audit Universe (Total Auditee Units) Yes/No 

 b. Basis for selection of Auditee Units for Audit 
(Parameters for Sampling/ Geographical Coverage/ 
Risk Factors/ Previous Reports/ Inputs) 

Yes/No 

 c. Man-days Required for audit of selected units Yes/No 

 d. Staff/ man-days available (@ 210 working days per 
auditor) 

Yes/No 

 e. How the gap between required and available man-
days is to be filled? (Consultants/ Deputation/ 
Outsourcing, etc.) 

Yes/No 

 f. No. of advisory/ consulting assignments Yes/No 

 g. No. and percentage of Risk Based Internal Audits Yes/No 

 h. Preparation of Risk Registers for Categories of Auditee 
Units, eg. Programmes/ Schemes/ States/ Districts/ 
Blocks 

Yes/No 

 i. Training Plan (in mandays for CCA/CA/Sr.AOs/AOs) Yes/No 

 j. Break-up of Staff Requirements as per different levels 
(CA/Sr. AO/ AO/ Consultants, etc.), skills (Engineers/ 
Programme Division/ Social Auditor/ IT Auditor/ 
Subject Matter Experts, etc.) 

Yes/No 

 i. Organisation structure – Plan vs Actual Yes/No 

 ii. CAE’s relations as part of management team Yes/No 

 iii. IA’s Capacity to access information and people Yes/No 

 iv. Relationships with External auditors Yes/No 

 k. Professional Practices Plan  

 i. Assessments of capabilities with regard to IA-CM 
and Action Plans for improvements identified. 

Yes/No 

 ii. Quality Assurance and Improvement Programme 
(QAIP). 

Yes/No 

 iii. Gap analysis with regard to Adherence to 
Handbook on Internal Audit. 

Yes/No 

 l. Performance Management (at CGA Level)  

 i. Periodicity of flow of information/ MIS to:  

  Manage/ Conduct/ Control IA Operations Yes/No 

  Account for its performance Yes/No 

  Display the results Yes/No 

 ii. Feedback on effectiveness and quality of the IA 
activity to stakeholders and public. 

Yes/No 

 iii. Ability of IAW to meet its objectives/ plans across 
all elements of the IA-CM and routinely monitor 
progress against targets and value added including: 

 

  Risks mitigated Yes/No 

  Cost saving opportunities identified Yes/No 

  Financial recovery opportunities Yes/No 
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 iv. Development, utilization and periodic 
review/improvement of a framework for 
monitoring and measuring performance of the 
IAWs 

Yes/No 

 v. Implementation of Quality Assurance and 
Improvement Programme (QAIP) 

Yes/No 

 m. Management/ Governance of IAWs  

 i. Guidelines and Process to support/resource IAWs:  

  How does the CAE fit into the Organization / 
Governance structure? 

Yes/No 

  Reporting relationship? Yes/No 

  How is independence assured through 
mandate/ legislation? 

Yes/No 

 ii. Adoption of KPIs and dashboards would facilitate 
performance measurement, gap analysis and 
improvement opportunities. Answers to the 
following will help IAWs to improve their 
capabilities. Do IAWs : 

 

  Make action plans to implement the above in 
stages. 

Yes/No 

  Seek the support of the CAE in the IAD. Yes/No 

  Outsource some of the work to competent/ 
experienced service providers. 

Yes/No 
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CHAPTER VII 

7.0 Special Audits  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

7.1       Gender Audit 

7.1.1    What to Audit? 

CAE should ensure that gender audit covers the following: 

1. 5 Programmatic Dimensions 

 Situational Analysis including participatory and conventional planning 

processes and Annual Plan Development. 

 Policy Analysis including programme design and scheme guidelines and 

framework of implementation. 

 Budgetary Allocations and Expenditure. 

 Monitoring of Implementation progress. 

 Evaluation Procedures. 

 

Contents 

 Gender Audit 
- What to audit? 
- Methodology for conducting Gender Audit 
- Tools and Techniques for Conducting Internal Audit 

 Information Technology (IT) Audit 
- Purpose of IT Audit 
- Role of Internal Auditor 
- Types of IT Audit 
- IT audit process 

 Audit of Governance Activities 

 Scheme/Program Audit 

 Inclusion of Special Audit Engagement into Work Programme 

Reading Guidance 

Handbook on Internal Audit in Central Civil Ministries/Departments of 

the Government of India 
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2. 4 Organizational Dimensions 

 Gender Policy and Staffing - Nature, quality and intensity of support for 

the Ministry’s gender policy, gender balance in Ministry’s staffing 

pattern. 

 Capacity Building. 

 Monitoring Systems - gender sensitivity. 

 Resource allocation - to what extent Ministry’s budget have been 

instrumental in supporting gender equity efforts. 

 

7.1.2    Methodology or Process for Conducting Gender Audit 

 Setting up a Gender Audit team 

 Convene a Brainstorming meeting wherein the audit team would freeze the 

audit objectives and identify audit criteria 

 Developing Audit Criteria into a Checklist 

 Developing Audit Matrix 

S.No. Audit 
Criteria/ 
Objectives 

Questions/ 
Sub-
Questions 

Objectively 
Verifiable 
Indicator 

Means of Verification (Source of 
Evidence/ Data Collection 
Method) 

1     

2     

3     

4     

 Entry Meeting of the Gender Auditors 

 Gathering Audit Data 

 Analysis of the Data 

 Feedback to Management and Staff 

 Audit Report 

 

7.1.3    Tools and Techniques for conducting Gender Audit 

 Use of Existing Data, Schematic Guidelines 

 Documentation Review 

 Field Visits 

 Field Surveys 

 Interviews 

 Key Informant Interview 

 Staff Questionnaire 

 Gender Audit Score Card 
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7.2       Information Technology (IT) Audit 

7.2.1    Purpose of IT Audit 

IT Audits generally focus on assessing controls in IT systems that maintain data 

integrity, data confidentiality and data availability. These audits provide assurance 

on the efficiency and effectiveness of controls which ensure that data is not being 

modified in an unauthorized way, give assurance that controls are preventing 

unauthorized access etc. thereby maintaining confidentiality and that the controls 

prevent disruption of services and ensure that IT systems are available for use 

when required. 

7.2.2    Role of  Internal Auditor 

The Pr.CCA/CCA/CA in their capacity as CAE and the IAW of the 

Ministry/Department should ensure: 

 Whether IT is included in the audit universe and annual audit plan (selected 

topics)? 

 Whether IT risks are considered while assigning resources and priorities to 

audit activities? 

 What IT resources are available as needed by the IAD? 

 Whether IT issues are given due consideration during audit planning? 

 Whether IT risks have been assessed? 

 Whether individual audit of IT controls has been conducted?  

 Has a specialist technical IT audit been conducted? If yes, has the report 

been obtained? 

 Whether IT tools have been used in an effective and efficient manner to 

assist the audit processes? 

 Whether activities to minimize all known and documented IT risks have 

been implemented?  

 

7.2.3    Types of IT Audit 

The easiest way to identify the boundaries of IT Audit is to categorize all IT Audits 

into two types, viz “General Control Review Audits” and “Application Control 

Review Audits.” Application controls generally relate to Ministry transactions or 

processes and their internal security settings. Rest are considered as General 

Computer Controls (GCC). 
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7.2.4    IT Audit Process 

7.2.4.1 Planning and Preparing Audit Universe:  

Checklist 17 : Checklist on preparing audit universe for IT audit 

S.No. Particulars Response 

1 Has the IAW gained an understanding of the technology  
environment by: 

 

 a. Preparing a list of the specific technologies? Yes/No 

 b. Listing the IT processes, controls, activities, etc. 
against these technologies through which value is 
delivered to organizational processes? 

Yes/No 

 c. Interviewing program staff, IT staff, etc.? Yes/No 

 

A completed list is based after evaluating the overall IT usage landscape. A sample 

for preparing an IT Audit Universe is given in EXHIBIT V. Audit universe can 

comprise of vulnerabilities of the IT processes. A sample survey to identify such 

vulnerable areas is given in EXHIBIT IV. 

7.2.4.2 Preparing the Annual IT Audit plan:  

Checklist 18 : Checklist on planning for IT audit 

S.No. Particulars Response 

1 Has a list of auditable units/ activities been prepared? Yes/No 

2 Have the risks associated with these auditable 
units/activities been identified?   

Yes/No 

3 Has internal audit specified the timing/prioritization for audit 
of these units/activities on the basis of their risk significance? 

Yes/No 

4 Has this timing/prioritization been considered in preparation 
of Annual Audit Plan? 

Yes/No 

 

 

 

 

7.2.4.3 As the IT Risk environment is continuously changing, an emerging risk register to 

formally track risks, reportable incidents, etc. is desirable. This risk register should 

be maintained and continuously updated. Scheduling a quarterly review of the IT 

Audit Universe and the Audit Plan for any changes may be required in certain 

Ministries. 

 

For further guidance refer: 

 GTAG 11: Developing on IT audit plan 
 GTAG 12: Auditing IT projects 
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Checklist 19 : Checklist for undertaking IT risk assessment 

S.No. Particulars Response 

1 Has the IAW confirmed if the following are recorded/ 
documented: 

 

 a. Non-availability of the system Yes/No 

 b. Unauthorized access to systems (Security) Yes/No 

 c. Incompleteness or inaccuracy of data (Integrity) Yes/No 

 d. Unauthorized access to data or information 
(Confidentiality) 

Yes/No 

 e. Non delivery of intended or expected function 
(Effectiveness) 

Yes/No 

 f. Systems cause sub-optimal use of resources 
(Efficiency) 

Yes/No 

2 In order to assess risk involved, has internal audit 
identified: 

 

 a. What are the assets at risk and the value of their 
confidentiality, integrity and availability? 

Yes/No 

 b. What could happen to affect the information asset 
value adversely (threat event)?  

Yes/No 

 c. If a threat event happened, how bad could its 
impact be? 

Yes/No 

 d. How often might the event be expected to occur 
(frequency of occurrence)? 

Yes/No 

 e. How certain are the answers to questions (a) to (d) 
above (uncertainty analysis)? 

Yes/No 

3 In order to conduct risk mitigation analysis, has internal 
audit identified: 

 

 a. What can be done to reduce the risk? Yes/No 

 b. What would be the cost involved? Yes/No 

 c. Is the solution cost-efficient? Yes/No 
 

 

 

 

7.2.4.4 A Checklist is given below to help CAEs as they should consider these issues in the 

context of their Ministry. 

Checklist 20 : Checklist to assist Pr. CCAs/CCAs/CAs in their role as CAE in 

conducting IT Audit. 

S.No. Particulars Response 

1 Has the Ministry clearly defined what IT means in their 
particular organization? 

Yes/No 

For further guidance refer: 

 GTAG 5: Managing & auditing IT risks 
 GTAG 13: Fraud prevention & detection in an automated world 
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2 Are the Head of IT’s areas of responsibility documented? Yes/No 

3 Does the IT audit approach consider all of those areas when 
evaluating risk and defining the IT audit universe? 

Yes/No 

4 Is an effective IT risk assessment conducted annually? Yes/No 

5 Are specialists in infrastructure technologies, application 
systems, and IT processes involved in the risk assessment? 

Yes/No 

6 Does the IT risk assessment consider the specific 
technological architecture and configuration employed by 
the Ministry? 

Yes/No 

7 How are IT risks quantified?   

8 Are both impact and likelihood of occurrence estimated? Yes/No 

9 What industry benchmarks and best practices are used to 
support these estimates? 

 

10 Does the IT audit universe plan for audits at each layer of the 
IT environment? If not, why not? 

Yes/No 

11 How are budgets for IT audits estimated?  

12 Was enough information gathered on the front end of the 
audit to support an accurate estimation? 

Yes/No 

13 Was the specific configuration of the technology considered? Yes/No 

14 How are IT audit procedures defined?  

15 Are they developed internally for the Ministry’s specific 
environment, or are marketplace checklists used? 

 

16 Has the Ministry implemented any IT control frameworks or 
standards? If so, which ones? If not, have security and 
control baselines been established internally? If not, has the 
CAE recommended the implementation of an IT control 
framework and security and control baselines as part of the 
audit of IT governance and management? 

 

13 Are any tools used to accelerate IT audits (e.g. testing 
accelerators or facilitators)? If not, why not? If so, have they 
been tested fully and approved by IT management? 

Yes/No 

14 How are IT audits staffed? Are specialists used for various 
technologies (e.g. applications versus infrastructure 
technologies)? If not, why? How are IT audit working papers 
reviewed for quality and adequacy? 

 

15 Has a training strategy been established for IT auditors? Does 
it consider all the layers of the IT environment? 

 

16 Are emerging IT issues and risks evaluated each year to 
determine their relevance within the organization? How 
does the Ministry identify these emerging issues? 

 

17 Do all process audits contain procedures that evaluate 
application configuration settings for the applications that 
automate the processes? How are these coordinated 
between audit resources (process versus IT)? 

 

 

A Sample Checklist to conduct System Audit in PFMS environment is in EXHIBIT VI. 
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7.2.4.5 Identifying IT controls: General computer controls (GCC) are reviewed by internal 

audit because they form the basis of IT Control environment. If GCC are weak or 

cannot be relied upon, the auditor needs to alter the testing in these areas. In 

GTAG-I, the section on Understanding the importance of IT controls lists the 

categories of controls which can be used to list the control points. Also, Reporting 

on IT Controls is an important activity by the internal auditor and reproduced below 

from GTAG-1 as ready reference; this would need to be adapted to the 

requirements of individual Central Civil Ministries.  

A sample checklist to examine IT Control Framework is given in EXHIBIT VII. 

7.2.4.6 Reporting on IT Controls: When the CAE reports on IT as part of the regular audit 

report to the Board, audit committee or management, the report typically would 

include issues related to information security incidents, change management 

exceptions, project development status, operation incident reporting, capital 

spending, or other metrics that measure key IT risks and controls. Such an approach 

should provide an integrated and comprehensive approach of all risks and controls 

— from Programmes and Processes to IT — in one format. Reporting must also 

cover significant issues. For example, it may include the internal audit team not 

being able to access requested data after repeated attempts, key IT individuals not 

providing complete or full disclosure, the lack of support by the IT Head. Such 

instances may indicate the wrong culture and impact risk mitigation or allow key IT 

controls to go unmonitored.  

 

 

  

 

 

 

 

 

 

 

 

 

 

Specific IIA Guidance on IT Audits: 
The IIA has come up with multiple GTAGs (Global Technology Audit Guides), 
which are available for electronic download on their website. IAWs conducting 
IT Audits are expected to be aware of these and it is recommended that 
references be made to relevant sections of these guides while preparing audit 
plans, programs, checklists and for improving conceptual understanding of IT 
Audits. 

Some of the GTAGs are enlisted below: 

 GTAG 2: Change & patch management controls: Critical for 
organizational success 

 GTAG 3: Continuous Auditing: Implications for Assurance, Monitoring 
and Risk Assessment 

 GTAG 4: Management of IT Auditing 

 GTAG 5: Managing & auditing IT risks 

 GTAG-8 for Auditing Application Controls 

 GTAG 9: Identity & access management 

 GTAG 10: Business continuity management 
 GTAG 11: Developing on IT audit plan 
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7.3       Audit of Governance Activities 

7.3.1   The Pr.CCA/CCA in their role as CAE need to assess whether the current internal 

audit plan encompasses the Ministry’s governance processes and addresses its 

associated risks. The key point is that, IAW audit activities need to be synergised to 

enable Ministry to fulfil its duty to be accountable and transparent to the public, 

while achieving their objectives effectively, efficiently, economically and ethically. 

IAW must focus on obtaining answers to the following questions: 

 Has the policy been implemented as intended?  

 Are funds being spent for the intended purpose?  

 Are managers implementing effective controls to minimize risks? 

 

Checklist 21: Checklist for Audit of Governance Processes 

S.No. Particulars Response 

1 Is the IAW familiar with the Ministry’s Objectives, 
programmes and activities? 

Yes/No 

2 Have the Mission Statements, Policies and process 
documentation been gone through? 

Yes/No 

3 Does IAW have a list of Key Performance Indicators for the 
Auditee Unit? 

Yes/No 

4 Are the key schemes/ processes meeting their performance 
objectives w.r.t. effectiveness, economy and efficiency? 

Yes/No 

 If not, are the reasons for non-performance analysed? Yes/No 

5 Is the Audit Committee playing its role in governance? Yes/No 

6 Is the Risk Management Framework in place? Yes/No 

 If not, do the IAW help prepare Risk Registers with the 
support of the officials responsible for management of 
concerned activities? 

Yes/No 

7 Has an internal control evaluation been conducted? Yes/No 

8 Have the controls to address the key risks been evaluated by 
the IAW? 

Yes/No 

9 Is IAW evaluating areas like payroll, accounts payable, IT, etc. Yes/No 
 
 

 GTAG 12: Auditing IT projects 

 GTAG 13: Fraud prevention & detection in an automated world 
 GAIT: Guide to the Assessment of IT General Controls scope based on 

risk 

Support from the Centre of Excellence (CoE) in O/o CGA: 
Until Central Civil Ministries develop IT Audit capabilities, the CoE in O/o CGA 
should consider: 

 Developing an in house team to support IT Audit 
 Outsourcing IT Audits to specialist firms 
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7.4       Scheme or Program Audit 

Checklist 22: A sample Scheme Audit Questionnaire: For the beneficiary 
 

S.No. Particulars Response 

1 Have you heard about the ___________ Scheme? Yes/No 

 If Yes, from where/whom did you get the information 
regarding the scheme?   
(E.g. You/Father/Mother/Other Relative/Friend/Neighbour 
etc.) 

 

2 Are you fully aware of the benefits of the scheme? Yes/No 

3 What motivated you to avail the benefits of the Scheme?   

4 Did you face any problem in availing the benefits of the 
scheme? 

Yes/No 

 If yes, then what kind of problem was that?  

5 How did the Scheme benefit you?  

6 Did you find any difficulty on applying online to get the 
benefit of the Scheme? 

Yes/No 

7 Are you satisfied with the benefits of the scheme?  Yes/No 

 If Yes, what are the reasons?  

 If No, what are the reasons?  

8 How long did it take for the benefits to be 
granted/sanctioned after interview? 

 

9 How long did it take for the benefit amount to be credited in 
your account?(wherever applicable) 

 

10 Do you think the amount granted is sufficient to implement 
the benefits of the Scheme? 

 

11 Have you registered any complaint with the management 
about the benefits of the Scheme? 

Yes/No 

 If yes, then what was their response?   

12 Are you satisfied with the response of the management? Yes/No 

13 How long did the management take to respond?  

14 Do you feel that your life has improved on availing the 
scheme benefits? 

Yes/No 

15 Would you inspire others to avail the benefits of the 
scheme? 

Yes/No 

16 Which part of the Scheme, according to you is most 
beneficial for the beneficiary? 

Yes/No 
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Checklist 23 : A sample Scheme Audit Checklist: For the auditor 
 

S.No. Particulars Response 

1 What was the budget for this scheme in the last 3 years?  

2 What was the expenditure for the last 3 years?  

3 Was there any delay in transfer of funds? Yes/No 

 If yes, please state the reasons and the level at which it was 
delayed? 

 

 a. From Centre to State Yes/No 

 b. From State to District(Funds are being transferred to 
the Districts on the basis of demand) 

Yes/No 

 c. From district to CDPO(Funds are being transferred to 
CDPO on the basis of demand) 

Yes/No 

 d. From CDPO to Beneficiaries Yes/No 

 If No, what kind of processes are followed to avoid delay?  

4 Delay in actual receipt of funds at various levels?  Yes/No 

 If Yes, what are the reasons?  

5 Was there any diversion of funds from this scheme to any 
other? 

Yes/No 

6 Were the funds available as and when required?  Yes/No 

 If No, what are the reasons?  

7 How many projects have been completed in target time?  

8 What are the number of projects where an extension was 
granted? 

 

9 How many candidates left the project before completion?  

10 Have the unspent amount of grant been refunded? Yes/No 

11 Whether the residence of the beneficiary was verified? Yes/No 

12 Whether there were any RTI’s/Grievances/Complaints in 
respect of the scheme under consideration? 

Yes/No 

13 Were these RTI’s/Grievances/Complaints redressed by the 
concerned person on time? 

Yes/No 

 If yes, what were the majority of these grievances about?  

 If no, what was the reason for the same?  

14 Do you think this scheme is sustainable? Yes/No 

15 Whether the amount is kept under separate Bank Account 
under the supervision of specified authority?  

Yes/No 

 If No, then reasons for the same.  

16 Whether a periodic report is being sent to the Central 
Government? 

Yes/No 

 If No, then reasons for the same.  

17 What is the percentage (%) of actual expenditure incurred to 
meet administrative expenses out of grant? 

 
 

18 Is this percentage in confirmation with that in the budget? Yes/No 

 If yes, then what measures were taken to achieve the same?  

 If no, the reasons for the same  



48 
 

19 What were the achievements of the scheme in the previous 
year? 

 

20 What kind of changes have been observed in the particular 
district after the implementation of the Scheme? 

 

21 Utilization Certificate  

 a. No. of beneficiaries  Men     __ 
Women__ 

 b. What is the ratio of Men and Women in the training?  

 c. What system has been adopted for mass awareness?  

 d. How much amount has been spent on the Mass 
Awareness Program? 

 

 e. What were the total number of participants of the 
Mass Awareness Camp? 

 

 f. How many women have been involved in the Mass 
Awareness Program? 

 

 
A Sample Summary of Audit Paras is attached in EXHIBIT VIII for audit of schemes. 

 

7.5       Inclusion of Special Audit Engagements into Work Programs 

Special audits such as Gender Audit, IT Audit, Governance Audit, Grant Audit or 

Scheme/Program Audit, as and when assigned by the Ministry, would be 

undertaken by the IAW as per Terms of Reference given by the Ministry. The Audit 

Committee should be informed about these engagements subsequently. 
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EXHIBIT I 

Risk Registers for Rashtriya Krishi Vikas Yojana (RKVY) for the Ministry of Agriculture, Govt. of India. 

Risk Register- RKVY 

S.No. Sub Process 
Inherent Risk 
Descriptions 

Risk Assessment Identification & Listing of Controls  
Residual Risk (after 
existing controls) 

Frequency 
of control 

Control 
Owner 

Timelines for 
Required 
Controls 

Implemen-
tation 

      Impact Likelihood Existing  Required Impact Likelihood       

      L/M/H L/M/H     L/M/H L/M/H       

A. Sanction of projects 

1 Approval 

Delay in 
approval of 
projects by 
states 

H H 
Letters are sent 
from centre to 
states 

Delisting of 
over-delayed 
projects from 
Shelf of project 
for Central 
Government 
funding 

H L 
Thrice a 

year 
P.D 1/4/2019 

2 Duplication 
Same project 
being approved 
twice 

L L 

Each projects is 
assigned a 
unique 
identification 
no. 

N.A. L L 
On 

Approval of 
Project 

P.D N.A 

B. Funding of projects 

3 
Release of 

funds 

Delayed receipt 
of funds from 
Centre / State 

H H 

Centre does not 
release next 
instalment till 
State releases 
its own share.  

Benchmarking 
of delays by 
States 

H H 
Twice a 

year  

P.D 
along 
with 
State 
Govt. 

1/4/2019 
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IAW is also 
checking. 

4 Monitoring 
Blockage of 
Funds 

H M 
Audit to report 
delays 

Unutilized funds 
to lapse to 
respective 
Governments 

H M Annual 

P.D 
along 
with 
State 
Govt. 

1/4/2019 

5 Objective 
Funds used for 
purpose other 
than specified 

L L 

Guidelines 
available.  
 
Audit also 
Reports. 

N.A. L L Annual 
P.D and 

IAW 
N.A 

6 
Release of 

funds 

Delay in release 
of funds to 
implementing 
agency by states 

H H 
Audit reports 
delays 

Real Time 
tracking through 
PFMS 

H M Bi-Annual 
P.D and 

IAW 
1/4/2019 

7 
Release of 

funds 

Delay on part of 
State to provide 
its own share of 
contribution to 
scheme 

L L 

Centre does not 
release next 
instalment till 
State releases 
its own share.  
 
IAW is also 
checking. 

Benchmarking 
of delays by 
states 

L L Bi-Annual 
P.D and 

IFD 
1/4/2019 

8 Utilization 

Funds are 
neither utilized 
nor returned by 
state 

L L 

Centre adjusts 
in the next 
release.  
 
Audit reports 
deviations. 

N.A. L L Annual 
P.D and 

IFD 
N.A 
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C. Implementation Monitoring 

9 Utilization 

Inadequate 
utilization of 
Infrastructure 
under RKVY 

M M 

Geo tagging of 
Infrastructure 
created under 
the scheme 

Mechanism of 
reporting from 
State and 
monitoring from 
Centre on use of 
infrastructure 
created under 
RKVY. 

M M Six monthly  PD 1/4/2019 

10 Monitoring 
Risk of life due 
to incomplete 
project 

L L Already in SOP 

Special 
monitoring of 
abandoned 
projects 

L L 

Bi-Annual 
PD and 

IAW 1/4/2019 

11 Monitoring  

Mismatch 
between 
physical & 
financial 
progress 

H H 
PD scrutinizes 
before release 
of funds 

Physical 
Progress to be 
monitored along 
with Financial 
Progress 

L L 

Annual PD 

1/4/2019 

12 Monitoring  
Shortfall in 
achievement of 
targets 

L L 

It’s a gap filling 
scheme so it is 
difficult to set 
targets 

Quantifiable 
target should be 
fixed for 
performance 
evaluation 

L L Annual 
Deptt. 

of DACF 
& W 

1/4/2019 

D. Procurement Related 

13 
Unethical 
practices 

Formation of 
vendors cartel 

H M 

Gem Portal is 
providing facility 
for all public 
procurements 

Provision for 
uploading 
complaints 
/grievances / 
undesirable 
activities on 
website.  

M M 
On real 

time basis 
PD 

Three 
Months 
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14 
Tender 
system 

Procurement 
without tender 

M M 

General 
Guidelines 
available.  
 
Audit also 
reports. 

N.A. L L 

Procureme
nt schedule 
and Annual 

Audit 

GFR and 
Audit by 

IAW 
N.A 

E. MIS & Reporting 

15 Updation 

Delay of 
entering details 
of projects in 
MIS approved 
by State : 
Monitoring & 
completion 
status 

L M 

Fund release is 
linked to 
uploading of 
data 

N.A. L L Six monthly  PD NA 

16 Certification 
Incorrect  
Utilization 
Certificate 

M M 
Program 
Division reviews 
UCs 

Utilization 
certificate 
should be 
generated 
through PFMS 

L L Annual PD 
Next 

Financial 
Year 

17 
Completed 

projects 

No formal 
process of 
reporting on 
completed 
projects  

L H N.A. 

A reporting 
system need to 
be introduced 
whereby details 
of completed 
projects are 
reported and 
compiled. This 
would help in 
IAW sampling 
for audits. 
 

L H       
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Guidelines need 
to specify this 
reporting 
requirement.  

18 

Utilization 
of 

Infrastruc-
ture 

Created 

No process of 
reporting on 
utilization of 
Infrastructure 
created under 
projects 

L H N.A. 

A reporting 
system needs to 
be introduced 
to report on 
utilization of 
Infrastructure 
created. 
 
Guidelines to 
specify this 
reporting 
requirement  

L H       

F. Evaluation System 

19 Timeframes 

Delayed 
Evaluation of 
completed 
projects 

L M 

Guidelines 
provide for 3rd 
party 
concurrent 
evaluation.                
 
UC highlights 
the financial & 
physical 
completion. 

N.A. L L Annual 
PD and 

IAW 
N.A 
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Completion 
records are 
Geo-tagged.  
 
Audit also 
verifies on 
random basis 

20 Selection 

Improper 
selection / 
framing of 
projects 
(incorrect 
selection of 
location) 

L L 

States are 
selecting.             
 
SLPSC & SLSC & 
are evaluating 

N.A. L L Annual 
State 
Govt. 

N.A 

21 
Project 

selection 

No 
independence in 
selection of 
projects for 
evaluation / 
verification by 
IAW 

M H N.A. 

Audit team 
needs to decide 
on sample 
selection 
criteria.  
 
Audit to report 
and specify 
reasons for non 
/ inadequate 
coverage of 
samples 
selected 

M H       
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G. Beneficiaries Related 

22 
Advertise-

ment 

Lack of 
awareness / 
publicity at the 
beneficiary level 

L M 

Advertisement 
budget is 
available with 
State & Centre.          
 
Meeting & 
Questioning 
potential 
beneficiaries 
about their 
awareness of 
the scheme 
exists 

N.A. L L Quarterly 
State 

Govt. & 
PD 

N.A 

23 
Training & 
Awareness 

Lack of training 
/ awareness of 
latest farming 
techniques 

L H 
Some depts. are 
giving training 

Scheme wise 
reporting on 
existence / 
adequacy of 
training. 

L M Quarterly 
State 

Govt. & 
PD 

1/4/2019 

24 Identification 

Benefit to 
ineligible 
beneficiary 

L L 
Guidelines & 
criteria are 
available 

Maintenance of 
sector wise 
register of 
beneficiaries.  
 
Auditor to check 
eligibility on 
random basis as 
per checklist 

L L Annual IAW 1/4/2019 

25 Identification 

Non 
Identification of 
correct 
beneficiary 

L L 

Checks like 
Father's name & 
Date of Birth are 
in place 

N.A. L L 

Project 
commence

ment 
timeline 

State 
Govt. 

N.A 
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(duplicate 
name) 

26 
Infra-

structure 
Facility 

Shortage of 
administrative 
infrastructure  

L L N.A. 

MIS system to 
highlight 
instances of 
inadequate 
infrastructure 

L L Six monthly  
Program 

Div. & 
Audit 

1/4/2019 

27 Verification 

Verification of 
data accuracy 
provided by 
implementing 
agency with 
beneficiary's 
test checks 

L M 

Verification of 
minutes of SLSC 
meeting with 
data provided 
by state 

Scrutiny of data 
on random basis  

L L Bi-Annual 
PD and 

IAW 
1/4/2019 

28 Verification 

Taking undue 
advantage of 
multiple scheme 
- duplication of 
funding  

L L 
Guidelines do 
not permit 

N.A. L L Annual P.D N.A 

29 
Training & 
Awareness 

Lack of 
technology 
awareness 
among 
Beneficiaries 

H H 

MIS on training , 
demonstrations 
& awareness 
w.r.t. farmers 
attendance/part
icipation in 
programs 
organized by 
states 

Gap analysis for 
available 
knowledge and 
knowledge 
available in field 
is to be carried 
out and MIS for 
the same is to 
be developed 

M M Quarterly PD 1/4/2019 
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H. Accounting & Book Keeping 

30 
Accounting 
& Record 
keeping 

Scheme wise 
ledgers are not 
maintained 

L H N.A. 

Audit to report 
if scheme wise 
separate ledgers 
are not 
maintained. 
Guidelines are 
to be suitably 
modified 

L H Annual PD/ IAW 1/4/2019 

31 
Accounting 
& Record 
keeping 

Improper 
maintenance of 
accounting 
records 

L L 
Open for audit 
by IAW and 
C&AG 

N.A. L L Annual  IAW N.A 

32 
Accounting 
& Record 
keeping 

BRS tallying the 
cash book and 
bank account 
not being 
prepared in 
most of the 
cases.  

M H 
Audit & scheme 
guidelines 
available 

Comment on 
the subject to 
be mandated in 
IAW Reports 

M M Annual  IAW 1/4/2019 

I. Audit 

33 
Scope of 
coverage 

Inadequate 
Internal control 
& audit 

M M N.A. 

Increased audit 
coverage.  
 
Enhancing skill 
of IAW 
personnel with 
certificate in 
internal audits 

M M Bi-Annual IAW 1/4/2019 

34 
Commence

ment 
Delayed audit M H N.A. 

Time 
period/limit to 

M H Annual IAW 1/4/2019 
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be defined for 
all auditable 
areas 

35 Periodicity 
Inadequate 
concurrent 
evaluation 

M H N.A. 

Time 
period/limit to 
be defined for 
all auditable 
areas 

M H Six monthly  PD 1/4/2019 

J. Personnel Related 

36 

Clear roles 
&  

Responsi-
bilities 

Lack of 
Transparency in 
Functioning 

L L 

All approved 
projects are 
available in the 
public domain 

Data analytics to 
support audit 
plan 

L L Bi-Annual 
PD and 
State 
Govt. 

1/4/2019 

37 
Field 

Expert's 
availability 

Subject matter 
Expert / 
specialist not 
available with 
Programme 
Staff  

M H N.A. 

SME's to be 
used for 
projects 
exceeding a 
certain financial 
outlay or 
complexity 

M H 
Real Time 

Basis 
PD 1/4/2019 

38 
Field 

Expert's 
availability 

Subject matter 
Expert / 
specialist not 
available with 
Audit Staff  

M H N.A. 

SME's to be 
used for 
projects 
exceeding a 
certain financial 
outlay or 
complexity 

M H 
Real Time 

Basis 
IAW 1/4/2019 

39 
Rewards & 
Recognition 

Lack of 
Motivation in 
implementation 

M M N.A. 

Incentives & 
awards to states 
/ districts / 
farmers 

M M Annual 

PD and 
State 

Govern
ment 

1/4/2019 
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K. Others 

40 Others 
Natural 
calamities 

H H 

List of 
preventive & 
reactive projects 
available for 
which there is 
funding 
provisions for 
projects. 

N.A. H H 
Actual 

occurrence 
PD N.A 
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EXHIBIT II 

Internal Control Self-Assessment Checklist 

Assessment Factor 
Indication of Stronger 
Controls 

Indication of 
Weaker Controls 

Assessment 

Strong – Weak 

 1 2 3 4 5 

Section 1 – Control Environment 

1 - Integrity and Ethical Values 

1.1 Acceptable 
business 
practices. 

Ministry officials understand 
the policies covering matters 
such as legitimate use of 
resources. 

Policies are poorly 
understood 

     

1.2 Codes of 
conduct. 

Ministry officials understand 
the policies governing 
relationships with sponsors, 
suppliers, creditors, 
regulators, the community, 
and the public at large. 

Policies are poorly 
understood. 

     

1.3 Conflicts of 
interests. 

Ministry officials understand 
the policies regarding 
potential conflicts of interest. 

Policies are poorly 
understood. 

     

1.4 Integrity. 

Ministry officials sets a good 
example and regularly 
communicates high 
expectations regarding 
integrity and ethical values. 

Department does 
not set a good 
example and/or 
does not 
communicate 
high expectations 
regarding 
integrity and 
ethical values. 

     

2 – Commitment to Competence 

2.1 Job 
descriptions. 

Responsibilities are clearly 
defined in writing and 
communicated as 
appropriate. 

Responsibilities 
are poorly 
defined or poorly 
communicated. 
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Assessment Factor 
Indication of Stronger 
Controls 

Indication of 
Weaker Controls 

Assessment 

Strong – Weak 

 1 2 3 4 5 

2.2 Knowledge and 
Skills.  

Ministry officials understand 
the knowledge and skills 
required to accomplish tasks. 

Department does 
not adequately 
consider 
knowledge and 
skill 
requirements. 

     

2.3 Employee 
competence. 

Ministry officials are aware of 
competency levels, and are 
involved in training and 
increased supervision when 
competency is low. 
 

Department is not 
adequately aware 
of competency 
levels, or does not 
actively address 
problems. 

     

3 – Ministry’s Philosophy and Operating Style 

3.1
 Communicati
on with 
appropriate 
personnel. 

Ministry officials insists on 
full and open disclosure of 
financial or business issues 
with appropriate personnel. 

Department is 
secretive and 
reluctant to 
conduct business 
or deal with issues 
in an open 
manner. 

     

3.2 Laws and 
regulations. 

There is active concern and 
effort to ensure compliance 
with the letter and intent of 
laws and regulations. 

Department is 
willing to risk the 
consequences of 
noncompliance. 

     

3.3 Getting the job 
done. 

Department is concerned 
with and exerts effort to get 
the job done right the first 
time. 
 
 

Department is 
willing to get the 
job done without 
adequate regard 
to quality. 

     

3.4 Exceptions to 
policy. 

Exceptions to policy are 
infrequent. When they occur 
they must be approved and 
well documented. 

Exceptions to 
policy are the 
norm and are 
rarely 
documented. 
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Assessment Factor 
Indication of Stronger 
Controls 

Indication of 
Weaker Controls 

Assessment 

Strong – Weak 

 1 2 3 4 5 

3.5 Approach to 
financial 
accountability. 

Department’s approach 
shows concern and 
appreciation for accurate and 
timely reporting. Budgeting 
and other financial estimates 
are generally conservative. 

Financial 
accountability is 
given low priority. 

     

3.6 Emphasis on 
meeting budget 
and other 
financial and 
operating 
goals.  

Realistic budgets are 
established and results are 
actively monitored. 
Corrective action is taken as 
necessary. The unit learns 
from, and does not repeat, 
mistakes. 

Department 
either shows little 
concern (climate 
of laxness), or 
makes 
unreasonable 
demands (climate 
of fear). 

     

3.7 Approach to 
decision 
making.  

Decision-making processes 
are deliberate and 
consistent. Decisions are 
made after careful 
consideration of relevant 
facts. Policies and 
procedures are in place to 
ensure appropriate levels of 
management are involved. 

Decision making 
is nearly always 
informal. Ministry 
makes arbitrary 
decisions with 
inadequate 
discussion and 
analysis of the 
facts. 

     

4 – Organizational Structure 

4.1 Complexity of 
the 
organizational 
structure.  

Complexity of the structure is 
commensurate with the 
organization. Lines of 
reporting are clear and 
documentation is up-to-date.  

Lines of 
responsibility are 
unclear or 
unnecessarily 
complicated for 
the size and 
activities of the 
entity. 
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Assessment Factor 
Indication of Stronger 
Controls 

Indication of 
Weaker Controls 

Assessment 

Strong – Weak 

 1 2 3 4 5 

4.2 Organization 
charts.  

Documentation exists and is 
up to date.  

Documentation 
does not exist or 
is out-of-date.  
The documented 
structure does 
not correspond 
with actual 
responsibilities. 

     

5 – Assignment of Authority and Responsibility 

5.1 Delegation of 
authority and 
assignment of 
responsibility 
for operating 
and financial 
functions. 

Delegation of authority and 
assignment of responsibility 
is clearly defined. Individuals 
are held accountable for 
results. 

Decisions are 
dominated by one 
or a few 
individuals. Roles 
and 
responsibilities of 
are unclear. 

     

5.2 Authority 
limits. 

Authority limits are clearly 
defined in writing and 
communicated as 
appropriate. 
 
 

Policies and 
procedures 
covering 
authority limits 
are informal or 
poorly 
communicated. 

     

5.3 Delegated 
signature 
authority. 

Appropriate limits have been 
placed on each delegation of 
signature authority. 
Ministry/Department 
reviews and updates 
signature records as turnover 
occurs. 
 

Signature 
authority is 
delegated 
without adequate 
consideration.  
Delegated 
authority is not in 
line with 
employee 
knowledge, 
training, or 
competence. 
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Assessment Factor 
Indication of Stronger 
Controls 

Indication of 
Weaker Controls 

Assessment 

Strong – Weak 

 1 2 3 4 5 

5.4 Knowledge and 
experience. 

Key personnel are 
knowledgeable and 
experienced. Senior officials 
do not delegate authority to 
inexperienced individuals. 
 

Key personnel are 
inexperienced. 
Senior officials 
delegate 
authority without 
regard to 
knowledge and 
experience. 

     

5.5 Resources.  

Ministry provides the 
resources needed for 
employees to carry out their 
duties.  

Ministry does not 
provide necessary 
resources. 

     

6 – Human Resource Policies and Practices 

6.1 Selection of 
personnel.  

A careful hiring process is in 
place.   

The hiring process 
is informal, and 
proceeds without 
adequate 
involvement of 
higher-level 
officials. 

     

6.2 Training. 

On-the-job and other training 
programs have defined 
objectives. They are effective 
and important. 

Training 
programs are 
inconsistent, 
ineffective, or are 
given low priority. 

     

6.3 Supervision 
policies.  

Personnel are adequately 
supervised. They have a 
regular resource for resolving 
problems. 

Regular 
supervision does 
not exist or is 
ineffective. 
Employees are 
frustrated as they 
‘have nowhere to 
go’ with issues. 

     

6.4 Inappropriate 
behavior.  

Inappropriate behavior is 
consistently reprimanded in 
a timely and direct manner, 
regardless of the individual's 
position or status. 

Reprimands are 
not timely, direct, 
or are not 
consistently 
applied (climate 
of favoritism).   
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Assessment Factor 
Indication of Stronger 
Controls 

Indication of 
Weaker Controls 

Assessment 

Strong – Weak 

 1 2 3 4 5 

6.5 Evaluation of 
personnel.  

An organized evaluation 
process exists. 
 

The evaluation 
process is ad hoc 
and inconsistent.  
Performance 
issues are not 
formally 
addressed. 

     

6.6 Staffing of 
critical 
functions.  

Critical functions are 
adequately staffed, with 
reasonable workloads. 
 
 

There is 
inadequate 
staffing and 
frequent periods 
of overwork and 
"organizational 
stress." 

     

Section 2 – Risk Assessment 

7 – Organizational Goals and Objectives 

7.1 Organization-
wide 
objectives. 

A formal Ministry-wide 
mission or value statement is 
established and 
communicated throughout 
the unit. 

A Ministry-wide 
mission or value 
statement does 
not exist. 

     

7.2 Critical success 
factors. 

Factors that are critical to 
achievement of Ministry-
wide objectives are 
identified. Resources are 
appropriately allocated 
between critical success 
factors and objectives of 
lesser importance. 

Success factors 
are not identified 
or prioritized. 

     

7.3 Activity-level 
objectives. 

Realistic objectives are 
established for all key 
activities including 
operations, financial 
reporting and compliance 
considerations. 

Activity-level 
objectives do not 
exist. 
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Assessment Factor 
Indication of Stronger 
Controls 

Indication of 
Weaker Controls 

Assessment 

Strong – Weak 

 1 2 3 4 5 

7.4 Measurement 
of objectives. 

Ministry-wide and activity 
level objectives include 
measurement criteria and 
are periodically evaluated. 

Performance 
regarding 
objectives is not 
measured. 
Targets are not 
set. 

     

7.5 Long and short-
range planning. 

Long and short-range plans 
are developed and are 
written. Changes in direction 
are made only after sufficient 
study is performed. 
 

No organized 
planning process 
exists. There are 
frequent shifts in 
direction or 
emphasis. 

     

7.6 Budgeting 
system.  

Detailed budgets are 
developed by area of 
responsibility following 
prescribed procedures and 
realistic expectations. Plans 
and budgets support 
achievement of Ministry-
wide action steps. 

Budgets do not 
exist or are 
"backed into" 
depending on 
desired outcome. 

     

8 – Risk Identification and Prioritization 

8.1 Identification 
and 
consideration 
of external risk 
factors.  

A process exists to identify 
and consider the implications 
of external risk factors 
(economic changes, changing 
sponsor and community 
needs or expectations, new 
or changed legislation or 
regulations, technological 
developments, etc.) on 
Ministry-wide objectives and 
plans. 

Potential or 
actual external 
risk factors are 
not effectively 
identified or 
evaluated. 

     



67 
 

Assessment Factor 
Indication of Stronger 
Controls 

Indication of 
Weaker Controls 

Assessment 

Strong – Weak 

 1 2 3 4 5 

8.2 Identification 
and 
consideration 
of internal risk 
factors.  

A process exists to identify 
and consider the implications 
of internal risk factors (new 
personnel, new information 
systems, changes in 
responsibilities, new or 
changed applications or 
implementations, etc.) on 
Ministry-wide objectives and 
plans. 

Potential or 
actual internal 
risk factors are 
not effectively 
identified or 
evaluated. 

     

8.3 Prioritization of 
risks.  

The likelihood of occurrence 
and potential impact 
(monetary and otherwise) 
has been evaluated. Risks 
have been categorized as 
tolerable or requiring action. 

Risks have not 
been prioritized. 

     

8.4 Process for 
monitoring 
risks. 

A risk management program 
is in place to monitor and 
help mitigate exposures. 
 
 

Exposure is dealt 
with on a case by 
case basis. 
Regular efforts or 
programs to 
manage risks do 
not exist. 

     

8.5 Consultation 
with external 
advisors. 

External advisors are 
consulted as needed to 
supplement internal 
expertise. 
 
 

Internal expertise 
regarding risk and 
control issues is 
inadequate.  
Assistance is 
never sought 
from outside 
sources. 

     

9 – Managing Change 

9.1 Commitment to 
change.  

Ministry promotes 
continuous improvement 
and solicits input and 
feedback on the implications 
of significant change. 

Ministry 
promotes the 
status quo, even 
when changes are 
needed to meet 
important 
business needs. 
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Assessment Factor 
Indication of Stronger 
Controls 

Indication of 
Weaker Controls 

Assessment 

Strong – Weak 

 1 2 3 4 5 

9.2 Support of 
change. 

Ministry is willing to commit 
resources to achieve positive 
change. 

Ministry offers no 
resources to 
facilitate change. 

     

9.3 Routine 
change. 

Mechanisms exist to identify, 
prioritize, and react to 
routine events (i.e., turnover) 
that affect achievement of 
organization-wide objectives 
or action steps. 

Procedures are 
not present or are 
ineffective. 

     

9.4 Economic 
change. 

Mechanisms exist to identify 
and react to economic 
changes. 

Procedures are 
not present or are 
ineffective. 

     

9.5 Regulatory 
change.  

Mechanisms exist to identify 
and react to regulatory 
changes (maintain 
membership in associations 
that monitor laws and 
regulations, participate in 
peer forums, etc…). 

Procedures are 
not present or are 
ineffective. 

     

9.6 Technological 
change.  

Mechanisms exist to identify 
and react to technological 
changes and changes in the 
functional requirements of 
the unit. 

Procedures are 
not present or are 
ineffective. 

     

Section 3 – Control Activities 

10 – Written Policies and Procedures 

10.1 Access to 
policies and 
procedures. 

Staff has available up to date 
policies and procedures and 
know how to use them. 

Corporate policy 
and procedures 
are not available 
or are rarely used. 

     

10.2 Departmental 
policies and 
procedures.  

The Department has 
documented its own policies 
and procedures. They are 
well understood by the staff. 

Departmental 
policies and 
procedures do 
not exist. 

     

11 – Control Procedures 
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Assessment Factor 
Indication of Stronger 
Controls 

Indication of 
Weaker Controls 

Assessment 

Strong – Weak 

 1 2 3 4 5 

11.1 Senior Officials 
reviews. 

Senior officials monitors the 
Department's performance 
against objectives and 
budget. 

Senior officials do 
not monitor 
Departmental 
performance. 

     

11.2 Top level 
(Ministry-wide) 
objective 
performance 
reviews by 
Ministry 
officials. 

Reviews are made of actual 
performance compared to 
objectives and previous 
periods for all major 
initiatives. 

Analyses are not 
performed or 
senior officials do 
not follow up on 
significant 
deviations. 

     

11.3 Top level 
(Ministry-wide) 
financial 
performance 
reviews by 
Ministry 
officials. 

Reviews are made of actual 
performance versus budgets, 
forecasts, and performance 
in prior periods for all major 
initiatives. Ministry analyzes 
and follows up as needed. 

Analyses are not 
performed or 
Ministry does not 
follow up on 
significant 
deviations.   

     

11.4 Direct 
functional or 
activity 
management 
by Ministry 
officials.  

Performance reviews are 
made of specific functions or 
activities, focusing on 
compliance, financial or 
operational issues. 

No performance 
reviews occur. 

     

11.5 Performance 
indicators.  

Unexpected operating 
results or unusual trends are 
investigated.  

Operating results 
and trends are 
not monitored. 

     

11.6 Accounting 
statements and 
key 
reconciliations.  

Accounting statements and 
key reconciliations are 
completed timely. Ministry 
officials perform a diligent 
review and signify approval 
by signature and date. 

Reconciliations 
are not 
performed timely 
or regularly.  
Officials do not 
carefully review 
or formally 
approve 
statements or 
reconciliations. 
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Assessment Factor 
Indication of Stronger 
Controls 

Indication of 
Weaker Controls 

Assessment 

Strong – Weak 

 1 2 3 4 5 

11.7 Sponsored 
project account 
management. 

Sponsored project accounts 
are reviewed and reconciled. 
PIs certify the expenditures 
timely. Ministry officials 
monitors the portfolio of 
sponsored accounts for 
compliance and fiscal 
responsibility. 

Sponsored 
project accounts 
are not 
monitored; 
reconciliations 
and certifications 
are not timely. 

     

11.8 Use of 
restricted funds 
(gifts). 

Restrictions on use are well 
documented, and are 
understood by employees 
who administer the funds. 
Usage is monitored by 
Ministry officials, accounts 
are reconciled.  

Restrictions are 
not clearly 
documented.  
Restricted fund 
accounts are not 
monitored; usage 
may not match 
restrictions. 

     

11.9 Information 
processing. 

Controls exist to monitor the 
accuracy and completeness 
of information as well as 
authorization of transactions. 

No information 
processing 
controls are in 
place. 

     

11.10 Physical 
controls.  

Equipment, supplies, 
inventory, cash and other 
assets are physically secured 
and periodically counted and 
compared to the amounts 
shown on control records. 

Equipment, 
supplies, 
inventory, cash 
and other assets 
are not protected. 
Control records 
do not exist or are 
not up to date. 

     

11.11 Training and 
guidance for 
asset 
custodians. 

Adequate guidance and 
training are provided to 
personnel responsible for 
cash or similar assets.  

No training or 
guidance is 
provided. 

     

11.12 Separation of 
duties. 

Financial duties are divided 
among different people 
(responsibilities for 
authorizing transactions, 
recording them and handling 
the asset are separated). 

No significant 
separation of 
financial duties 
among different 
employees. 
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Assessment Factor 
Indication of Stronger 
Controls 

Indication of 
Weaker Controls 

Assessment 

Strong – Weak 

 1 2 3 4 5 

11.13 Record 
retention. 

Unit employees understand 
which records they are 
responsible to maintain and 
the required retention 
period. Records are 
appropriately filed.  

Unit employees 
do not 
understand which 
records they are 
responsible for 
maintaining. The 
filing system is 
inadequate. 

     

11.14 Disaster 
response plan.  

A disaster response and 
recovery plan has been 
developed and is understood 
by key personnel. 

No disaster 
response or 
recovery plan 
exists. 

     

12 – Controls over Information Systems 

12.1 Local 
information 
systems and 
LANs.  

System operations are 
documented; software is 
appropriately acquired and 
maintained; access to the 
system, programs and data is 
controlled; the system is 
maintained in a secure 
environment; applications 
are appropriately developed 
and maintained. 

Inadequate 
controls over 
local information 
systems or LANs. 

     

12.2 Application 
controls.  

The unit controls IT computer 
applications; these controls 
ensure a high level of data 
integrity including 
completeness, accuracy, and 
validity of all information in 
the system.  

Application 
controls are not 
used.  

     

12.3 Back Up.  

Key data and programs on 
LANs or desktop computers 
are appropriately backed up 
and maintained. Off-site 
storage is adequate 
considering possible risks of 
loss.  

No formal back up 
procedures exist. 
Staff is not 
informed about 
back up 
requirements. 
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Assessment Factor Indication of Stronger Controls 
Indication of 
Weaker Controls 

Assessment 

Strong – Weak 

 1 2 3 4 5 

Section 4 – Information and Communication 

13 – Access to Information 

13.1 Relevant 
external 
information.  

Unit members receive relevant 
information regarding 
legislation, regulatory 
developments, economic 
changes or other external 
factors that affect the unit. 

Relevant 
information is not 
available. 

     

13.2 Reporting 
system.  

An executive information 
system exists. Information and 
reports are provided timely. 
Report detail is appropriate for 
the level of officials. Data is 
summarized to facilitate 
decision making. 

A formal 
reporting system 
does not exist. 
Reports are not 
timely or are not 
at appropriate 
levels of detail. 

     

13.3 Management 
of information 
security.  

Information is evaluated and 
classified based on level of 
integrity, confidentiality and 
availability. Individuals with 
access to information are 
trained to understand their 
responsibilities related to the 
information. 

Information used 
by the unit has 
not been 
evaluated and 
classified. 
Employees are 
not trained with 
respect to 
information 
security. 

     

14 – Communication Patterns 

14.1 Policy 
enforcement 
and discipline. 

Employees who violate an 
important policy are 
disciplined. Departmental 
communications and actions 
are consistent with policies. 

Violations, while 
not condoned 
officially, are 
often overlooked.  

     

14.2 Recommenda-
tions for 
improvement.  

Employees are encouraged to 
provide recommendations for 
improvement. Ideas are 
recognized and rewarded. 

Employees' ideas 
are not 
welcomed. 
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Assessment Factor Indication of Stronger Controls 
Indication of 
Weaker Controls 

Assessment 

Strong – Weak 

 1 2 3 4 5 

14.3 Formal 
communica-
tions.  

Formal methods are used to 
communicate unit policies and 
procedures (e.g., manuals, 
training programs, written 
codes of conduct, and 
acceptable business practices). 

To the extent that 
they exist, policies 
are buried in 
unused manuals 
and documents. 

     

14.4 External 
communica-
tions.  

Standards and expectations 
are communicated to key 
outside groups or individuals 
(e.g., vendors, consultants, 
donors, sponsors, 
subcontractors, sub-
recipients). 

No external 
communication of 
standards and 
expectations. 

     

14.5 Communica-
tion with 
evaluators. 

Information is openly shared 
with outside evaluators. 

Information is 
kept secret from 
outside 
evaluators. 

     

Section 5 – Monitoring 

15 – Management Supervision 

15.1 Effectiveness 
of key control 
activities.  

Ministry officials routinely 
spot-check transactions, 
records and reconciliations to 
ensure expectations are met. 

Officials never 
perform spot-
checks. 

     

15.2 Supervision of 
accounting 
function.  

Accounting policies are defined 
and adopted after appropriate 
consideration. Policies are 
effectively communicated (in 
writing). 

Policies are ad hoc 
or poorly 
communicated. 

     

15.3 Supervision of 
new systems 
development.  

Policies are defined for 
developing new systems or 
changes to existing systems 
(cost/benefit analysis, team 
composition, user 
specifications, documentation, 
acceptance testing, and user 
approval). 

Policies and 
procedures are ad 
hoc, poorly 
communicated, 
or ineffective. 
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Assessment Factor Indication of Stronger Controls 
Indication of 
Weaker Controls 

Assessment 

Strong – Weak 

 1 2 3 4 5 

15.4 Budget 
analysis.  

Budgets are compared to 
actual results and deviations 
are followed up on a timely 
basis. Adequate consideration 
is given to commitments. 

An analysis of 
actual versus 
budgeted results 
is not performed, 
or there is no 
follow up on 
deviations. 

     

16 – Outside Sources 

16.1 Regulatory 
authorities.  

Reports from regulatory bodies 
are considered for their 
internal control implications. 

Response is 
limited to what is 
necessary to "get 
by" the 
regulators. 

     

16.2 Sponsors, 
suppliers, 
creditors, and 
other third 
parties.  

Root causes of inquiries or 
complaints are investigated 
and considered for internal 
control implications. 

Inquiries or 
complaints are 
dealt with case-
by-case, with little 
or no follow-up. 

     

16.3 External 
auditors.  

Information provided by 
external auditors about 
control-related matters are 
considered and acted on at 
high levels. 

Findings are 
referred to lower 
levels or are 
explained away. 

     

17 – Response Mechanisms 

17.1 Follow-up of 
violations of 
policies. 

Timely corrective action is 
taken.  

Follow-up is 
sporadic. 

     

17.2 External or 
internal audit 
findings.  

Findings are considered and 
immediately acted upon at 
appropriate levels.  

Consideration of 
findings is 
delegated to 
lower levels or is 
given low priority. 
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Assessment Factor Indication of Stronger Controls 
Indication of 
Weaker Controls 

Assessment 

Strong – Weak 

 1 2 3 4 5 

17.3 Changes in 
conditions 
(e.g., 
economic, 
regulatory, 
technological, 
or 
competitive). 

Changes are anticipated and 
routinely integrated into 
ongoing long- and short-range 
planning. 

Responses are 
reactive rather 
than proactive. 

     

18 – Self-Assessment Mechanisms 

18.1 Monitoring of 
control 
environment.  

Ministry officials periodically 
assesses employee attitudes, 
reviews the effectiveness of 
the organization structure, and 
evaluates the appropriateness 
of policies and procedures. 

Assessment 
processes do not 
exist. 

     

18.2 Evaluation of 
risk 
assessment 
process.  

Ministry officials periodically 
evaluates the effectiveness of 
its risk assessment process. 

Assessment 
processes do not 
exist. 

     

18.3 Assessment of 
design and 
effectiveness 
of internal 
controls. 

Internal controls are subject to 
a formal and continuous 
internal assessment process. 

Assessment 
processes do not 
exist. 

     

18.4 Evaluation of 
information 
and 
communicatio
n systems.  

Ministry officials periodically 
evaluates the accuracy, 
timeliness and relevance of its 
information and 
communication systems. They 
question information on 
reports that appears unusual 
or inconsistent. 

Assessment 
process does not 
exist. 
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EXHIBIT III 

Checklist No. 1: Checklist for Compliance Audit of DDOs  

Section – A (Control points for Budget and Expenditure) 

S. No. Particulars Response Remarks 

1. Whether Budget Estimates both for Expenditure and 
Receipts are prepared in accordance with the prescribed 
norms and instructions as contained in the GFRs?  

Yes No  

2. Whether expenditure incurred is within the Budget 
allotted and all receipts and expenditure made during 
the year have been reconciled? 

Yes No  

3. Whether necessary records and accounts are prepared 
for Budget estimates, Grants and expenditure incurred? 

Yes No  

4. Whether expenditure incurred has the administrative 
and financial approval of the competent authority and 
Controlling Officer/DDOs are following the general 
principles of Financial Management as contained in Rule 
7 to 41 of the GFRs, 2017? 

Yes No  

5. Whether all Expenditures have been incurred under 
proper expenditure sanctions and are covered under the 
financial powers as contained in DFPRs? 

Yes No  

6. Whether proper record of expenditure sanction and 
expenditure incurred is maintained and all sanctions to 
expenditure indicate the details of appropriations and 
budget provisions? 

Yes No  

7. Whether monthly reconciliation of the expenditure and 
receipts figures carried out with the PAO’s figures for 
which budget provision is sanctioned? 

Yes No  

8. Whether monthly reconciliation statement sent to the 
Controlling Officers/Head of Department to watch the 
progress of expenditure in relation to the sanctioned 
budget grant? 

Yes No  

9. Whether the cases of write off of Losses, Deficiencies 
and depreciation in the value of losses, irrecoverable 
losses of stores or public money etc. has the approval of 
the competent  authority as specified in the DFPRs? 

Yes No  

10. Whether the subordinate officers/Head of Office/DDO 
who have been delegated financial powers are 
exercising their powers in accordance with the rules and 
regulations and within their authorized limits?  

Yes No  
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Section – B (Control points for Receipts and payment of Government Money) 

S. No. Particulars Response Remarks 

1. Whether all transactions of receipt and payments are 
being made only through the authorized accredited 
bank as authorized by the competent authority in the 
Government and no un-authorized Bank account is in 
operation?   

Yes No  

2. Whether all money received is immediately brought to 
account and remitted into the accredited Bank? 
Whether departmental receipts are not utilized to meet 
the departmental expenses and cash is drawn for 
immediate disbursement and not drawn in anticipation 
of demand or to prevent the lapse of Budget Grant?  

Yes No  

3. Whether Cash Book is maintained in the prescribed 
form, monthly closing of cash book is done and cash 
balances verified by the Head of the Office?  

Yes No  

4. Is cash receipt is issued in the prescribed form and entry 
of cash receipts is entered in the cash book? Whether 
receipts in the form of cheques or DDs are entered in the 
prescribed Register of valuables and receipts are timely 
remitted to bank for crediting into government account? 

Yes No  

5. Whether withdrawal from government account is made 
only by presentation of bills in the prescribed 
form/system for the prescribed charges to the 
PAO/CDDO? 

Yes No  

6. Whether record of all bills drawn/permanent 
advance/undisbursed government money/Imprest is 
properly maintained? 

Yes No  

7. Whether cash handling is assigned to a responsible 
officer under proper orders and cash handling allowance 
is paid at the prescribed rates?  

Yes No  

8. Whether receipts, remittance, accounting, withdrawal 
and disbursement of government money are strictly 
regulated under relevant rules and regulations? 

Yes No  

9. Whether record of specimen signatures of DDO/CDDO is 
maintained and sent to PAO/CDDO and paying bank 
branch of the accredited bank?  

Yes No  

10. Whether bank transactions are regularly reconciled and 
records of cheques issued, paid and unpaid cheques and 
e-payments details is properly maintained?  

Yes No  

11. Whether CDDOs are not making payment of bills other 
than the following categories of bills and as otherwise 
authorized, as per provisions of the Civil Accounts 
Manual?:- 

Yes No  
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(a) Pay & allowances including wages and medical    
claims-both advances and final bills. 

(b) Travel expenses; (c)Office contingencies: 
(d)Advances from provident funds for all categories; 
(e) Withdrawals and final withdrawals from GPF for 
MTS employees; (f)Payments arising under DLIS to 
group ‘D’ employees; (g) All short term loans and 
advances to government servants. 

12. Whether list of payments along with necessary 
schedules is timely sent to PAO by the CDDOs as per 
instructions issued? 

Yes No  

13. Whether CDDOs are reconciling all Receipts and 
Payments transactions with the PAO? Whether the 
details of the provident fund advances paid have been 
forwarded to the P.A.O every month through a 
statement of the amounts paid and including the 
particulars of the sanction, names of the subscribers, 
their account numbers, etc. as required under the rules? 

Yes No  

14. Whether CDDO is reconciling the expenditure/payments 
with the LOC received from the PAO and payments by 
cheques/e-payments are not made by the CDDO in 
excess of amount LOC at any time? 

Yes No  

15. Whether CDDO is following all the rules/regulations as 
prescribed in GFRs/DFPRs relating to drawing and 
disbursing of the government money and utilization of 
budget grants and funds? 

Yes No  

16. Whether Personal Deposit Account has been opened 
with the approval of the Ministry/Department in 
consultation with CGA? 

Yes No  

17. Whether Personal Deposit Account is maintained as per 
orders issued and whether “Abstract of the register of 
receipts and payments” pertaining to the personal 
deposit account is submitted by the PD account holder 
to the pay and accounts office every month? 

Yes No  

18. Whether DDOs/CDDOs are following the prescribed 
security features/protocols in the operation of the 
Public Financial management System (PFMS) as Notified 
by the IT Division of the CGA Office?  

Yes No  

19. Has monthly and annual reconciliation of balances are 
prepared by the Merged DDO and entries therein are 
posted correctly from the entries in the PBR and 
necessary reconciliation is completed with the PAO 
concerned? 

Yes No  

20. Whether GPF Interest credited to subscribers accounts 
during the year and the total figures thereof intimated 
to the PAO for carrying out the accounts adjustment and 
interest calculation sheets are available for verification? 

Yes No  
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Section – C (Control points for Establishment, Pay Rolls and Personal Claims)  

S. No. Particulars Response Remarks 

1. Whether staff strength is as per sanctioned strength and 
Establishment Control Register is maintained in the 
prescribed form? 

Yes No  

2. Whether appointment/recruitment/promotion against 
sanctioned posts is made as per relevant Recruitment 
Rules and all necessary records relating to 
appointment/recruitment/promotion are correctly 
maintained? 

Yes No  

3. Whether Service Books and related records of the 
employees are properly maintained and all necessary 
entries in the service books have been recorded? 

Yes No  

4. Whether pay fixation is correctly fixed and entries of pay 
fixation and annual increments are properly noted in the 
service book and are verified by Internal Audit? 

Yes No  

5. Whether entries of all kinds of Leave, LTC and Leave 
encashment etc., are made in the service book? 

Yes No  

6. Whether pay, allowances, special allowances, special 
pay, arrear of pay & allowances, Leave Salary etc., are 
examined/drawn correctly under proper sanction of the 
competent authority as admissible and necessary 
entries are made in the Service book and PBR under 
proper attestation? 

Yes No  

7. Whether recoveries on account of Income Tax, Licence 
Fee, Provident Fund, Insurance Scheme and short term 
/long term advances etc., is correctly made and 
intimated to the PAO/CDDO? 

Yes No  

8. Whether Last Pay Certificate is received and details 
correctly noted in PBR?  

Yes No  

9. Whether proper record of Leave Salary & Pension 
contribution and record of Foreign Service Contribution 
is maintained and necessary entries are made /verified 
from the PAO in the service books of the employees 
concerned? 

Yes No  

10. Whether necessary entries are correctly made in the 
PBR for grant of various advances under proper 
attestation and recovery of the various advances is 
correctly made? 

Yes No  

11. Whether necessary prescribed records of employees 
enrolled under New Pension System (i.e. Index Register 
indicating PRAN Number, Ledger and Broadsheet of 
contributions and records of remittance of 
subscriptions) are maintained? 

Yes No  
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12. Whether employees’ and government contribution 
remitted to the fund manager is as per time schedule? 

Yes No  

13. Whether reconciliation of monthly contribution figures 
is conducted from the figures appearing in the PAOs 
books? 

Yes No  

14. Whether all cases of mismatch, transfer, payments etc. 
are timely settled? 

Yes No  

15. Whether records of family pension authorized under 
NPS is properly maintained? 

Yes No  

 

Section –D (Control Points for Works, Procurement of Goods and services, Inventory & 

Contract Management) 

S. No. Particulars Response Remarks 

1. Whether execution of works and expenditure thereon 
has been made following the provisions of the Rule 130 
to 141 of the GFRs and as amended from time to time? 

Yes No 
 

2. Whether Procurement of Goods, Consultancy and 
Services is made strictly following the GFRs and 
guidelines and instructions as prescribed by the Ministry 
of Finance from time to time? 

Yes No 

 

3. Whether procurement of Goods and Services are being 
purchased through Government e-Market Place (GeM) 
as per provisions of the GFRs and as per instructions 
issued by the Ministry of Finance from time to time? 

Yes No 

 

4. Whether procurement of goods, services and works is 
fulfilling the yardsticks as prescribed in Rule 144 of the 
GFR? 

Yes No 
 

5. Whether the provisions relating to mandatory E-
Publishing the tender enquiries are being strictly 
followed as prescribed in Rule 159 of the GFRs? 

Yes No 
 

6. Whether recovery of GST, Income tax/Professional Tax 
etc. have been made from the payments made as per 
prescribed rates and timely remitted to the concerned 
authorities? 

Yes No 

 

7. Whether separate accounts is kept for Fixed Assets, 
Consumables, Library books and Assets of 
historical/artistic value as per Rule 211 of the GFRs, 2017 
and adequate arrangements are made for safe custody 
and proper storage of goods and materials? 

Yes No 

 

8. Whether physical verification of fixed assets, library 
books and consumables is done at least once a year as 
prescribed in Rule 213 of the GFRs? 

Yes No 
 

9. Whether obsolete or unserviceable items been 
identified as such by a committee constituted by the 
competent authority and a list of such items prepared 

Yes No 
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for disposal in the prescribed form and the disposal of 
such items have been made following the prescribed 
procedures as prescribed in the GFRs? 

10. Whether contracts have been made by the authority 
empowered to so do and principles of the Contract have 
been followed as prescribed in GFRs, 2017? Whether 
necessary prescribed records/registers are maintained 
for calling and opening of Tenders/Quotations and 
amount of Earnest Money/   Security Deposits? 

Yes No 

 

 

Section – E (Control Points for  maintaining records of Grants-in-aid, Loans, Government 

Guarantees Investments, Refund of Revenue, Deposits) 

S. No. Particulars Response Remarks 

1. Whether necessary accounts of the Government Grants 
are maintained and audited statements of accounts are 
sent to concerned sanctioning authorities after 
utilization of Grants-in aid or whenever called for? 

Yes No  

2. Whether necessary records of Loans are maintained 
and certificate of utilization of the loan is furnished to 
the Accounts Officer in every case of loan? 

Yes No  

3. Whether all refund of revenue is made with the 
approval/sanction of the competent authority and 
necessary record of refund is maintained? 

Yes No  

4. Whether necessary records are maintained for the 
amount received as Deposits and refund thereof? 

Yes No  

5. Whether necessary records of Investments, Securities 
Dividends are made in the prescribed Registers? 

Yes No  

6. Whether necessary records of Land and Building and 
records of transfer of land and building are maintained 
as per instructions issued by the Government? 

Yes No  

7. Whether records of Public Debt, Provident Funds is 
properly maintained as per provisions of the GFRs? 

Yes No  

8. Whether proceeds of Taxes, fines or other revenues 
levied or collected is credited to the Government 
Account and all records are open for inspection by the 
audit? 

Yes No  

9. Whether Records of the DDOs are retained as per 
provisions of the Civil Accounts Manual/GFRs? 

Yes No  

10. Whether destruction of records is strictly regulated in 
terms of the Rule 320 of the GFR? 

Yes No  
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Checklist No. 02:  Checklist for Compliance Audit of Pay & Accounts Offices 

Section – A (Control points for Budget, Expenditure, Receipts & Payments) 

S. No. Particulars Response Remarks 

1. Whether Budget Estimates both for Expenditure and 
Receipts are prepared in accordance with the prescribed 
norms and expenditure incurred is within the Budget 
allotted and all receipts and expenditure made during 
the year have been reconciled? 

Yes No  

2. Whether all Expenditures have been incurred under 
proper expenditure sanctions and monthly 
reconciliation of the expenditure and receipts figures 
carried out with the DDOs figures? Whether 
classification of expenditure is correct in all cases? 

Yes No  

3. Whether all payments are drawn only on the particular 
branch/branches of the Bank with which it has been 
authorized to have an account? Whether all receipts of 
the Ministry/Department are finally accounted for in the 
books of the PAO? 

Yes No  

4. Whether prescribed banking arrangements are being 
followed by the PAO as prescribed in Chapter 1 of the 
Civil Accounts Manual? 

Yes No  

5. Whether PAO is following the prescribed accounting and 
reconciliation procedures relating to government 
payment and government receipts as prescribed in 
Chapter 1 of the Civil Accounts Manual? 

Yes No  

6. Whether Bank Drafts or cheques received in the PAO are 
entered in the Register of Valuables and receipts are 
timely sent to Bank for credit to Government Account? 
Whether valuables are reconciled and any delay of 
receipt in the government account is reviewed for 
charging the penal interest from the Bank? 

Yes No  

7. Whether PAO is maintaining necessary records and 
accounts of Cheques Books for issue to DDOs? 

Yes No  

8. Whether PAO is following all pre-check payment 
procedures as prescribed in the Civil Accounts Manual 
and as notified from time to time? 

Yes No  

9. Whether CDDOs under the Pay & Accounts Office are 
following the prescribed procedure laid down for 
reporting and accounting of transactions and PAO is 
reconciling all the payments and receipts of the CDDOs?  

Yes No  

10. Whether payments on account of Establishment pay 
bills, pay fixation cases, arrear claims, TA/LTC bills, Bills 
of contingencies, Grants, Loans & Advances, Advances to 
Government Servants and refund of revenue etc. are 

Yes No  



83 
 

made in accordance with the rules and orders governing 
them and the arithmetical calculations are correct?  

11. Whether necessary recoveries/deductions are made 
from the payments made under rules? 

Yes No  

12. Whether payments on account of Contracts, Works 
Agreements, Procurement/ Supply of Goods & Services 
and Consultancy services etc. are made after examining 
the necessary agreements/work orders?  

Yes No  

13. Whether final Post Check of bills paid after Pre-Check is 
completed and necessary record as prescribed in Civil 
Accounts Manual is maintained? 

Yes No  

14. Whether Post Check of bills paid by the Cheque Drawing 
DDOs is completed as per provisions of the Civil 
Accounts Manual? 

Yes No  

15. Whether PAO is following the accounting procedure in 
respect of claims of the Merged DDOs as prescribed in 
Chapter 4 of the Civil Accounts Manual and reconciling 
the expenditure with the CDDOs? 

Yes No  

 

Section – B (Control points for Compilation of Accounts, Maintenance of GPF Accounts,  

Pension payments and  New Pension Scheme) 

S. No. Particulars Response Remarks 

1. Whether prescribed procedure for compilation of 
expenditure and receipts is being followed and all 
vouchers/challans have been entered in the accounts?  

Yes No  

2. Whether Transfer Entries are prepared correctly, 
verified and necessary records is maintained for the TEs 
prepared? 

Yes No  

3. Whether Ledger of balances under Debt, Deposits, 
Suspense & Remittances Heads is maintained and 
balances are reconciled/ verified and forwarded to 
Principal Accounts Office?  

Yes No  

4. Whether necessary Records/Ledgers and Broadsheets 
are prepared for Compilation, Consolidation and 
preparation of Accounts by the PAO? 

Yes No  

5. Whether necessary GPF Ledger, Broadsheets, Index 
Registers etc., as prescribed in Chapter 6 of the Civil 
Accounts Manual for maintenance of GPF Accounts is 
maintained? 

Yes No  

6. Whether annual closing of GPF accounts and charging of 
interest on GPF balances is correctly made? 

Yes No  

7. Whether transfer of GPF balances in respect of staff 
under the jurisdiction of Merged DDOs and 
reconciliation of GPF balances maintained by the 

Yes No  
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Merged DDOs is carried out as per prescribed 
procedure? 

8. Whether cases of GPF Transfer In/ Transfer Out and 
cases of GPF final payments are correctly made and 
necessary records for the same are properly maintained 
under proper attestation of the competent authority?  

Yes No  

9. Whether Pension and retirement benefits of the retiring 
government servants are timely authorized/finalised 
and payments made through DDO/CPAO as per 
prescribed procedure? 

Yes No  

10. Whether necessary Records/Registers/ for finalisation of 
pension and payment of retirement benefits (i.e. PPO 
Register, Gratuity Register and Commutation of Pension 
Register) are maintained?  

Yes No  

11. Whether necessary records of payment of provisional 
payment is maintained and recovery of TDS is made 
from the provisional payment made under rules? 
Whether records of pension authorized to employees 
covered under NPS is separately maintained? 

Yes No  

12. Whether Pension Files are properly maintained with 
copies of the LPC/ special seal authority issued by the 
CPAO and orders for fixation/re-fixation of pay for 
facilitating the correct revision of pension? 

Yes No  

13. Whether proper records and accounting of Inter-
departmental or inter-governmental transactions is 
maintained and transactions are settled as per 
prescribed procedure as contained in Chapter 8 of the 
Civil Accounts Manual? 

Yes No  

14. Whether necessary Registers in the prescribed Form are 
maintained for records of sanctions for foreign service, 
for record of Foreign Service Contributions, for record of 
Leave Salary and pension contributions and for making 
necessary entries in the Service Books of the officers 
concerned?   

Yes No  

15. Whether prescribed procedure as prescribed for 
payment/re-payment/accounting  of Loans and 
Advances sanctioned by the Central Government, 
payment of Long/Short  Term Advances to Government 
Servants, Grants-in-Aid, Guarantees given by the Central 
Government, Investments, and permanent advances   is 
followed in the PAO?  

Yes No  

16. Whether prescribed Registers/Records for grant of 
Loans and advances, Grants-in-aid, Dividends etc., 
including records of the Utilization certificates are 
properly maintained? 

Yes No  

17. Whether reconciliation of the cash balance is complete 
as per procedure contained in Chapter 13 of the CAM 

Yes No  
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and all the related requisite records and accounts are 
maintained? 

18. Whether the Pay & Accounts Offices of CBEC and CBDT 
are reconciling the banking and revenue transactions as 
per the prescribed procedures as contained in the Civil 
Accounts Manual? 

Yes No  

19. Whether necessary prescribed records of employees 
enrolled under New Pension System (i.e. Index Register 
indicating PRAN Number, Ledger and Broadsheet of 
contributions and records of timely remittance of 
subscriptions) are maintained? 

Yes No  

20. Whether reconciliation of monthly contribution figures 
is conducted and all cases of mismatch, transfer, 
payments etc. are timely settled?  

Yes No  

 

Section – C (Control points for Miscellaneous Issues) 

S. No. Particulars Response Remarks 

1. Whether payments of arrear claims are being regulated 
as per prescribed procedure and with the approval of 
the competent authority? 

Yes No  

2. Whether the Receipts, Repayment, Refunds and 
Accounting of Deposits are being maintained by the PAO 
with the requisite Records? 

Yes No  

3. Whether the prescribed procedure for Transfer of 
balances is followed? 

Yes No  

4. Whether prescribed procedure of Issue of Letter of 
Credits by Authorized Banks in favour of Foreign 
Suppliers and maintenance of Personal Deposit 
Accounts by the authorized Administrators are being 
followed? 

Yes No  

5. Whether the objections raised and irregularities noticed 
as a result of Pre and Post Checks exercised in the PAO 
are being reported to the proper authorities for suitable 
remedial action and record of all communications are 
being recorded in the prescribed Objection Book for 
follow up action? 

Yes No  

6. Whether Pay & Accounts Office is timely reporting the 
cases of defalcations and losses to the Principal 
Accounts Offices and also for examination to authority 
competent to write off the losses? 

Yes No  

7. Whether Pay & Accounts Office is reviewing and 
verifying the balances under various Debt, Deposit and 
Remittances heads to ascertain and verify the 
authenticity of such balances and also for taking 
necessary corrective action? 

Yes No  
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8. Whether the PAO is following the prescribed 
instructions/procedure for retention of records, 
transferring of records to investigating authorities and 
sending records to the Old Record as prescribed in the 
Civil Accounts Manual?  

Yes No  

9. Whether work distribution in Pay & Accounts Office is 
properly documented covering all the works/job 
responsibilities of the Pay & Accounts Office? Whether 
Pay & Accounts Office is maintaining Guard Files for 
maintaining the records of various orders/instructions 
and directives issued and their implementation? 

Yes No  

10. Whether the record of the pending audit observations 
raised by the C&AG, CGA and Internal Audit Wing of the 
Ministry/Department concerned is maintained and 
necessary action is taken by the Pay & Accounts Office 
for settlement of the audit observations? 

Yes No  
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EXHIBIT IV 

Sample Survey to Identify Vulnerable Areas of the Technology Processes Deployed to 

Deliver Value to Business Processes 

 

Rate the dependency of the activity on IT systems & information:   

HIGH/ MODERATE / LOW 

A. IT STRATEGY 
1. Is there a strategic plan at the Ministry/ scheme to leverage IT for improving 

its workflow, etc.? 
2. Are cost effective IT solutions being periodically tracked? 
3. Where the Program/Scheme is being extended in other states, is IT 

infrastructure and resource also being planned & ramped up? 
 

B. PERSONNEL MANAGEMENT 
1. Is there adequate skilled manpower to execute activities in time? Is the 

policy on temporary staff adequate to ensure adequate IT staff? 
 

C. BUSINESS CONTINUITY/ DISASTER RECOVERY PLANNING (BCP/DRP) 
DRP is usually associated with long outages as floods, earthquakes, other natural 
calamities while BCP is for shorter outages where business continues after a 
disruptive event through restoring core activities including critical information and 
systems 

1. Comment on the DRP/BCP process 
2. Comment on the potential disruptive register & the sequence of the 

DRP/BCP. 
3. Comment on the ‘disaster recovery simulation’ and the communication 

flow’ 
 

D. PACKAGE IMPLEMENTATION/CHANGE MANAGEMENT 
Where these activities have taken place or planned to take place a review of the 
process becomes mandatory 

1. The defined sub-processes are being followed, viz. change request, change 
review, change deployment, testing, approval, deployment, follow-up & 
validation. 
  

E. USER PROVISIONING & SEGREGATION OF DUTIES (SOD) 
User provisioning refers to the process of signing, modifying & removing user 
access to systems based on current job responsibilities. 
 

1. Check for a defined process for user provisioning and its compliance. 

Segregation of duties (SOD) is usually a set of rights based on the role. 

1. Check if there is a role based access control 
2. Check for segregation of duties conflicts in the role design & macro situation 
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3. Comment on the adequacy of the role based access control design after 
considering the complexity of networks, applications, databases, etc. 

 
F. CONFIGURATION MANAGEMENT 

Configuration management is creating a baseline and then change management 
process for configurable settings within the IT systems 

1. Can you say that it is a well - controlled environment? 
2. Are the baseline settings well documented, after being analyzed with 

reference with control points? 
3. Check to see whether existing systems in line with baseline settings 
4. Are there any new parameters which need to be considered for baseline 

settings? 
 

G. OPERATIONS 
 

H. Check for compliance on whether operations regarding day-to-day activities are 
performed in a planned manner, to include 

i. Job scheduling 
ii. Help desk 

iii. Incident management 
iv. Daily maintenance & updating of systems 

 
I. SECURITY 

1. Test for existence & adequacy of physical security? 
2. Test for existence & adequacy of logical security? 

 
J. MONITORING  

1. Test for existence & adequacy of monitoring activities of the IT environment 
2. Test for existence & adequacy of monitoring controls for effective 

operations 
 

K. INTEGRATED AUDITING 
Integrated auditing involves testing the underlying IT controls along with 
determining that operational, financial or compliance controls are effective and 
efficient to support business processes. Hence if the operational controls over 
payroll are strong however the database security is weak then the risk of fraud still 
exists. 

1. Identify areas where integrated auditing is required. 
 

L. CONTINUOUS AUDITING 
1. List opportunities for continuous monitoring/continuous auditing. 
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EXHIBIT V 

Sample for preparing an IT Audit Universe 

Name of the Ministry/Department     

Name of the Program, Scheme     

Date :                    Ver. No:                         Prepared by:   

Audit Universe Database 

     

Inventory of  specific technologies &  processes to 
manage them 

Significant 
Risk areas 

Testing 
Program Ref 

  

A B C 

A. Application Systems     

1. Project planning & management     

2. Application management     

3. Application security & configuration     

4.      

B. Business Continuity Planning     

1. Data Backup & Recovery     

2.     

3.     

C.  DATABASES     

1. Database design     

2.Database configuration     

3.     

D. Business Process IT Controls     

1. Application Configuration     

2. Application Security     

3. User Access & segregation of duties     

E. IS Operations     

1. Job Scheduling     

2. Performance monitoring     

3. Event management     

4.     

F. Information Security     

1. Security policies & standards     

2. Security Admin     

3. Logical access     

G. Hardware     

      

H.     
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EXHIBIT VI 

Checklist for System Audit 

S. No. Particulars Response Remarks 

1. Whether Password Policy as notified by the IT 
Division, Office of the CGA, is being strictly followed 
by all officers and Staff members? 

Yes No 
 

2. Whether only Authorized Users who are working/ 
posted in the office are working on PFMS?  

Yes No 
 

3. Whether policy of I Key approval for officers as 
notified by the IT Division at different levels is 
followed? 

Yes No 
 

4. Whether Digital Signature Key is used by the 
officer/officers in whose name the key has been 
issued?  

Yes No 
 

5. Whether all payments processed and made 
through PFMS are made only after verification of 
the physical documents at all level of the checks?  

Yes No 
 

6. Whether all officers/officials who are working on 
PFMS are using NIC/GOV domain e-mail IDs for user 
Registration? 

Yes No 
 

7. Whether necessary records of Users in PFMS are 
maintained/ verified and updated on weekly basis? 
Whether Users who are not valid for the PFMS are 
deactivated? 

Yes No 

 

8. Whether officers/officials are using only the 
Computers installed in their offices for accessing 
the various modules of PFMS? 

Yes No 
 

9. Whether the Digital Signature along with User IDs 
of the officers/officials is deactivated/disabled on 
their transfer/ retirement/ superannuation and 
necessary record for the same is maintained? 

Yes No 

 

10. Whether the PAO is monitoring the System Security 
guidelines and implementation of the same are 
regularly reviewed/updated?    

Yes No 
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EXHIBIT VII 
 

CAEs can use this checklist to examine the IT control framework to ensure that the 

Central Civil Ministries/ Departments of Government of India have addressed all control 

elements. The checklist can help the CAEs understand the issues and plan for full internal 

audit coverage of the control areas. 

 

A Sample Checklist is given below: 

Actions Questions 

1. Identify the IT control environment 
of the Ministry/Department, including: 
   a. Values. 
   b. Philosophy. 
   c. Management style. 
   d. IT awareness. 
   e. Policies. 
   f. Standards. 

1. Do policies and standards that describe the need 
for IT controls exist? 

2. Identify relevant legislation and 
regulation impacting IT control such as: 
   a. Governance.    
   b. Reporting.   
   c. Data protection. 
   d. Compliance. 

2. What legislation exists that impacts on the need 
for IT controls? 
 
3. Has Ministry/Department taken steps to ensure 
compliance with this legislation? 

3. Identify the roles and responsibilities 
for IT control in relation to: 
   a. Ministries/Departments 
      i.  Audit committee. 
      ii. Risk committee. 
      iii.Governance committee. 
      iv.Finance committee. 
 
   b. Ministry/Department officials 
       
   c. Audit. 
      i. Internal Audit. 
      ii. External Audit. 

4. Have all the relevant responsibilities for IT 
controls been allocated to individual roles? 
 
5. Is the allocation of responsibilities compatible 
with the need to apply division of duties? 
 
6. Are IT responsibilities documented? 
 
7. Are IT control responsibilities communicated to 
the whole Ministry/Department? 
 
8. Do individual role holders clearly understand their 
responsibilities in relation to IT controls? 
 
9. What evidence is there of individual role holders 
exercising their responsibilities? 
 
10. Does IAW employ sufficient IT audit specialists 
to address the IT control issues? 
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4. Identify the risk assessment process. 
Does it cover: 
   a. Risk appetite? 
   b. Risk tolerances? 
   c. Risk analysis? 
   d. Matching risks to IT controls? 

11. How is the risk appetite and tolerance of the 
Ministries/Departments determined? 
 
12. Is the risk appetite and tolerance of the 
Ministries/Departments authorized? 
 
13. Is the risk appetite and tolerance clearly 
understood by all those with a responsibility for IT 
control? 
 
14. Is a formal risk analysis process used by the 
Ministries/Departments? 
 
15. Is the process understood by all those with 
responsibility for IT control? 
 
16. Is the process used consistently throughout the 
Ministries/Departments? 
 

5. Identify all monitoring processes, 
including: 
   a. Regulatory.  
   b. Normal in-house.   
   c. Other than internal auditing. 

17. What processes exist to monitor compliance 
with all relevant legislation plus internal policies and 
standards? 
 
18. Are there monitoring processes carried out by 
Ministries/Departments outside of internal audit? 
 

6. Identify information and 
communication mechanisms: 
   a. Control information. 
   b. Control failures. 

19. What metrics are provided to the 
Ministries/Departments in relation to IT security? 
 
20. What additional reports are provided to the 
Ministries/Departments on a regular basis? 
 
21. Are Ministries/Departments always provided 
with reports when there are IT control failures? 
 
22. Do the Ministries/Departments receive similar 
reports of IT control failures? 
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EXHIBIT VIII 

 

Summary of Audit Paras extracted from the Audit Reports for Schemes: MGNREGA and 

PMGSY 

 

I. Mahatma Gandhi National Rural Employment Guarantee Act (MGNREGA) 

 

Office of the Chief Controller of Accounts 

M/o Rural Development 

Internal Audit Wing, 

New Delhi. 

Subject:-Audit of MGNREGA Scheme in the District of ………………., ……….(State). 

Conducted by:-  

Dates of visit: 01.01.20XX to 10.01.20XX.  

 

Executive Summary 

Para 

No. 

Para Description Risk 

1 Excess material expenditure to the tune of Rs.3276.65 lakhs by Line 

Department against the permissible limit of 40% of project cost.  

Financial 

High Risk 

2 
Avoidable loss to the MGNREGA Scheme due to irregularities in 

Procurement of Materials/Items of work amounting to Rs.15410.61 

Lakh without following the procedure as indicated in General 

Financial  Rules and Master Circular-MGNREGA 

Financial 

High Risk 

2 Expenditure amounting to Rs.98,300/- on inadmissible items booked 

under Administrative head MGNREGA. 

Financial 

High Risk 

2 Manipulation/ false recording in muster rolls at location & other 

irregularities. 

Operational 

High Risk 

3 Irregular expenditure under Administrative Expenses on account of 

Purchase of vehicle and repair thereof amounting to Rs.341361.75  

Financial 

High Risk 

4 Expenditure of Rs.20500/ on account of purchase of Assets are not 

reflected in Balance Sheet  

Financial 

High Risk 

5 Non recovery of double payment of MGNREGA wages amounting 

Rs 8,66,512.00 out of Rs 90,12,545.00 made due to application error. 

Financial 

High Risk 

5 Excess amount of Rs. 267.48 Crore paid to the beneficiaries from 

MGNREGA on  account of work done more than 150 days. This 

amount to be beared by the State Govt. Only.                             

Financial 

High Risk 
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5 Mis-appropriation of fund amounting to Rs. 308.87 lakh as pointed 

out by the social audit. 

Financial 

High Risk 

5 No reflecting of advance amounting to Rs.25000/- given to Joint 

Development Commissioner in the balance sheet. 

Financial 

High Risk 

6 Excess  expenditure of Rs. 286.50 Crore on account of 

Administrative Expenses booked to MGNREGA fund. 

Financial 

High Risk 

6 Non accounting of interest earned by the Blocks on the 

Administrative Fund 

Financial 

High Risk 

7 Inadmissible expenditure to the tune of Rs.15,75,020 under 

Administrative Fund 

Financial 

High Risk 

7 An amount of Rs. 12.68 crore incurred excess expenditure from 

MGNREGA Scheme towards  IHHLs.         

Financial 

High Risk 

7 Difference of Wages and Material amount between Income & 

Expenditure Accounts and Statement of Financial performance for 

the year 20XX to 20XX  

Financial 

High Risk 

8 Irregular payment of Rs.18 Crore on account of purchase of 4.91 lakh 

First Aid medical boxes.      

Financial 

High Risk 

9 Incomplete Works Performance 

High Risk 

9  Non Payment of Compensation of Rs.1,28,15,695/- to the 

beneficiaries on account of delay in payment of Wages. 

Financial 

High Risk 

10 Ernest Money Deposit (EMD) amounting to Rs. 39.75 lakh and 

Security Deposit amounting to Rs. 9.60 lakh  repayable to contractors 

and other agencies outstanding as on 31.03.2017.   

Financial 

High Risk 

15 Operation of more than one Bank A/c for the purpose of 

implementation of the MGNREGA scheme in the State. 

Financial 

High Risk 

16 Out of 4591414 Sanctioned works, 11,79,796 no. of works Yet not 

started so far. 

Performance 

High Risk 

17 Inadmissible expenses booked under Admin expenses by the o/o 

Commissioner 

Operational 

High Risk 
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II. Pradhan Mantri Gram Sadak Yojana (PMGSY) 

 

Office of the Chief Controller of Accounts 

M/o Rural Development 

Internal Audit Wing, 

New Delhi. 

Subject:-Audit  of PMGSY Scheme in the District of ………………., ……….(State). 

Conducted by:-  

Dates of visit: 13.08.20XX to 18.08.20XX.  

 

Executive Summary 

Para 

 No. 

Para Description Risk 

  1 Disproportionate excess expenditure of Rs. 4.18 crores on 24 road 

works when calculated w.r.t. length of road constructed. 

Financial 

High Risk 

  1 Excess Expenditure amounting to Rs. 14.72 Lakh  incurred under 

the administrative fund  

Financial 

High Risk 

  2 Excess/Less execution of work  of Rs.2,03,333 and  Rs.46,30,501 due to  

deviation of quantities in various  works without approval from NRRDA.      

Financial 

High Risk 

  2 Excess amounts of Rs.11.10 lakhs of security deposit released to the  

contractors. 

Financial 

High Risk 

  3 Payment of Honorarium, DA and Vehicle charges to State Quality 

Monitors by PIUs from  the Admin. Funds 

Financial 

High Risk 

  5 Non deployment of engineers/technical experts by the contractors at  

work site. 

Operational 

High Risk 

  7 Blockade of Government Money amount of Rs.155.97 lakhs lying 

with the PIU due to completion/termination of work long time back 

Financial 

High Risk 

  6  Loss of  amounting to Rs.16,800/- due to faulty preparation of 

Detailed Project  Report (DPR) 

Financial 

High Risk 

  4 Non Observance of Terms and Conditions of Agreement with regard 

to submission of Bank Guarantee against Mobilization Advance. 

Financial 

High Risk 

 10 

 

Non - verification of Bank Guarantees/Fixed Deposit Receipts of the 

contractors as per terms and conditions of the bank contract. 

Financial 

High Risk 

  5 Insurance cover not obtained / extended up to liability period of the 

Contract in respect of packages where work is not completed within 

stipulated period. 

Financial 

High Risk 

  6 Non  observance of  terms and condition of contract  regarding 

revalidation of the  Performance security 

Financial 

High Risk 

  7 Delays in completion of works – Levy of penalty in nominal cases Performance 

High Risk 

  9 Preparation of un-realistic   works estimates – change in scope of 

work without approval of NRRDA 

Financial 

High Risk 



96 
 

 10 Payment of acquisition of land to be borne by State Government 

concerned 

Financial 

High Risk 

 11 (A) Pro rata costs beyond 50M of bridge to be borne by State Government 

concerned.   

 (B)Separate DPR not prepared for bridge 

Financial 

High Risk 

 12 Abnormal delay in final payment to contractors. Financial 

High Risk 

 11 Mismatch in bank authorization balance between OMMAS cash book 

and manual cash book . 

Operational 

Low Risk 

 13 Payment of Rs.1.32 crore released to the Contractor concerned 

without Bank Authorization received. 

Financial 

High Risk 

 12 Non - reconciliation of cash book figures with the Bank figures.  Operational 

Low Risk 

 14 Undue benefit to the contractors while recommending EOT without levy 

of penalty. 

Financial 

High Risk 

 15 Without sanction of EOT and Deviation items, final payments of the 

works have been released to the contractor concerned. 

Financial 

High Risk 

 16 Less / Excess quantities  of works for  Rs.2.57 crore executed  without  

prior written approval from NRRDA and by the Engineer concerned 

Financial 

High Risk 

 18 Payment released to the contractor without issue of completion 

certificate. 

Operational 

High Risk 

 13 Irregularities found during physical verification/field visit of the 

roads by the Audit Team.                                     

Performance 

High Risk 

 19 No observance of provision  of Administrative Expense Fund 

Account Manual 

Operational 

High Risk 
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